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Notational Conventions

Most of the references to system calls in the text and graphics use C syntax instead of
PL/M (for example, the system call send_message instead of send$message). |f you
areworking in C, you must use the C header files, rmx_c.h, udi_c.h, and rmx_err.h.

If you are working in PL/M, you must use dollar signs ($) and use the rmxplm.ext and
error.lit header files.

This manual uses the following conventions:

Syntax strings, data types, and data structures are provided for PL/M and C
respectively.

All numbers are decimal unless otherwise stated. Hexadecimal numbers include
the Hradix character (for example, 0FFH). Binary numbersinclude the B radix
character (for example, 11011000B).

Bit 0 isthe low-order bit. If abitisset to 1, the associated description istrue
unless otherwise stated.

Data structures and syntax strings appear in this font.
System call names and command names appear in thisfont.

PL/M datatypes such asBY TE and SELECTOR, and iRMX data types such as
STRING and SOCKET are capitalized. All C datatypes are lower case except
those that represent data structures.

The following OS layer abbreviations are used. The Nucleus layer is
unabbreviated.

AL Application L oader

BIOS Basic I/0 System

EIOS Extended I/O System

HI Human Interface

uDI Universal Development Interface

Whenever this manual describes /O operations, it assumes that tasks use BIOS
cals(suchasrg_a read, rq_a write, andrq_a_special). Although not
mentioned, tasks can also use the equivalent EIOS calls (such asrq_s read,
rq_s write, and rq_s special) or UDI calls (dg_read or dg_write) to do the
same operations.
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Using Commands

This manual describes the command interface to the iRMXU Operating Systems
(0S): theiRMX 11l OS, iRMX for PCs, and iRMX for Windows. It describes how
to use the commands, and contains information about line-editing and terminal
control characters. In addition, this manual provides methods for verifying and
correcting the data structures of iRMX named or physical volumes.

Theintroductory sections of this manual assume you are familiar with the terminal
characteristics of your monitor and the keyboard from which you enter commands.
Later sections, such as those on using diskverify in interactive mode, require an
understanding of iRM X volume structure.

How to Use This Manual

Theinformation in this manual appliesto avariety of user levels, system types, and
configurations. Y ou will need to choose the information appropriate to your system.
Some system types covered by this manual include:

* Installations running on PC bus, Multibus |, or Multibus |1 systems

e |CU-configurable iIRMX systems, which may vary from the standard device
types and OS layers described in this manual

* iRMX for Windows and iRMX for PCs systems. descriptions of configuration
issues don't apply to preconfigured iRM X for Windows, but discussions of
loading device drivers and user jobs, and modifying :config: files do apply

e Single-user systems, which need little or no file protection and user password
protection

*  Multiple-user systems, including systems operating on a network, which may
need to strictly enforce file and system access
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Use these guide to determine which parts of this manual you should read:

If you are: Refer to:

A new user Chapters 1 and 2 and Appendix E

An experienced user Chapter 2 and Appendices A-F
Responsible for managing the Appendices A, B, and C, in addition to
system other chapters

Using the SBX 279 Graphics Appendix D, in addition to other chapters
interface

Chapter 1 Using Commands



Commands Available on Your System
Figure 1-1 shows the layers of the iIRMX OS that provide commands:

Command Line Interpreter (CLI)
DOS/Windows

iRMX-NET networking software
Human Interface (HI)

The figure also shows the layers of the OS necessary to support these command-level
layers:

Nucleus

Basic I/0O System (BIOS)
Extended /O System (EIOS)
Application L oader

VM86 Dispatcher

Remote File Driver (RFD)

Command Line Interpreter DOS/Windows
(cLn Command Line
Human Interface
NFS (HI)
Application
iIRMX-Net Loader DOS/Windows
TCP/IP and (AL)
Remote File
Driver (RFD) EIOS
iNA 960
Network Software BIOS VM86 Dispatcher
Nucleus

OMO04425

Figure1-1. iRMX Operating System L ayersthat Provide Commands
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The commands in Chapter 2 are labeled according to their source or function: CLI,
HI, DOS, NET (iRMX-NET), TCP/IP, and NFS commands. The commands
available to you depend on your type of system:

e IfyouuseiRMX for Windows or iRMX on aPC, all the OS layers are part of
the system. Y ou may choose not to install the networking software; in this case
the NET and/or TCP/IP and NFS commands are not available, depending on
what network you install. Some of the HI and NET commands in Chapter 2 are
not provided in iIRMX for Windows. These commands are noted in that chapter.

* If you use an ICU-configurable system, the command-providing layers must be
configured into the system to support the command-level layers. TheiRMX-
NET and TCP/IP subsystems are al so optional in these systems.

e Inany system, it is possible to replace the CLI with a user-written command
interface program. In such a system, the CLI commands are not available.

* Inany system you may selectively install individual HI and NET commands,
which are smply HI commands provided by the iIRMX-NET software. Each
command is a separate executable file. 'Y ou may also write new commands.

Except where noted, this manual assumes that all commands provided by your type
of installation are available.

The Human Interface (HI)

The HI provides single- or multi-user support for one or more terminals. When the
system is booted, the HI initializes each terminal and begins running an initial
program, whichis an interactive HI job. Theinitial program can be your custom
command interface or the iIRMX CLI.

The HI initializes terminals as either static or dynamic. A static terminal always has
a specific user associated with it. You do not log on or off such aterminal; you
simply begin entering commands. A dynamic terminal is one where you must log on
and provide a user password. Each logon session begins anew HI interactive jab.

HI commands are executable files |loaded and run by the CL1 (or other command
interface). Each command is a separate file stored on disk.
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Y ou can use the dir command to display the names of the HI system commands,
utilities, or development tools available on your system. Enter the commands shown
below:

dir :system
dir :utils:
dir :lang:

See also: Logging on, Installation and Sartup
CLI initial program, System Concepts
static and dynamic terminals, System Configuration and
Administration
dir command, Chapter 2

The Command Line Interpreter (CLI)

The CLI isan application running under the HI. It enables operators to communicate
with the OS by entering commands. The CLI takes each HI command asitis
entered, dividesit into a program name and parameters, runs the program indicated
by the command name, and passes the parameters to the program. CLI commands
areinternal to the CLI, not separate files on disk.

The CLI provides such features as type-ahead, command-line editing, and 1/0
redirection: taking input from or sending output to afile or device on the command
line.

Three HI commands, logon, super, and submit, are similar to CL1 commands by the
same name. The duplicate HI commands are for use with a custom command
interface, but lack CL 1 features such as aliasing, line-editing, and background
processing.

Networking Software

TheiRMX-NET networking software provides connections across a network to other
systems that use OpenNET software. OpenNET is Intel'simplementation of an 1SO-
TP4 network and is available for such diverse OSs as MS-DOS (through MS-Net),
iRMX, UNIX, and VAX/VMS.

TheiRMX-NET software also provides a set of HI commands that allow you to
perform such operations as managing the network attributes of the system, locating a
system by name, restarting the network software on the network controller board, or
loading a boot file to the network controller on aremote system. The network
software can perform many of these functions automatically during initialization.
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In addition to, or instead of, IRMX-NET, you may install TCP/IP software, which
includesits own set of utilities. This manual includes the TCP/IP commands. If you
doinstall TCP/IP, you can also choose to install NFS software to get transparent file
access across the net.

See dso: Network User's Guide and Reference
TCP/IP and NFSfor the iRMX Operating System

Understanding the File Systems

Y ou can use commands more effectively with an understanding of the basic file
systems. Thesetermsare used in relation to file names, and are explained in more
detail in later sections:

Pathname The designation used by the OS to find or specify the location
of afileor directory inthefiletree. Theforward dash (/) is
the usual separator in iIRMX pathnames.

Logical name A short identifier or symbolic name for a pathname, command
string, device, etc. Logical names are usually surrounded by
colons, and are used to simplify command entry.

Volume A physical device for storing files. The volume might be a
hard disk, a partition on a disk, a RAM disk, or a diskette or
tape. The disketteis associated with the name of the disk
drive, and the tape is associated with the name of the tape
drive.

Prefix The beginning reference in a pathname, usually a volume
name or alogical name.

Wildcards Characters (* and ?) used to replace some or all of the
charactersin afilename. Wildcards are most often used to
specify several filesin asingle reference within a command.
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File Types

TheiRMX environment has five types of files: named, DOS, physical, stream, and
remote. If you use NFS software, there is also an NFSfile driver.

Named files

Physical files

Stream files

Remote files

DOSfiles

NFS

Command Reference

Divide the data on storage devices into individually accessible
units. Users and programs refer to these files by name when
they want to access information stored in them. When
operating from the command line, you access named files
more often than any other file type.

Enable the OS to deal with an entire I/O device asasinglefile.
The HI accesses backup volumes and devices such asline
printers and terminalsin this manner. It also accesses
secondary storage devices (such as disk drives) as physical
devices when formatting them. When operators access
physical files, it isusually in a manner that is transparent to
them (such as copying a named file to the line printer or
formatting a disk).

Enables communication between programs. Two programs
can use a stream file for communication if one program writes
information to the stream file while another program reads the
information.

Are the same as named files. However, remote files reside on
aremote system connected to the network. No special
semantics are needed to access remote files, but file access
permissions may be different from local files. These arefiles
made available through the IRMX-NET Remote File Driver.

Are named filesin the DOS file system format. They are
accessed through the EDOS file driver on iRMX for Windows
and the DOSfile driver on al other iIRMX platforms. All
iRMX users have access to all DOSfiles.

Any file available on a remote system that is made available
through the NFS File Driver. In ageneric sense, these are also
remote files.
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When you create files, use DOS conventions to name DOS and EDOSfiles: a prefix
of up to eight characters, followed by a dot (.) and a three-character suffix. On other
files, use the IRMX convention of up to 14 characters and no suffix. The characters
in file and directory names must meet the rules of both the DOS and iRMX OSs.
They can include letters (A through Z), numbers (0 through 9), and any of the these
characters:

_$~-1#% & @-{}
They cannot include spaces or any of these characters:
N IO

There are two uses for the term named files. Oneisthe generic sense, where any
filesin afile hierarchy are established with individual names. In this sense, remote
and DOS files and directories are named files. However, there is also a named file
driver, which only operates on iRMX named files, not remote or DOS files (these use
their own file drivers). If acommand parameter refersto files as named, asin the
format and attachdevice commands, the term refers to the named file driver.
Otherwise, the term named files in this manual can encompass any file that is not a
physical file.

See also: File types, System Concepts

The OS treats both data files and directories asfiles. It also treats devices asfiles,
after you use the attachdevice command to establish alogical name for the device.
Thus, when a command parameter gives you the option to write to afile, you can
write to a printer or terminal device by specifying the logical filename associated
with the device.

See also: Logical names, in this chapter

Named File Tree

Figure 1-2 shows asimple named filetree. Inthisfigure, :vol: isalogica name for
the volume, which also represents the root directory of the tree. Within the root
directory are two directories named deptl and dept2. Deptl has two subdirectories,
userl and user2. Dept2 containsasingle file, myfile. The userl directory contains
two files, fileA and fileB, while user2 contains fileC.
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:vol:

N

deptl dept2

N

userl user2 myfile
fileA  fileC
fileB W-2867

Figure 1-2. Example File Tree Structure

File Access and User IDs

All named files have an associated owner and list of users who have various
permissions to accessthe file. Thefile's owner and accessors are stored as user 1D
numbers. If afileisowned by the World user, any user has compl ete access to the
file. If afile can be accessed by the World user, any user has the type of access
permissions granted, including the right to read, overwrite, append, and/or delete the
file. Directories have similar access rights, which apply not only to the directory
itself, but to files (and other directories) stored in it.

When you use a command to create afile (for instance, by copying afile or
specifying an output file in a command), your user ID islisted as the file's owner.

Y ou can use the dir command with the long parameter to look at your access rights to
files, or with the extended parameter to display all the owners and accessors of afile,
along with the associated access rights. Y ou use the permit command to establish
accessors and access rights.

See also: Creating files and copying files, Installation and Startup

All files managed by the DOS or EDOS file drivers are owned by the World user,
from the point of view of theiRMX OS. The DOS file system supports read-only or
read/write attributes for files. Directories cannot be made read-only.

If your system is configured to include the iRMX-NET networking software, any

user on the system who gains access to the HI through logon automatically becomes a
verified user. Inthe OpenNET network system, a verified user can accessfiles on
remote systems through iRMX-NET. On a TCP/IP network, users can access fileson
remote systems through NFS, which has its own verification process.

See also: Access rights, per mit command, Chapter 2
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Using Pathnames

10

If the directory where you are currently working is on another volume, you must
specify the volume name to refer to afile. For example, to refer to myfile from
another volume, you would specify the file as:

:vol : dept 2/ nyfile

The forward dlash (/) is the standard iIRM X filename separator. When you specify a
logical name at the beginning of the pathname, you cannot use a slash between the
logical name and the next component of the pathname.

However, if your current working directory ison :vol:, you do not need to specify
:vol: asthe root directory part of the pathname. Y ou could refer to myfile from
anywhere on the volume with the pathname:

[ dept 2/ nyfile

The dash at the beginning of the pathname specifies the root directory of the current
volume. Both :vol:dept2/myfile and /dept2/myfile are considered full pathnames to
the file, aslong as the beginning logical name refers to the root directory of the
volume.

Y ou can aso specify afile with a pathname that is relative to your current working
directory. For example, if your current directory isuserl, you can refer to fileA
simply asfilea. IniRMX, to refer to fileC, you could use a circumflex (*) operator:

Auser2/filec

IniRMX, each circumflex tells the OS that the next path component resides up one
level in thefiletree. When you use a circumflex in the pathname, you do not use the
| separator at that point in the pathname. For example, from the user1 directory, you
could refer to the myfile file with either of the these pathnames:

[ dept 2/ nyfile
Andept 2/ nyfile

The pathname does not need to end in the name of adatafile. Y ou use the same sort
of pathnames to specify directories as to specify files.

In the DOS and EDOS file drivers, the dot-dot (..) operator worksin asimilar
manner.

The :$: logical name, discussed later in this chapter, determines the location of your
current working directory.

See also: Logical names, in this chapter
specifying pathnames, in your DOS documentation
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Using the Copy Command with Multiple Pathnames

When specifying pathnames in a command's input and output lists, remember these
rules:

If you specify multiple input pathnames and a single output pathname for the
copy command, file concatenation takes place.

If you specify multiple input pathnames and one output pathname that is a
directory rather than afile, the HI copiesall the input filesinto the directory.
Each file kegpsits original name in the new directory.

If you specify multiple output pathnames, you must specify the same number of
input pathnames as output pathnames. Specifying more input pathnames than
output pathnames results in an error message. For example, these commands
return error messages.

-copy a,b,ctod,e<CR> (invalid)
-copy a,btoc,d,e<CR> (invalid)

When the sequence of datain a concatenated file isimportant, remember that all
operations are performed in the sequence you specify in the command line.

Using Wildcards in Filenames

Wildcards are characters used to specify several filesin asingle reference within a
command. Use wildcardsin any position in afilename to replace some or al of the
charactersin the name.

Y ou cannot use wildcards in the directory path part of a pathname, but if the last
component of a pathname is a directory name you may use awildcard in that
directory name. Thus the name systemyappl/*fileisvalid, but system/app*/infile
is not.
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The wildcard characters are * and ?:

?  The question mark matches any single character. The HI selects every file that
meets this requirement. For example, the name file? implies all of these files:

filel
file2
filea

*  The asterisk matches any number of characters (including zero characters). The
HI selects every file that meets this requirement. For example, the name file*
implies al of thesefiles:

filel
file.obj
file
filechange
Y ou can use multiple wildcards in asingle name. For example, the name *if?.*

matches every file containing the sequence if followed by any character and a period.
This could include all of thesefiles:

rmxifc.lib
ifl.p28
Inkifc.

The* character matches as close to the end of the pathname as possible. For
example, suppose the directory contains the file abxcdefxgh, and you enter:

copy *x* to :prog:*2*

The first asterisk matches the characters abxcdef and the second asterisk matches the
characters gh. The command creates a new filein the :prog: directory named
abxcdef2gh.
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Many commands use input and output pathnames as parameters. Y ou can use
wildcards in both input and output pathnames. For example:

copy a* to b*

In this command, the a* represents the input pathname and b* represents the output
pathname. The HI searches the appropriate directory for al files that begin with A.
It copies each file to afile of the same name, but beginning with B, as shown below:

Original Files Copied Files
alpha blpha

ali2 b112

a b

In some commands you can specify lists of input and output pathnames, separated by
commas. For example:

copy a,b,c to d, e, f

This command copiesatod, btoe, and ctof. If you use wildcardsin any one of the
output pathnames, you must use the same wildcards in the same order in the
corresponding input pathname. This meansthat if you use both the * and the ?
characters, their ordering must be the same in both the input and output pathnames.
For example, this command is valid:

copy a*b?c*, x to *de?fgh*i, y
However, this command is invalid because the wildcards are out of order:
copy a*b?c* to *de*fgh?i

If you use wildcards in an input pathname, you can omit all wildcards from the
corresponding output pathname to concatenate files. For example, suppose a
directory contains filesal, b1, and c1. Thiscommand isvalid:

copy *1 to x
It copiesfilesin this manner:

al to x
bl after x
cl after x

However, if x isadirectory, the HI does not concatenate files, but makes copies of
the filesin the x directory.

See also: copy command, Chapter 2
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Specifying Hidden Files

AniRMX hidden file is any file whose name begins with r? or R?. Ordinarily, you
cannot specify a hidden file in a pathname because the HI interprets the question
mark asawildcard. To specify a hidden file, surround the pathname or the question
mark with single or double quotes. For instance:

copy 'r?logon.csd to :co: or
copy r'?' logon.csd to :co

The dir command has an invisible parameter that lets you list the hidden filesin a
directory.

See also: dir command, Chapter 2
specifying filenames, in your DOS documentation

Entering Commands

14

When you enter a command, line wraparound is not permitted. The maximum line
length is 76 characters, excluding the prompt, and no more than 79 characters
including the prompt. All characters exceeding the maximum line length are ignored.
To enter aline that exceeds 79 characters, create a continuation line by using an
ampersand (&) asthe last character in the line. If you continue aline, do not break
the linein the middle of acommand or a parameter. Y ou may enter as many
continuation lines as necessary.

The CLI does not recognize continuation marks, comment characters, or quotation
marks within its own commands. These characters, however, are recognized by Hl
commands. If theresult of a CLI command causes execution of an HI command, the
HI command is governed by HI syntax. For example, background isa CLI
command but copy isan HI command. Y ou may use a semicolon as shown below to
include a comment in the copy command. This command executes copy as a
background job:

background copy hi.txt to output.txt ;hi.txt contains tables

To execute acommand, press <Esc> to execute the whole command line, or press
<CR> to execute only the beginning part of the command, up to the letter under the
cursor.
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Command Syntax

The notation used for command syntax is shown below. Unless otherwise instructed,
you may enter any item in upper- or lower-case, or acombination of the two. A few
commands, for example grep, include a parameter that can be case-sensitive; these
are noted in the text. Include any punctuation shown except brackets ([ 1), ellipses
(...), and the vertical bar (]); these are described below. Commas are usually used to
separate itemsin lists, such as input and output paths. Parameters (such as query) are
usually separated with a space. However, when the syntax includes acomma (,) or
equals sign (=), using spaces to separate items is optional.

Syntax

conmmand variable [optional] [choice= itenl|iten?]
[repeated [item [, repeated [iten]]...]

command  Enter any item printed like this exactly asit is shown.

variable For items printed in italic, enter a substitute, such as the name of afile
or acontrol character from alist of possible choices.

[optional]
Items surrounded by brackets indicate an optional parameter. If you
enter this parameter do not include the brackets.

[choice= iteml]item2]
For items separated with avertical bar, enter only one of the items.
Y ou may enter choice=itemL or choice=item2, but not both.

[repeated [item] [, repeated [item]]...]
Items followed by an ellipsis (...) indicate that the item may be repeated
more times than it is shown. For this example, any of these would be
valid entries:

repeated

repeated item

repeated, repeated, repeated

repeated item, repeated, repeated item
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A few commands with many parameters have an additional syntax diagram. The
parameters are listed along atrack, as shown below. Enter the track at the top |eft
and follow it through to the exit. Mandatory parameters are shown in line with the
track. Optional parameters are shown below the track (you may follow the main
track or follow the path through the option and return to the main track). Where you
have a choice of parameters, the track branches through them.

oA

105
o

A vertical dotted line indicates that the following parameters may be entered in any
order as long as they obey the rest of the syntax. Parameters preceding the dotted
line must be entered in the order they appear. Inthis example:

@_

W-2627

* Alsarequired parameter and you must enter it immediately after the command.
» Either B or Cisrequired. Whichever parameter you enter must follow A.

* D, E,and Fareall optional but you may select only one. If you select one of
these parameters, you may enter it before or after G.
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Using the To, Over, and After Parameters

Many commands include the option of writing output to one or more files. The
syntax is [toJover|after pathname], where you have a choice of writing to, over, or
after a specified file. If you don't specify this parameter at all, the output is displayed
onscreen (to the :co: device). You may use the parameter to direct the output to a
named file or to a device such asa printer (:1p:). When writing to afile, use this
parameter as follows:

to The command assumes the specified output file does not exist. If the
file already exists, the command displays a message similar to:

<pathname>, already exists, overwrite?

In response, enter Y to overwrite the existing file. Enter R to overwrite
not only thisfile but any remaining filesin an output list, without
further prompting.

If you do not wish to overwrite the file, enter any other character or a
carriage return. If thisisthe only output file specified, the command
does not complete. If you are writing to alist of files, this particular file
is not overwritten, but other filesin the list are written.

over If the output file exigts, it is overwritten without a prompt; if not, it is
created.
after Output is appended to the end of an existing file; the current file

contents are preserved. If the file does not exist, it is created.

D Note

Y ou cannot use to, over, and after with TCP/IP and NFS
commands. You cannot, for example, use these parameters with
the rcp command.

Abbreviating Parameters

Many of the command parameters have full names that may be abbreviated.
Generally, you can abbreviate these parameters by entering the first letter or enough
letters to distinguish one parameter from another. For example, when entering a
command that contains a query parameter you could simply type g. The abbreviation
islisted in the command syntax and the parameter description is shown as:

q(uery)
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Other parameter abbreviations may not be a simple truncation of the name. For
example, the format command has a setbadtracks parameter; one possible
abbreviation is sbt. The parameter description shows this as:

s(etbadtracks) (or sbt)

Thisindicates that you could enter s, setbadtracks, or sbt.

Abbreviating Command Names

Some command names have abbreviations or aliases already provided. These are
listed in the Command Summary Table (in parentheses after the command name),
and in the table of System Aliases. In addition, the syntax descriptions give the
abbreviations along with the full name, as options. For example:

ad| att achdevi ce meansthat ad may be entered for attachdevice

Aliases must always be followed by a space, not a tab.

Recalling and Editing Commands

18

The CLI alows you to continue typing commands as the current command is being
processed, and to edit commands on the command line. Y ou may edit acommand
you are currently typing or recall a previous command and edit it. Y ou may also
recall a previous command and re-issue it without editing.

There are a several waysto recall a previous command. One method isto use the
<Up-Arrow> and <Down-Arrow> keys to scroll through the command list stored in a
history buffer. For each keystroke, the previous or next command is displayed on the
command line, with the cursor at the end of theline. Y ou can also use the! and
history commands.

See also: I'and history commands, Chapter 2

To edit acommand, use <Left-Arrow> and <Right-Arrow> to move within the line.
Asyou type new characters the following characters are advanced, not overwritten.

When the cursor isin the command, there are two waysto invokeit. If you pressthe
enter key (<CR>), only the part of the command up to the cursor isinvoked. If you
press <Esc>, the entire command line is invoked, regardless of the cursor position.

When you reinvoke a previous command, it becomes the current command at the end
of the history buffer, and you are no longer scrolled upward in the command list.
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Using Command Search Paths

Each HI command is an executable file stored on disk. When you specify a
command, you are actually invoking the filename, and the HI must locate the filein
the directory structure. Typically, you don't invoke a command by its full pathname
(although you may), so the HI searches for the filein a set of directories called a
search path.

The number of directories searched and the order of search are set in the system
configuration for |CU-configurable iRMX I11.

Thistable shows the default search paths in the standard definition files. The
directories shown are logical filenames, which are described later in this chapter.
These directories are searched in the order shown.

Table 1-1. Directory Search Pathsfor Commands

iIRMX 11 iRMX for Windows
:prog: :prog:

:utils: :utils:

:util286: :util286:

:system: :system:

slang: slang:

sicu: :$:

:$: rmx:

letc letc

If you write your own commands, you can take advantage of the order in which the
OS searches directories. For example, suppose you write your own copy command
that provides different functions than the HI copy command. If you want to invoke
your program whenever you use the copy command, place your program in afile
called copy in your :prog: directory. The OS searchesthe :prog: directory before
searching the :system: directory (which normally contains HI commands) and runs
your copy program instead of the default HI command.

If you have multiple versions of a command, you can specify the directory pathname
as part of the command name, to specify the particular version you want.
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Creating Command Aliases

Y ou may use the alias command to retrieve a command from one of the directories,
aswell asto create a shorter name for the command. For example, you might define
the attachfile command with an alias using this command:

alias af = :systemattachfile

In this case, every time you enter af, the OS replaces it with :system:attachfile and
invokes the attachfile command found in the :system: directory. The OS does not
search for the command in the search path. (This particular aliasis aready the
standard alias for attachfile.)

If you are a DOS user, you can use this facility to make commands similar to the
onesyou usein DOS. For instance, you could use the command above, but define
:system:attachfile as cd, the DOS command to change the working directory.
However, keep in mind that the commands are not an exact match; attachfile also
performs other functions, such as assigning alogical nameto afile.

See also: Logical names, in this chapter
Quick Reference to Commands for equivalent commandsin DOS
and iRMX OS
table of system aliases and alias command, Chapter 2

Aliases are useful to reduce the work of entering commands and command sequences
that you use often. Y ou can also use aliases in submit files, which are command files
used with the submit command, similar to DOS batch (.bat) files.

Y ou can also use aliasto assign parameters to commands. For instance, you can
define:

alias C = :util386:RUN86 : LANG | C386
Then you can enter the alias C with afilename, such as myfile.C:
C nyfile.C
The CLI executes:
cutil 386: RUNB6 : LANG | C386 nyfile.C
You can nest aliases up to five levels. For instance, you can define:

alias C = :util 386: RUN86 : LANG | C386
alias CNL = C #0. PC nol i st
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Then you can enter:
CNL source
The CLI executes:

;util 386: RUN86 : LANG | C386 source. PC nol i st

Redirecting 1/0

Y ou may use I/O redirection to replace the command's standard input and/or output
with afile. Specify I/O redirection is with angle brackets, < for input and > for
output, which are recognized by the CLI. Normally, input to acommand is from the
keyboard and output isto the screen. These are designated as :ci: (console input) and
:co: (console output). 1/O redirection replaces the command's :co: and :ci: with the
specified file. When you redirect output, error messages and program output are
written to the specified file. When you redirect input, command input is read from
the specified file. Thisoption is particularly useful when you execute the
background command. By redirecting output messagesto afile, you free the
terminal for other operations. To use I/O redirection, include either or both of these
parameters anywhere in the command line;

<infile

>outfile
Where:
infile The name of the input file that replaces the terminal as standard input.
outfile The name of the output file that replaces the terminal as standard

output. If thefile already exists, it is overwritten.
The examples below illustrate the use of the 1/O redirection feature.

1. Thisexample uses1/O redirection with the background command to redirect
screen output created by the copy command to afile called copy.log:

background copy nyfile to yourfile > copy.log

2. Thisexample uses I/0O redirection to change the source of input from the
keyboard to afile named in.dat and to redirect the output to a file named out.dat:

nyprog < in.dat > out.dat

To use angle brackets for anything other than 1/O redirection, surround them with
single or double quotes.
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Using Commands on Directories

A directory contains alist of all files assigned under its name. Display the contents
of adirectory by using the dir command. Optional dir command parameters also
allow you to access and display other pertinent information about each file, such as
file size and other file attributes.

Displaying Files with the DIR Command

TheiRMX dir command does not work exactly like the DOS dir command. Inthe
iRMX OS, if you just type dir, it displays all filesin the current directory (:$:), asin
DOS. If, however, you include command line parameters, you must type $ to specify
the current directory.

For example, to display just the file myfile in the current directory, you cannot enter
dir nyfile. Youmustenterdir $ nyfile. Thedir command alwaysinterprets
the first command line parameter as a directory, so when you typedi r nyfil e, it
attempts to display the contents of a subdirectory named myfile under the current
directory. Similarly, if you want to display al invisible filesin the current directory,
you cannot enter di r i (the“invisible” switch), youmustenterdir $ i.

Creating a New Directory

Y ou create new directories by using the createdir command. Y ou must specify
names for the new directories. Directory names are limited to 14 characters.

To create two directories named mytest and NUTEST, enter:
-createdir mytest, NUTEST <CR>
The HI responds:

nytest, directory created
NUTEST, directory created

Once you create directories and datafiles, you can enter their pathnamesin either
lower-case or upper-case characters in subsequent commands; the HI commands are
not case-sensitive.

Referring to a Directory

To access any file or directory within the parent directory, you must specifically
identify the path in your command, in the form of a pathname.
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For example, assume your working directory has a directory named nutest under
which you have another directory named samp. Samp, in turn, has a data file named
test. Nutest isthe parent directory for the samp directory and samp, in turn, isthe
parent for the test datafile. In acommand, the pathname for the samp directory
would be nutest/samp, where the slash characters separate the individual hierarchical
components of the pathname. The pathname for the test data file would be:

nut est/ sanp/ t est

If the files are contained in your default directory, you can refer to them without
specifying alogical name as a prefix. When you enter this pathname, the HI
automatically appends the prefix :$: to the beginning:

nut est/ sanp/ t est

However, if the files are contained in a directory other than your working directory,
you must enter the complete pathname for the file. For example, if the files reside on
adevice whose logical nameis:AD3:, you must include thislogical name as the
prefix portion of the pathname, as follows:

: AD3: nut est/ sanp/ t est

If you omit the : AD3: portion, the HI assumes the files reside in your working
directory.

Do not use the : S logical name as a parameter for a command unless the command
description saysit is allowed; most commands will not work properly.

Once you have added files to a specific directory, every subsequent operation
involving those files must specify a preceding directory name and the slash separator
unless you change your default directory.

See also: Logical names, in this chapter
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Creating a Directory Within a Directory

To create new directoriesin other directories, thereby expanding the file hierarchy,
use the createdir command. For instance, if you have a directory named mytest, and
you want to create the subdirectory urtest, enter:

-createdir mytest/urtest <CR>
The HI responds:

nytest/urtest, directory created

If the directory resides on a device (for example, :f6:) other than your default device,
you must also specify the logical device in the directory pathname.

Changing Your Working Directory

If there are many levelsin your directory structure, the pathnames in your commands
can become inconveniently long. To avoid having to specify long pathnames, you
can use the attachfile command to change your working directory closer to the level
of thefilesyou are using. For example, you could change your working directory to
the urtest directory, as follows:

-attachfile nytest/urtest <CR>
The HI responds:
nytest/urtest attached AS : $:

Now you can refer to filesin the urtest directory without a preceding pathname. The
HI assumes the filesreside in the urtest directory, because you have attached urtest as
your working directory.

Y ou can use the attachfile command to change your working directory to any
directory. Toreturnto your origina default directory, called the home directory,
enter:

-attachfile <CR>
or
-af <CR>
The HI responds:
:HOVE:, attached AS :$:
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This command uses the default parameters and has the same effect as:
attachfile : HOVE: as :$:

The :home: logical name represents your original default directory; therefore the
command returns :$: to its origina value.

If you use several directories at onetime, you can also use the attachfile command to
assign short logical names to these directories. By using the logical name in the
pathname, you shorten the length of the pathname you enter each time you specify a
directory.

See also: Logical names, in this chapter

Renaming Directories

A directory can be renamed to a new pathname on the same volume, but not to an
existing pathname. To rename a directory whose pathname is al pha/beta to the new
pathname alpha/bee, enter:

-renane al pha/beta to al pha/ bee <CR>
The HI responds:
al pha/ beta renaned to al pha/ bee

Once you rename a directory, all fileslisted under that directory will also have their
pathnames changed. If your system has other programs that use data files listed
under the old directory name, those programs will never find the files. In such a case,
you must either rename the directory to its original name or modify the programs.

Deleting a Directory

Y ou can delete unused directories from secondary storage with the delete command.
Enter:

-del ete nytest <CR>

This command only worksif there are no files or subdirectories in the mytest
directory. If you previoudy created the mytest/urtest directory, the HI responds with
an error message; the HI will not delete a directory that is not empty.
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However, there is a powerful command called deletedir that you can use to delete the
entire contents of a directory, including all subdirectories, files, and the directory
itself. Deletedir should be used with caution, since this single command can have
far-reaching consequences.

See also: delete and deletedir commands, Chapter 2

Using Commands on Volumes
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You can use al HI file-handling commands except rename to manipulate files across
volume boundaries. Y ou can copy files or directories from one diskette or hard disk
to another one mounted on a different drive.

Y ou access a different volume by entering the logical name for the device (the drive
on which the volume is mounted) as the first item in the pathname. To list the root
directory of avolume mounted on a drive whose logical name is :f1:, enter:

-dir :fl: <CR>
The HI might respond with:

01 JAN 90 00:00:00
directory OF :f1l: ON VOLUME disk2
abl e baker chuck

To copy the able file from the volume mounted on :f1: to the mytest directory (if it
residesin your working directory), enter:

-copy :fl:able to nmytest <CR>

The HI responds:
:f1:able copied to nytest/able

To delete files able and baker from the :f1: volume, enter:
-delete :fl:able,:fl: baker <CR>

The HI responds:

:f1:able, deleted
:f1: baker, deleted

A volume prefix must be specified for each pathname in any command that crosses
volume boundaries.

Chapter 1 Using Commands



Formatting a New Volume

To use anew diskette or hard disk volume, you must format the volume before you
can write any information in it. The volume must be attached with attachdevice,
using the physical parameter, and formatted. There are exceptions to this genera
rule:

e You cannot format a remote volume (including volumes accessed through NFS).
It must be formatted |ocally on the remote system.

* Typically, you do not use the format command to format a tape, nor do you
access files on a tape with most commands. Use the backup and restore
commands to format, create files on, and retrieve files from a tape.

After avolumeisformatted, you can attach it as a named, remote, or DOS volume
and create files and a directory structure on it.

See also: attachdevice, format, backup, and restor e commands, Chapter 2

As an example of formatting, assume that you place a new diskettein adisk drive,
and attach the drive with the logical name :f:, as a named device:

-attachdevice ah as :f: nanmed <CR>
Enter:

-format :f: <CR>

The HI responds:
volune () will be formatted as a NAMED vol une
granul arity = 512 map start =301
interl eave = 5 si des =2
files = 200 density = doubl e
ext ensi onsi ze = 3 di sk size = nmini
save area reserved = no

bad track/sector information witten = no
MBA bootstrap information witten = no
System 120 bootstrap | oader chosen = no
vol une size = 318K

volunme fornmatted

This formatting example exercised all the default options. It did not specify avolume
name as a parameter of format. A volume nameis not required; however, for
diskettes, a volume name gives you a method of identifying a volume in case the
diskette label getslost or destroyed.
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The granularity, interleave, extensionsize, mapstart, and files parameterstell the
format command how you want the physical space on the volume allocated and
accessed for maximum efficiency. Using the default parameters caused the example
to be formatted with these attributes:

28

Since the device is attached as a named device, the named parameter isthe
default with format. It specifiesthat you will be using the volume only to
handle named files and directories. If you specified the physical parameter (in
either attachdevice or for mat), the entire volume would be treated as asingle,
large physical file. Once you format the volume as named or physical, you can
only useit for that purpose. If you specified the DOS parameter, the entire
volume would be formatted with the DOS file system.

The granularity parameter specifies the minimum number of bytes to be
allocated for each increment of file size on the volume. The default granularity
isthe granularity of the physical device. Once the volume granularity is defined,
it isapplied to every file you create on the volume.

See also:Uniform and standard granularity diskettes,
Installation and Sartup

For example, assume the default volume granularity for your device is 1024
bytes. Each time you create a new file on the volume, the I/O System
automatically allocates 1024 bytes of primary storage to that file, whether or not
the file requires the full 1024 bytes. If the size of your file exceeds 1024 bytes,
the 1/O System will increment your file size by still another block of 1024 bytes,
and so on, until the end-of-fileis reached.

The interleave parameter default specifies that you want an interleave factor of 5.
Theinterleave factor defines the number of physical sectors that occur between
sequential logical sectors. This value maximizes access speed for the fileson a
given volume, depending upon the use for the volume and the device
configuration of your system.

Theinterleave parameter isthe only optional parameter that is meaningful for
volumes formatted for physical files; the files, extensionsize, and granularity
options are ignored in format commands that specify a physical file format for
the volume.

The files parameter default specifies that you wish to create a maximum of 200
user files on the volume. Although the actual number of files you can specify is
1 through 65,528, at a practical level one of your determining factors will be the
incremental file size you specify in the granularity parameter.
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e The extensionsize parameter default specifies that you wish to create three bytes
of extension datafor each file. The HI requiresthat at least three bytes of
extension data be available. Other system programs included in your system
may require larger values.

»  The mapstart parameter gives the volume block number where the fnode and
map files start. If you do not specify a number, the HI places the fnode and map
filesin the center of the volume.

Using TCP/IP and NFS Commands

The Posix, TCP/IP, and NFS commands do not necessarily have the same kind of
syntax asiRMX commands or as TCP/IP commands when used on other OSs.

Executing TCP/IP Commands

The syntax of TCP/IP commands in this manual assumes you have submitted the
/etc/tcpalias.csd file, which sets up aliases for the commands. For example, the ftp
command is an alias for psh ftp.

If you have not submitted this alias file, prefix each Posix-dependent command line
with psh and all other command lines with /etc/ when you invoke these commands.
For example::

psh unane -Sintell -Nintell

/etc/hostnane intell

Case Sensitivity in TCP/IP and NFS Command Syntax

Unlike other iRMX commands, the syntax for TCP/IP and NFS commands is case-
sensitive. Y ou can invoke the command names in upper- or lowercase since the
commands are utilitiesinvoked by iRMX. However, you must enter the parameters
and internal commands in the case shown, except for items such asiRM X filenames.
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Executing OS Commands From a Posix Shell

Y ou can execute iIRMX commands from a Posix program, such as psh, from a shell
escape from ftp, or from your own Posix application. However, do not execute any
iRMX command that does

attachfile : $:

Entering this command does not work under Posix and creates unpredictable
behavior.

Creating and Using Logical Names

Although you can use pathnames to refer to files, you can also create symbolic names
that correspond to files or devices. These symbolic names are called logical names.

Y ou use the attachdevice command to create logical names that represent devices.

Y ou use the attachfile command to create logical names that represent data files or
directories. Y ou may also create logical names when configuring the system. After
creating alogical name, you can refer to the entity it represents by specifying the
logical name. Y ou can use the logicalnames command to view all the current logical
names. The rulesfor logical names are;

» Eachlogical name must contain between 1 and 12 ASCI| characters, excluding
the colons surrounding the name.

e The characters must be ASCII printable characters (hexadecimal values 021H to
O7EH, inclusive).

» Thelogical name cannot include a colon (: ), dash (/ ), circumflex (*), asterisk
(*), question mark (?), or any of these characters:

lf = ) [ 1

«  When you specify alogical name in a pathname, you must surround it with
colons. Some commands do not require that you specify the colons surrounding
logical names that represent devices.

See also: attachdevice, attachfile, and logicalnames commands, Chapter 2
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Creating Logical Names for Devices

By using device logical hames as the prefix portion of your pathname specifications,
you can refer to any file on any device. For example, suppose your system contains
two diskette drives and you use the attachdevice command to attach the devices as
:f0: and :f1:. If you have a diskette containing the file /dept2/myfile in drive :f0:, you
could access the file with this pathname, using :f0: as the prefix of the pathname:

:fO:dept2/nyfile

If the diskette were in drive :f1:, you would access thefile as:
:fl:dept2/nyfile

Y ou can use the dir command to list the root directory of the :f1: device asfollows:
dir :f1: <CR>

See also: Using devices, Installation and Sartup

Creating Logical Names for Files

The OS establishes a number of logical namesfor files during system initiaization.
These are listed later in this chapter. Y ou may create additional logical names for
files with the attachfile command.

A logical name for afile provides a shorthand way of accessing that file. For
example, suppose you have afile that resides several levels downin the file tree, such
as:

:f1:deptl/tonftest-datal/batch-2

In this command, :f1: isthe logical name for the device that containsthefile. You
can establish a short logical name for this long pathname, such as :batch:, by
attaching the file with the name :batch:. Whenever you want to refer to thefileina
command, you can specify the logical name instead of the pathname.

If alogical name refersto adirectory instead of a datafile, you can use the logical
name as a prefix of a pathname. For example, consider the same pathname:

:f1:deptl/toniftest-datal/batch-2
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Suppose you attach the pathname :f1: deptl/tom/test-data as logical name :test:, so it
isalogical name for the directory test-data. To refer to file batch-2, you could use
the pathname :

:test:batch-2

Where Logical Names are Stored

When the OS creates logical names at initialization time, or as aresult of the
attachfile or attachdevice commands, it places the logical name into an object
directory, along with atoken for a connection to the file or device.

See also:

Connections, System Concepts

This processisreferred to as cataloging the logical name. The object directory that
receives this information determines the scope of the logical name (that is, who can
use the logical name). Object directoriesfall into three categories:

Loca
object
directory

Global
object
directory

Some logical names are cataloged in the object directory of a
command'sjob. When you invoke a command (such asdir), the OS
creates a job for that command and catal ogs certain objectsin its object
directory. A command that you create and invoke might also use
system calls to catalog logical namesin its own object directory.
Logical names cataloged in alocal job can only be used in the context
of that job. They remain valid only until the job exits or is deleted.

Each interactive job (each user session’'s jaob) is called the global job for
that user session. Thisistheinitial job for each user session created by
the HI. When you use attachfile to create logical namesfor files, the
OS catalogs the logical namesin your global job's object directory.
Likewise, if you invoke any commands that issue attachfile commands
(asin afile used by the submit command), the OS catal ogs the logical
names in your global job's object directory. Y ou and the commands you
invoke can use the logical names cataloged in your interactive job.
Other users have no access to these logical names. Logical namesin
your interactive job remain valid for the life of your job or until they are
detached.

When you invoke the backgr ound command, the CL1 creates a global
job for commands invoked within the background environment. All
logical names that were valid when the background command was
entered are also valid in the background environment.
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Root object When you use attachdevice to create logical names for devices, the OS

directory  catalogsthelogical namesin the root directory. Logical names
cataloged in the object directory of the root job can be accessed by
every user. Logical namesin the root object directory remain valid until
they are detached or the system isreinitialized.

When you use the syst emoption of the attachfile command, the
logical name is cataloged in the root directory and is available to all
users.

See also: Cataloging, jobs, object directories, System Concepts

Whenever you (or commands you invoke) use alogical name, the OS searches for the
logical namein the local object directory. If the logical nameis not defined there, it
looks in the parent job's (global) object directory and finally, if necessary, in the root
object directory. It usesthe first such logical name it finds.

Because of this order of search, you can override the system logical hames (those
cataloged in the root object directory) by attaching the same logical name,
representing a different file or device, during your interactive job. For example,
suppose you use the attachfile command to attach afile with the logical name : utils..
Whenever you specify :utils:, the OS refers to your file and not the one represented
by the same logical nhame in the root object directory.

Logical Names Created by the Operating System

The OS establishes logical names that you can use without first having to create
them. The HI catalogs system-wide logical names in the root object directory. These
logical names are available to all users, and they represent the same file or device for
all users. The number of logical names created and their identities depend on the
system configuration.

These logical names are available on iIRMX systems that use the standard software
definition files:

:bb: A device treated as an infinite sink (byte bucket). Anything written to
:bb: disappears, and anything read from :bb: returns an end-of-file. The
:bb: device has the same effect as the DOS NUL device.

.config: A directory in which the HI expectsto find user configuration files,
named : sd: rmx386/config.

:lang: A directory used to store language products, such as assemblers,
compilers, and linkers, named :sd:lang286.

tsa: The system device. Y ou should never change the default logical name
for the system device.
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:stream:

:system:

:utils:

:util 286:

:work:

The stream file connection. To create a connection to a stream file, you
must use thislogical name as the prefix portion of the pathname.

The directory containing the HI commands, named : sd: sys386.
A directory used to store 32-bit utility programs, named : sd: util 386.

A directory used only iniRMX 111 OS and iRMX for Windows to store
16-bit utility programs, named : sd: util 286.

A directory that Intel language trandators and utilities use to store their
temporary and work files.

These logical names are available on iRMX 111 systems only:

sicu:

p:
rmx:

The directory containing the Interactive Configuration Utility files (not
used iniRMX for Windows), named : sd: rmx386/icu.

A logical name for the line printer.

The directory containing the iIRMX libraries, plus the configuration files
for iIRMX for Windows, named :sd: rmx386.

These logical names are cataloged in each user's global object directory, and are the
same for iIRMX for Windows and iRM X I11. These names represent different files or
devicesfor each user.

%

-home:

:prog:

This represents the path to your current working directory, and is also
called your default prefix. If you do not specify alogical name (a
prefix) or a/ at the beginning of a pathname, the OS automatically uses
:$: asthe prefix, assuming that the file resides in the directory
corresponding to :$:. Y ou use the attachfile command to change the
directory corresponding to :$:, and hence, your working directory.

Thisisyour default home directory, which you enter when you log on
to the system. Initialy, :home: and :$: represent the same directory.
Y ou can re-enter your home directory by issuing the attachfile
command with no parameters; this sets :$: equal to :home:.

A directory in which to store your programs.
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These logical names are cataloged in the local object directory of each user and each
command that a user invokes. These logical names can have different meanings for
each user and each command.

‘ci: The terminal keyboard, or console input. Each user's:ci: refersto the
terminal associated with that user.

oo} The terminal screen, or console output. Each user's:co: refersto the
terminal associated with that user.

Oninitialization, the HI may create additional logical names, specified as
configuration parameters. Contact your system manager for more information about
the logical names initially available to you.

See also: logicalnames command, Chapter 2

Error Messages

Each command can generate a number of error messages. The messages that apply
to a specific command are listed with that command. Thislist includes general HI
and iIRMX-NET error messages that may appear with many of the commands. In
addition to a displayed message, condition codes from system calls to parts of the OS
may be reported. Condition codes are typically displayed as a hexadecimal value and
amnemonic (for example, 0085:E_LIST).

See also: Condition codes, System Call Reference

General HI Error Messages

command not found
There is no command file with the pathname you specified, and the HI cannot find
the filein any of the directoriesit automatically searches.

<pathname>, delete access required
Y ou do not have delete accessto thefile. If thisisaremotefile, auser at the remote
system has removed delete access. Y ou cannot change the del ete access locally; a
user at the remote system must grant delete access before this command succeeds.

<logical hame>, device does not belong to you
The specified device was originally attached by a user other than World or you.

<pathname>, file does not exist
The specified pathname does not represent an existing file.

<pathname>, invalid file type
A datafile was specified for an operation that required a directory, or vice versa.
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<logical name>, invalid logical name
The specified logical name contains unmatched colons, is longer than 12 characters,
or contains invalid characters.

<pathname>, invalid pathname
The specified pathname contains invalid characters, or a path component of the
pathname does not exist or does not represent a directory.

*, invalid wildcard specification
A pathname contains an invalid wildcard specification. For example, the parameter
reguires one pathname only, but more than one file meets the wildcard specification.
Wildcards cannot be used in the directory path part of the pathname.

<logical name>, is not a device connection
The specified logical name does not represent a connection to a physical device.

<logical nhame>, logical name does not exist
The specified logical nameis not cataloged in a global object directory, either for
your interactive job or for the root job.

parameters required
The command cannot be entered without parameters.

program version incompatible with system
The command cannot run successfully because it is incompatible with this version of
the OS. The command expects to obtain information from internal tables that are not
present.

<parameter>, unrecognized control
The parameter you entered is not valid for the command.

<pathname>, update or add access required
Either you cannot overwrite the file because you do not have update accessto it (for
remote files, update and append access is required), or you cannot create a new file
because you do not have add-entry access to the parent directory.

<condition code:mnemonic>, while loading command
The condition code and mnemonic indicate an error encountered when the OS
attempted to load the command into memory from secondary storage.

<parameter>, <condition code:mnemonic>
This condition code was encountered while processing the indicated parameter.

<condition code:mnemonic>
This condition code was encountered while executing the command.
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004BH : E_PASSWORD_MISMATCH
Y our current password and user 1D are not valid for the remote access you are
attempting. For example, on the remote system the user ID associated with your user
name has a different password.

02DOH : E_UDF_IO
An error occurred while accessing aremote User Definition File. The UDF must
have World read access.

General iRMX-NET Error Messages

Cannot communicate with iIRMX-NET File Server
The File Server does not respond. Either the server was not configured into the
system or the iINA 960 transport software was not loaded successfully.

Communication resources are busy
TheiNA 960 transport software is out of resources.

Fatal Error
A fatal unrecoverable error has occurred in MIP. It may be because iINA transport
software is not responding or may be due to hardware failure.

Internal Software Error. Try command later.
All internal tables are currently full; the command may succeed if tried again later.

iRMX-NET does not respond
TheiRMX-NET softwareis not yet running. This error indicates an initialization
problem occurred that prevented the iIRMX-NET job from starting. Reboot the
system and look for error messages during initialization.

No user mailboxes are available
The limit for the number of external mailboxes has been reached. The Number of
External Mailboxes option is a configuration parameter in the MIP configuration.
The application could be changed to use fewer external mailboxes, or in configurable
systems the number of external mailboxes could be increased.

Unexpected iRM X error occurred
MIP encountered an unexpected iRM X error; verify the OS configuration.

Command Reference Chapter 1 37



38 Chapter 1 Using Commands



Command Descriptions

Command Descriptions

This chapter provides a command summary table, in which the commands are
divided into functional groups. Then each command is described in detail, with the
commands arranged in alphabetical order.

Command Summary

Table 2-1 lists the commands described in this chapter. Thetableisdivided into
these sections:

CLI Commands

HI Volume Management Commands
HI File Management Commands

HI General Utility Commands

HI System Management Commands
DOS Utility Commands

iRMX-NET Commands

TCP/IP and NFS Commands

See also: Equivalent DOS and iRMX Commands, Quick Reference to Commands
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Table2-1. Command Summary

CLI Commands

|

alias
background
changeid
dealias
exit
history
jobs

kill
logoff
set
submit
super

Recalls a specified command line

Assigns an alias abbreviation to a command

Executes a command as a background job

Changes the Super user to a different user ID

Deletes an alias

Leaves the Super user mode

Displays the last 40 command lines

Displays a list of background jobs by their job ID number
Cancels a background job

Ends a user session

Alters CLI environment values (terminal name, memory sizes, prompt)
Executes commands listed in a file

Changes the operator to Super, the system manager

HI File Management Commands

attachfile (af)
case

copy

copydir
createdir (crdir)
delete
deletedir
detachfile (df)
dir

find

grep

permit
rename

skim

sort

touch
translate

tree

uniq

Associates a logical name with a file (changes the working directory)
Converts the name of a file from upper- to lower-case

Displays or copies one or more files

Copies one or more directory trees

Creates one or more new directories

Deletes one or more files or empty directories

Deletes one or more directory trees

Removes the association of a logical name with a file

Lists a directory's filenames and, optionally, file attributes

Searches for files with names that match a given pattern

Searches files for strings matching a pattern, displaying matching lines
Grants or rescinds user access to a file

Changes the names of files or directories

Displays text files one screenfull at a time

Displays or copies a file with lines sorted alphanumerically

Changes file time stamps

Displays or copies a file, converting upper- or lower-case characters
Displays a directory hierarchy

Displays or copies a file with repeated lines removed

40 Chapter 2

continued

Command Descriptions



Table 2-1. Command Summary (continued)

HI General Utility Commands

addloc* Merges information from a located file with a bootloadable file
aedit Invokes the AEDIT text editor
console** Dynamically changes the SDM console device to redirect the 1/O
streams
date Displays or sets the system date
debug Transfers control to the SDM monitor to debug an iRMX application
esubmit Executes commands from a file based on conditional statements
help Displays a help file for commands or user-added utilities
keyb Configures the console keyboard for a specific country
locdata* Produces a located file for use with the addloc command
logicalnames Displays the logical names available to the user
memory Displays the memory available to the user
make Automates the creation of large programs
mkdep Assists the make command in creating makefiles or appending
dependencies to a given makefile
modinfo Displays or changes memory pool values in an OMF86 or OMF286
module
path Displays the pathname for a file
pause Displays a message and waits for a carriage return
physname Displays system DUIB names and information
remini Translates an rmx.ini file into iINA 960 load file format
rmextdbg Improves binding efficiency by removing unneeded entries from object
modules and producing a smaller version of the file
sleep Suspends execution for a given number of seconds
submit Executes commands from a file (for non-CLI users)
sysinfo Displays information about the boot system currently running
time Displays or sets the system time
timer Times the execution of a command and displays elapsed time
traverse Executes a command repetitively in a directory tree
version Displays the version numbers of commands
whoami Displays the current user ID
*Either not available or not useful in DOSRMX and iRMX for PCs continued
*Eor DOSRMX systems only
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Table 2-1. Command Summary (continued)

HI Volume Management Commands
attachdevice Attaches a new physical device to the system under a logical name
(ad)
backup Copies named or DOS files to a backup volume
detachdevice Removes a physical device from system use and deletes its logical
(dd) name
deviceinfo Displays size and space information about a volume
diskverify Verifies the data structures of named and physical volumes
format Writes format information on an iRMX or DOS volume
mirror Provides disk mirroring operations for managing hard disk mirror sets
pci Sets a threshold at which I/O requests to a PCI server are buffered
rdisk Partitions a PCI hard disk
restore Copies files from a backup volume to a named or DOS volume
retension Retensions a tape

HI System Management Commands
accounting Tracks logon activities at dynamic terminals
bootdos Activates the primary DOS partition and resets systems
cli Invokes a loadable version of the Command Line Interpreter
connect Binds a locked terminal device to a logical name, making it accessible
disconnect Deletes a logical name for a locked terminal, making it inaccessible
ic Reads and modifies interconnect space registers in a Multibus Il system
initstatus Displays initialization status of HI terminals
jobdelete Deletes a running interactive job
lock Prevents the HI from automatically creating an interactive job at a

terminal

logoff Ends a user session (for non-CLI users)
password Changes user passwords or creates new users
pcnet A NetBIOS driver that provides the interface to iNA-based iIRMX-NET
shutdown Shuts down the system in an orderly fashion
super Changes the operator to the Super user (for non-CLI users)
sysload Loads loadable device drivers or user jobs
term Displays or modifies terminal attributes
unlock Unlocks a terminal that was locked, and starts the HI logon sequence

continued
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Table 2-1. Command Summary (continued)

DOS Utility Commands

bootrmx Activates the primary iRMX partition and resets systems

loadrmx Loads the iRMX OS

rdisk Partitions a DOS hard disk

rmxtsr Allows the iRMX OS to obtain DOS and AT ROM BIOS services

iRMX-NET Commands

bcl* Converts an ASCII file into a special binary file for remote booting

deletename Removes server names and addresses from the local Name Server
table

domain Sets the search domain of subnets the iIRMX Name Server can access.

findname Finds the server name where a name or address object is cataloged

getaddr Returns the local system's Ethernet address

getname Returns the system name for a specified Ethernet address

inamon Reads and sets NMF objects, performs echo tests, or manages routing

lanstatus An alias for the netinfo command

listname Lists names and values of objects in the local Name Server table

load Downloads boot software and starts the network controller board

loadname Adds names and addresses from a file to the local Name Server table

modcdf Adds or deletes iRMX client systems in the Client Definition File

netinfo Displays the address, subnet ID, and iNA 960 information for network
controllers

offer Extends public directory access to remote users

pcnet A NetBIOS driver that provides the interface to iNA-based iRMX-NET

publicdir Displays pathnames of public directories on the server

remove Denies public directory access to remote users

setname Enters server names and addresses in the local Name Server table

unloadname Removes server names and addresses from the Name Server table

unxlate* Displays information about the format of a file translated with xlate

xlate* Produces a bootloadable image from an object module file

*Either not available or not useful in DOSRMX or iRMX for PCs
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Table 2-1. Command Summary (continued)

TCP/IP and NFS Commands

arp Displays or modifies address resolution tables
enetinfo Displays Ethernet information
ftp User interface to File Transfer Protocol
netstat Shows network status
ping Tests communication between two hosts
route Manipulates network routing tables
rpcinfo Reports Remote Call Procedure (RPC) information (NFS command)
share Enables mounting of local NFS resources by remote clients
showmount Reports NFS-shared and mounted devices
telnet User interface to TELNET protocol
unshare Restricts mounting of local NFS resources by remote clients
|:| Note
There is no mount command for NFS; use the attachdevice
command instead.
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CLI command

Recalls a previoudy-entered command line by either its number or the beginning
letter(s) of the command. The CLI| searches backward in the history buffer from the
most recently entered command, and displays the first matching command on the
command line. You may edit the line; the command is not executed until you press
<CR> or <Esc>.

Syntax

lvari abl e

Parameter

vari abl e
The command line number (0-999) or the beginning letter(s) of the command to be
recalled. The variable must immediately follow the ! character without a separating
space, unless you are recalling a command line that began with a space.

Additional Information

To display the line numbers associated with previous commands, use the history
command before using!. To recall acommand line by its number, for example line
29, enter:

129 <CR>

When recalling a command by letter rather than by number, enter enough lettersto
specify the line uniquely. The CLI recalls the most recent command line that begins
with the letters you specify. For example, if your previous commands were:

format :d:
ftn286 nmyfile.f28

and you enter:
I F <CR>
the CLI displays:
ftn286 nmyfile.f28.
If you want to recall the format command line, enter:

Ifo <CR>
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! CLI command

Error Messages

<prefix>, history line not found
The command prefix you entered does not appear in the history buffer.

<nunber >, history nunber not found
The number you entered cannot be found in the history buffer.

<nunber >, history nunber out of range
The number you entered is greater than 999.

<nunber>, illegal history nunber
Your entry isnot alegal number. It may include non-numeric characters.
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accounting

Displays, creates, or truncates the :config: account.log file, which contains the logon
and logoff history of dynamic terminals.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

accounting [create] [save = nuni

Parameters

cr eat e Createsanew accounting file to store the logon and logoff history. You must be the
system manager to use this parameter.

save = num
Reduces the size of the accounting file by saving only the most recent numentries,

where numis adecimal number. All earlier entries are deleted from the file. You
must be the system manager.

Additional Information

For the accounting command to be effective, the system manager must first use the
cr eat e parameter to create an empty :config: account.log accounting file. The

cr eat e parameter places specia information in the file that is used by the
accounting command. Y ou must use this command, not atext editor, to create the
:config:account.log file. If you attempt to create the file and it already exists,

accounting displays this message:
:config:account.log, already exists, overwite?

Enter Y or Rto delete the existing file and create a new, empty file. Enter any other
character to leave the existing file intact.
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user
ID

wor | d
wor | d

Once the file exists, the HI records all logon and logoff activities in the file. Any
user may invoke the accounting command with no parameters to display the log,
which begins with the most recent activity.

If the :config: account.log file becomes too large or contains unnecessary information,
the system manager can use the save parameter to save only the most recent
information. When invoked with the save parameter, accounting displaysthis
message, indicating the decimal number of events saved and discarded. The
command then lists the events till recorded in the accounting file.

<n> events saved; <mr events del eted

To stop the OS from keeping track of logon and logoff activity, delete or rename the
:config:account.log file.

The example below illustrates the format of the accounting display:

user term na

name device nane date tine event

bob .12, 13 AUG 86 16: 22: 50 | ogoff

newuser Lt 13 AUG 86 14: 45: 00 | ogoff

newuser Lt 13 AUG 86 13: 01: 10 | ogon

bob .12, 13 AUG 86 11: 05: 45 | ogon

bob .12, 13 AUG 86 11: 05: 15 | ogon error 004B

The columns in the example above contain this information:
user ID D of the user who logged on or off at a dynamic terminal

user name Logon name used

term nal device nane
Physical name of the terminal, as defined during configuration of the
BIOS and as attached by the HI. Periods surround each name.

dat e Date of the logon or logoff activity

time Time of the logon or logoff activity
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event One of these may be listed:
logon The user logged on the terminal.
logon error The user unsuccessfully attempted to log on;
the resulting condition code is also listed.
logoff The user logged off the terminal.

logoff job deleted The user was logged off as aresult of the
jobdelete command terminating a job or the
shutdown command stopping the system.

logoff carrier lost A terminal connected to a modem lost the
carrier.

Error Messages

<condi ti on code: menoni ¢c>, account.log is not avail able
The : config:account.log file exists but is not currently available for reading or
writing. The accounting command terminates when this occurs.

:config:account.log, file does not exist
The accounting file does not exist.

not a valid accounting log file
The : config:account.log file exists, but it is corrupted, doesn't contain accounting
information, or wasn't created with the cr eat e parameter. Use the accounting
command with the cr eat e parameter to create a new file.

only the system nmanager may change the accounting log file
Someone other than the system manager attempted to use the accounting command
with thecr eat e or save parameters. Use the super command to become the
system manager.

program version inconpatible with accounting log file
The :config: account.log file contains accounting information that isincompatible
with this version of the accounting command.

<condi ti on code: menoni c>, while attaching accounting log file
The accounting command encountered this condition code while attempting to attach
the existing accounting file.

<condi ti on code: menoni c>, while creating accounting log file
The accounting command encountered this condition code while attempting to create
anew accounting file.
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addloc

Integrates a data file created by the locdata command with an existing bootloadable
application file, to produce a new bootloadable file and a map file.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

addl oc datafile, sysfile to|over outpath

Parameters

datafile
Pathname of the located data file produced by the locdata command. Multiple or
wildcard pathnames are not allowed.

sysfile
Pathname of a bootloadable application file in object module format (OMF286 or
OMF386). Thismust be afile created by the Builder utility (BLD286 or BLD386,
which isinvoked by the iIRMX ICU). Multiple or wildcard pathnames are not
allowed.

t o] over
Specify t o create anew file or over to overwrite an existing file.

out pat h
The pathname of the file that is to receive the combined information from datafile
and sysfile. Thisisanew bootloadable file in object module format. Multiple or
wildcard pathnames are not allowed. The base filename (not including a filename
extension) is limited to ten characters because the addloc command creates a print
file of the same name with the extension .mpa.
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Additional Information

Y ou can use the locdata and addloc commands together to create an application that
automatically loads part of itself into a RAM disk when the system boots.

Generally, to use aRAM disk you configure a system with an area of RAM dedicated
to the RAM disk. When the system boots, you attach the RAM disk memory to your
system, format it, and move data into and out of it just as you would with any other
secondary storage device.

If you want to use a RAM disk to store part of the application system (for instance,
the HI commands), the stored data must be available in the RAM disk area when the
system boots. This data cannot be copied into the RAM disk until you have
configured the application system into a bootable file, because the RAM disk area
doesn't exist until you define it through the configuration process. Therefore, you
must integrate a copy of a RAM disk data structure into an existing application
system bootfile.

Addloc and locdata can create this new bootloadable version of the application
system, which includes a copy of the RAM disk data structure. A map fileisalso
produced, giving information about the new bootloadable file and the process that
created it. When this new fileisbooted, the RAM disk data structure is loaded into
memory in the area defined for the RAM disk during configuration.

See also: locdata command, in this chapter

When you invoke addloc, if the first parameter is afile that has not been processed
by locdata, or if the second parameter is afile that has not been created by the
Builder utility, addloc issues this error message and exits without processing the
data:

usage: addloc <located data file> <systemfile> to/over
<out pat h>

When processing is complete, addloc displays one of these messages:
<l ocated data file> added to <systemfile> to <outpath>
<l ocated data file> added to <system fil e> over <outpath>

Addloc aso creates a print file with the filename extension .mpa. Thusif the
bootloadabl e file produced by addloc is named newsys.386, the print file is named
newsys.mpa. The print file contains a header that includes the name of the input and
output files, the address space used by the system file and the located data file, and
the base address of the located datafile. Following the header isalist of any error
messages addloc may have generated.
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Error Messages

addl oc, two input files only
Addloc requires two input files; you specified more or fewer.

addl oc, one output file only
Addloc requires one output file and you specified more.

addl oc, mi ssing paraneters
In the invocation line you omitted one or more required parameters.

after, is an illegal preposition for addl oc

The after preposition in your invocation line, is not alegal addloc preposition.
<string>, illegal preposition

The preposition in the invocation lineis not alegal addloc preposition.

<filenanme> file format is xxx

<filename> file format is yyy
If two input files are used, they must be of the same OMF type. The xxx and yyy
in the message give the OMF type.

<pat hname>, output file same as input file
Addloc does not allow the input filename to be used as the output filename.

<pat hnanme>, print file same as output file
The output filename you specified has the same name as the print file with the .mpa
extension.

<pat hname>, output pathname too |ong
The name of the file you specified in the output pathname exceeded ten characters.

<pat hname>, write error
A system error caused an incorrect number of bytes to be written to the output file.
Retry the command.

<pat hname>, read error
A system error caused an incorrect number of bytesto be read from the input file.
Retry the command.

<pat hname>, not a located data file
The file was not processed by locdata.

<pat hname>, not a bootl oadable file
The system file was not a system image file.

In addition to the error messages listed above, addloc produces the three warning
messages listed below. After each message, addloc lists the file that caused the
warning, the physical address, and the length of the section containing the faulty
parameter.

OVERLAPPI NG AREAS | N MEMORY
The section read from the system file overlaps memory that was assigned to the
located data stream. Although the process continues, the output isinvalid.

52 Chapter 2 Command Descriptions



HI command addloc

BAD SEQUENCE
The located data file contains a section that is not contiguous to the previous section.
Although the process continues, the output is invalid.

BAD CHECKSUM
One of theinput files you specified has a bad checksum. Output isinvalid.
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aedit
Invokesthe AEDIT text editor.

Syntax

aedit [first_input _file[,second_input _file]]

Parameters

first_input_file
The file you want to edit. If you do not specify afile, AEDIT creates a new file, and
prompts you for a name when you use the quit command.

,second_input_file
The name of the second input file to edit. Y ou can switch between the files with the
other command.

Additional Information

AEDIT isan interactive, screen-oriented text editor. In addition to performing basic
word-processing operations such as cursor movement and inserting, deleting, or
overtyping text, you can use AEDIT to:

«  Find any string of characters

«  Substitute one string of characters for another string

«  View and edit two files or two portions of the same file simultaneously
«  Move or copy sections of text within afile or between files

«  Create macros to execute several commands at once, thereby simplifying
repetitive editing tasks

«  Perform arithmetic functions
«  View lines over 80 characters long

AEDIT also provides a set of commands that you can use in the invocation line to
further control the editor's actions and output.

See also: AEDIT invocation and commands, Programming Techniques and
AEDIT Text Editor
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aedit

When you invoke AEDIT, the editor displays this prompt at the bottom of the screen:
-??- systemid AEDIT Vx.y Copyright yyyy Intel Corp.

Agai n Bl ock

Cal c Del et e Execut e Fi nd -find --nore--

The question marks (-??-) at the beginning of the first line indicate that AEDIT is
waiting for input. Exclamation points (-!!-) in the same position indicate that AEDIT
is executing acommand. A vertical bar (] ) marksthe end of thefile; it isinitially in
the upper left corner of the screen in anew file.

The - - nor e- - at the end of the second line indicates that there are more commands
available. Usethe <Tab> key to see additional commands.

These are the basic cursor movement keys:

Arrows

<Home>

<Return>

The four keys labeled with directional arrows, <L eft>, <Right>,
<Up>, and <Down>, are the cursor control keys.

The <Home> key provides faster cursor movement. Press an arrow
key followed by <Home> to page backward or forward through a
file, or to move rapidly to the beginning or end of aline. You can
also use <Home> to enter the re-edit mode for line-edit prompts.

The <Return> key moves the cursor to the beginning of the next
linein insert and xchange modes, and at the main command level.
It also terminates the line-edit prompt.

These are basic AEDIT commands:

lori

<Backspace>

<Tab>

<Esc>

Command Reference

Entersinsert mode. Y ou must enter insert mode to type text onto
the screen. To exit insert mode and return to the main command
level, press <Esc>.

Deletes the character to the left of the cursor, if you are at the main
command level or in insert mode.

Rotates the menu prompt line to display the next line of commands.
Ininsert or xchange modes, <Tab> inserts the <Tab> character (or
optionally, replaces it with an equivalent number of blank spaces).

The <Esc> (escape) key exits modes, terminates commands, and
returns the editor to the main command level.
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To exit from the editor, press Qfor quit. This prompt appears at the bottom of the
screen:

-??- no input file
Abort I nit Wite

Wsaves the file, and if thisisanew file AEDIT will prompt you for an output file
name. A aborts the session without saving.

See also: init command, Programming Techniques and Tools

Error messages

These are some of the more common error messages.

illegal invocation
Y ou attempted to invoke AEDIT with anillegal invocation line, or used an illegal
invocation under quit init.

illegal conmmand
Y ou entered an illegal and/or unknown command, which AEDIT ignores.

i nsufficient menory
AEDIT does not have enough RAM memory.

See also: Error messagesin AEDIT manual, Programming Techniques and
AEDIT Text Editor

A CAUTION

AEDIT converts filenames to uppercase. This may cause
confusion if you use AEDIT to edit and save aNFSfile residing on
an OS that has case sensitive filenames.
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alias

Creates an alias for acommand string, or displays the definition of an existing alias.

Syntax

alias [abbreviation] [= command [#paraneters]]

Parameters

abbrevi ati on
When defining an alias using the = command syntax, thisisthe short term that
becomes an alias for the specified command. When displaying alias definitions, the
abbreviation may contain awildcard (*) asthe final character.

= conmand
A command string that may contain command-line parameters as well asthe
command.

#paraneters
Up to ten formal parameters, specified as #0 to #9, that are replaced by actual
parameters when you invoke the alias.

Additional Information

Y ou may create an alias for any command or command string, including the alias
command. Once the alias abbreviation has been assigned, the CL 1 recognizes the
abbreviation asiif it were the entire command. The alias stays in effect until you
enter either adealias or alogoff command.

Y ou may define an aliasthat refers to another alias. Aliases can be nested in this
fashion up to five times. Y ou may also change an existing alias. For example, if the
alias m=mer is defined, you can change it to m=merrr by entering:

alias M= MERRR <CR>
The CLI changes the alias and issues this message:
<abbreviation>, former alias renoved

The default size for the table that stores aliases is 2K bytes. If you need more or less
space to store aliases, use the set command to modify the size of the table.
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When you invoke an alias that contains formal parameters, each actual parameter on
the invocation line replaces aformal parameter, in order. Y ou need not enter the
same number of actual parameters as there are formal parameters. For example, if
there are three formal parameters and you enter two actual parameters, anull string
replaces the third formal parameter. If you enter more actual parameters than there
are formal parameters, the extra parameters are considered another command
parameter.

To display all currently defined aliases, enter alias with no parameters. To display
the definition of asingle alias, specify the abbreviation on the command line. For
example, to display the definition of the ad alias, enter:

alias ad

Y ou may use the * wildcard character at the end of the abbreviation to display a
group of alias definitions. For example, to display all aliasesthat begin with the
letter M, enter:

alias nr

If thelist of displayed aliases requires more than one screen, the CLI displays one
screen followed by this message:

display nore ? ([y] or n)
To see more aias definitions, enter Y or simply <CR>. Otherwise enter N.

Certain aliases are automatically defined for you by the OS. These diasesarein
submit files (refer to the submit command) that run when you log on to the system.
System aliases are the same for al users and are required for all iIRMX
configurations. These are defined in the : config:alias.csd file, and should not be
changed. Other aliases are defined in your :prog:alias.csd file. Any aliasthat you
enter on the command lineis no longer defined the next time you log on. To
permanently store an alias, enter it in your :prog:alias.csd file. 'Y ou may change any
of the default aliases in the : prog: alias.csd file.

Table 2-2 lists the system aliases in the : config: alias.csd file.
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Table2-2. System Aliasesin the :config:alias.csd File

Alias Command

ad attachdevice

af attachfile

cd attachfile

crdir createdir

dd detachdevice

del delete #0 q

df detachfile

install submit :config:cmd/instal(#0)

installrmx submit :config:cmd/rmxinstl(#0)

If dir

tinstall submit :config:cmd/tinstall(#0)

md createdir

mkdir createdir

mksys submit :config:cmd/mksys(#0) (not for DOSRMX)

pwd path

Alias DOS-hosted tools iRMX-hosted tools
asm386 run86 /intel/bin/asm386.exe run86 :lang:asm386
bnd386 run86 /intel/bin/bnd386.exe run86 :lang:bnd386
bld386 run86 /intel/bin/bld386.exe run86 :lang:bld386
ic386 run86 /intel/bin/ic386.exe run86 :lang:ic386
lib386 run86 /intel/bin/lib386.exe run86 :lang:lib386
map386 run86 /intel/bin/map386.exe run86 :lang:map386
pIm386 run86 -fixplm /intel/bin/pim386.exe  run86 -fixplm :lang:pIm386
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Table 2-3 lists default aliasesin the :prog:alias.csd file. To find the aliases for your
system, refer to the section in the table labeled "All Platforms® and the section for the
system bustype. The default aliases for DOSRMX are those in the "PC Bus' section,
even if you install DOSRMX on aMultibus| or Il platform.

Table 2-3. Default Aliasesin the :prog:alias.csd File

ALL PLATFORMS

MULTIBUS | - SPECIFIC

adf attachdevice a as f:
dda detachdevice :a:
ddb detachdevice :b:

Alias Command Alias Command

a alias adf attachdevice wmf0 as :f:

aed aedit adv attachdevice g279_0 as :vdi: physical
bk background ddv detachdevice :vdi: force

h history MULTIBUS Il - SPECIFIC

logs logicalnames Alias Command

Is dir $ sort agents ic -c agents

Ipr bk(100,100) copy #0 to :Ip: | agentreset ic -c reset #0 local

m skim adf attachdevice wqf0 as :f:

more skim adv attachdevice g279_0 as :vdi: physical
pmw permit #0 drau u=world coldreset ic -c reset O cold

s submit d dir$il

sh shutdown w=0 ddv detachdevice :vdi: force

trv traverse icread ic -c get #0 #1 #2

DOSRMX - SPECIFIC icwrite ic -c set #0 #1 #2

Alias Command monitor  ic -c reset -p monitor #0 local
ada attachdevice a as :a: myslot ic -c myslot

adah attachdevice ah as :a: nmi ic -c nmi #0 software

adam attachdevice am as :a: nmiforce ic -c nmi -e #0 software

adamh attachdevice amh as :a: offline ic -c kill #0

adb attachdevice b as :b: p path

adbh attachdevice bh as :b: reboot ic -c reset -p bootstrap #0 local
adbm attachdevice bm as :b: sysreset  coldreset

adbmh attachdevice bmh as :b: warmreset ic -c reset 0 warm
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Examples
1. Toassignanadliascaled PLM, with aformal parameter, enter:
alias PLM = :lang: pl nB86 #0.p38 nolist <CR>
Then, to compile afile called mine.p38 in the current directory, enter:
plmmne <CR>

The CLI replaces the formal parameter #0 with mi ne and executes the command
asif you had entered : | ang: mi ne. pl 886 p38 nol i st.

If you enter:
pl m m ne pagew dth(132) <CR>

The CLI executes this, adding pagewi dt h(132) asan additional command
parameter. The CLI does not echo this command on the screen:

:lang: pl nB86 mi ne. p38 nolist pagew dt h(132)
2. Tousethe nested alias feature, define these aliases:

alias PLME: | ang: PLM386
al i as PNL=PLM #0. P38 nol i st

Now when you enter:
PNL source <CR>

The alias command replaces PNL with PLM #0. P38 nol i st, assignssour ce
to#0, replaces PLMwith : | ang: PLM386, and executes:

;1 ang: sour ce. pl nB86 p38 noli st

Error Messages

alias, wong alias syntax
The command syntax is not correct.

<paraneter>, alias not found
The alias you entered isnot in the list of declared aliases.

<paraneter>, wildcard is allowed only in the last character
You tried to list aliases with awildcard character that was not the last character in the
string.
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<paraneter>, wildcard not allowed in alias abbreviation

alias,

62

Y ou declared an alias with awildcard. Y ou can use wildcards only to display alist of
aliases, not to define them.

no space in alias table
Thealiastableisfull. No more aliases can be assigned unless you increase the size
of the alias table with the set command or delete some aliases.
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arp

Displays and modifies the address resol ution tables used by the Address Resolution
Protocol (ARP). These tables trandate between the Ethernet addresses used at the
hardware level and the Internet addresses used by TCP/IP software.

Syntax

arp -a

arp —d inet-addr

arp —s inet-addr phys-addr

Parameters
-a Displays the entire contents of the ARP table.
-d Deletes an entry from the ARP table.
i net -addr A host name or Internet address.
-s Modifies or adds an entry in the ARP table.
phys- addr The physical address of the network interface. Specify an Ethernet

address in this hexadecimal form:
hh: hh: hh: hh: hh: hh

Additional Information

At network initialization, ARP places a complete and permanent entry in the ARP
table for every configured Ethernet interface. Because permanent entries cannot be
deleted, these entries remain in the table until the network is taken down. Oncethe
initialization is complete, arp dynamically adds and updates host entries based upon
information received from arp modules on other network hosts. Asthe tablefills,
older entries are deleted and the space is reallocated for more recently used
addresses.

You typically use ar p to display the current contents of the table. Y ou should add
and delete entries only for hosts that do not implement the ARP protocol; modifying
the contents of dynamically maintained entries has unpredictable effects.

Thefirst form of the arp command, using the - a option, displays the entire contents
of the ARP table. For example:

arp -a
host2.intel.cominet 128.215.12.21: Ethernet 00.aa.00.02. 1c. 2a
hostl.intel.cominet 128.215.12.20: Ethernet 00.aa.00.02.13.38
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ayers.intel.cominet 128.215.18.242: Ethernet 00.aa.00.02.29.bb

For each entry, the command displays the official host name, the Internet address
(preceded by the word i net ), the Ethernet address (preceded by the word

Et her net ) and the status of the ARP table entry. The Ethernet addressis a six-digit
hexadecimal value. The statusis acomma-separated list of codes, with these

meanings:

INCOMPLETE Incomplete: contains only an Internet address.

COM Complete: contains both Internet and Ethernet addresses.
PERM Permanent: cannot be deleted from table by arp.

PUBL Publishable: can be published in proxy for a non-ARP hogt; it

can be used to answer an ARP request from another host.

The second form of the arp command usesthe —s option to create or modify an
ARPtable entry. This example adds an entry for host name| ee. The Internet
address 128.215.18.185 could be substituted for the host name in the command.
When you specify | ee, arp getsthe Internet address from the name| ee in the
/etc/hostsfile. The screen display in response to the command indicates that the
entry was successfully added to the table.

- arp —s |lee 02:07:01: 00: 10: 76
lee.intel.cominet 128.215.18.185: Ethernet 02.07.01.00.10.76 {COM PERM PUBL}

Entries added like this are always permanent.

If ahost on the network does not implement ARP, choose one or more of the other
network hosts to act as proxy for the non-ARP host.

You can use arp at the command line any time after network initialization.

However, you typically add entries by placing the command in the network startup
script tepstart.csd. When you add an ARP entry in thisway, also add the official host
name and its Internet address to the : config: hosts file, so the correct name-to-address
trand ation can be made during network initialization. Because the entry is
permanent, it cannot be deleted by the ARP module when the table isfull. The entry
remains in the ARP table until the network is taken down or until you explicitly
remove it with an arp -d command.

Diagnostics

Exit statusis zero for normal termination or a positive number for error termination.

arp: cannot get arptab size: error nessage
The size of the ARP table could not be retrieved for the given reason.
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ar p:

arp:

ar p:

arp:

cnd:

cnd:

cnd:

cnd:

cnd:

can't get menory for arptab
Could not allocate enough local memory to store the retrieved ARP table.

error readi ng arptab: error nessage
The given error occurred while reading the ARP table.
invalid arptab size (size)
The retrieved ARP table size was either less than O or greater than 1000.

open failed for DEV_ARP:. error nessage
An arp minor device could not be opened for the given reason.

error nessage
The given error occurred while trying to execute the command.

not in ARP table
The command failed because the specified entry was not in the ARP table.

must have SYSPRV
The command failed because it requires superuser privileges.

no interface for internet address
The command failed because the destination network was unreachable.

No roomin ARP table, try later
The ARP table is full; the entry was not added.

Default flags set to ATF_COM and ATF_PERM

Aninvalid flag was supplied to the set command, the default was used.

Only ethernet/ieee types supported.

Aninvalid or unsupported type was supplied to the arp set command.

phys_addr: bad fornat

Aninvalid physical address was supplied to the arp set command.

i net _addr: bad val ue

Aninvalid Internet address was supplied to the arp set command.
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attachdevice

Attaches a physical deviceto the OS and associates a logical name with the device.
Attachdevice catalogs the logical name in the root object directory, making the
logical name accessible to all users. This command dynamically builds atable of all
file driversin the system. Devices may be attached to the resident file drivers that
are configured into the system, or loadable file drivers that have been loaded with the
sysload command.

Syntax

ad| att achdevi ce physical _name as | ogi cal _nane
[file_driver|n|p|r|nfs|e|ld] [d(elay)] [W

Parameters

physi cal _nanme
Physical device name of the device to be attached to the system, up to 14 characters
long. For filedriversthat do not require DUIBs (Device Unit Information Blocks)
such as NFS, this name may be up to 255 characterslong. This name must be the
name defined at system configuration time. With NFS, this name includes the
hostname:/symbolic name as defined on the NFS server system.

as Preposition required for the command.

| ogi cal _nane
A 1- to 12-character name (excluding colons) to be associated with the device.
Colons surrounding the logical name are optional, but if used must be in pairs
(:1 ogi cal _nane:).

file_driver
A 1- to 14-character name of the attached file driver. The file driver may be either
resident or loaded. Filedriver abbreviations are allowed for loadable file drivers.
Thefile_driver parameter will match to the first file driver name that it either
matches or is asubstring of. The pre-defined abbreviations are:

n( aned)
The volume mounted on the device is already formatted for the iRM X named
filedriver. Volumesthat can contain named files are diskettes or hard disks. If
naned, physi cal , renmot e, nf s, edos, or dos is not specified, naned isthe
default.

p(hysical)
The volume mounted on the logical deviceis considered to be asingle, largefile.
Examples include printers, terminals, and tape drives.
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r (enot e)
The volume mounted on the logical deviceisan iIRMX-NET remote file server.
If you specify remote with the physical name of aremote server, alogical name
is created for the virtual root directory of the server. Thelogical nameis used to
transparently access filesresiding at the server. The server, rather than the
consumer, associates the appropriate device drivers with the devices residing at
the server system. Asaresult, client systems do not require DUIBs attached for
remote servers. Thewor | d switch is always supported for consumer-based
connections and is supported for server-based connections if the remote server
has defined a user named World with a carriage return password.

nfs
Specifies the NFSfile driver job running on the client. Attaching devices
through this driver allows you to transparently access the remote logical device
asif it werelocal to the client. The device you are attaching to must be defined
as NFS-shared by the remote host.

e(dos)
For DOSRMX only, specifies the encapsulated DOS (EDOS) file driver,
enabling iIRMX users to access shared DOS files. The edos parameter includes
the delay and world parameters. Physical device names used with this parameter
include a_dos through z_dos, which are equivalent to DOS drives A: through Z:.

d( os)
For all iIRMX OS versions except DOSRM X, specifies the native DOS file
driver, enabling iRM X usersto access DOS volumes. Physical device names
used with this parameter include c¢_dos through z_dos, which are equivalent to
DOS drives C: through Z:.
d(el ay)
The deviceis attached logically, but not physically attached until the first access.

w(orl d)
The World user (1D 65535) is the owner of the device. Any user can detach the

device. If you omit this parameter, your user 1D islisted as the owner of the device.
In this case, only you and the system manager can detach the device. In DOSRMX,
accessto all DOS volume is aways done as World.
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Additional Information

To use adevice you must attach it, unlessit is attached by the system during
initialization. For example, before you use the for mat, backup, or restore
commands, you must attach the appropriate device. Likewise, any time you put a
diskette in its drive, you must attach the drive device. For general access of a hard
disk or diskette, such as reading or writing files, you may attach the device under a
generic physical device name. However, to format a hard disk or diskette, you must
attach it under a specific physical (DUIB) name that specifies the device
characteristics.

When you invoke attachdevice with no parameters, it displays a usage message and
the available file drivers. If no file driver is specified on the command line, the
command will attempt to attach the device using in order the naned, dos, and edos
file drivers (if available) until a successful attach occurs. It also prints the name of
thefile driver it has attached to. If an unformatted device is encountered, the
command will default to the nanmed file driver so that anamed format command can
occur.

See also: physname command, in this chapter
supplied drivers and physical device names, Appendix E
format command, in this chapter

Devices must have their characteristics listed as a BIOS DUIB before they can be
attached with the attachdevice command. One frequent use of the attachdevice
command is to attach a new device, such asadisk drive or a printer that was
configured into the boot system but was not attached. DUIBs can be specified during
configuration or with aloadable device driver.

See also: sysload command, in this chapter
Appendix C, Using the ICU to Configure User-written Device Drivers,
ICU User's Guide and Quick Reference

Unless you are the World user (ID 65535) or specify thewor | d parameter, once you
attach a device only you and the system manager can detach it. This prevents users
from detaching devices belonging to other users and prevents you from accidentally
detaching system volumes. However, if you are the World user or specify thewor | d
parameter, any device that you attach can be detached by any other user.

To see what devices are currently attached, use the logicalnames command.
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The named parameter refers to the iIRM X named file driver, which maintains the
directory hierarchy of named files on an iRM X-format volume. A r enpt e, edos,
dos, or nfs volume also contains named files, but hot maintained by the iIRMX
named file driver on the local system. Volumes maintained by the named file driver
on remote systems must be attached asr enot e (if accessed through iRMX-NET) or
nf s (if accessed through NFS) from this system.

If you try to attach a device maintained by the named file driver that has not been
shut down properly, you receive this message:

<l ogi cal _nane>, device was not shut down properly

The number of retries to attach a device is set in the configuration. The command
repeats the attempt to attach the device, and returns either when it has attached the
device or has failed the configured number of attempts.

See also: detachdevice and logicalnames commands, in this chapter

NFS Support

Specifying nf s as the attached file driver allows you to attach a NFS-shared device
on aremote host running NFS. The device will appear aslocal to your system. This
allows you to access remote files either from the command line or programmeatically.
When the NFS client job initializes, many shared devices will be automatically
mounted (attached) through the startup files. To see which devices are already
mounted, use the showmount command.

See also: showmount command, in this chapter
Attaching NFS Devices, TCP/IP and NFS for the iRMX Operating
System

Attaching Diskette Devices

Each time you change a diskette in the drive, you must reattach the drive. Removing
a diskette from the drive destroys any connections that may have existed to files on
that device, and logical names that represent files on the volume are no longer valid.
Detach the files and detach the device before removing the diskette.

A CAUTION
On volumes managed by the DOS and iRM X named file drivers,
the file structure of the second diskette can be destroyed if you
change diskettes without detaching and reattaching the device.
Avoid attaching remote diskette volumes; a user at the remote
system might change diskettes without your knowledge.

See also: Switching diskettes, Installation and Sartup
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To transfer files between low-density and high-density 5.25" diskettesin Multibus |
or Il systems, use the uniform granularity device name wdf 0, rather than the standard
granularity device wnf 0.

In DOSRMX, volumes attached with the named parameter are iRMX-format and
managed by the iRMX named file driver. DOS users cannot access the diskette drive
until it is detached.

Volumes attached with the edos parameter are DOS-format and managed by the
DOSfile system. After initially attaching the device, you can access DOS-format
diskettes from either DOS or the iRMX OS. Y ou need not detach and resttach the
device when you change diskettes. Y ou should, however, detach any files on the
diskette that you have attached as logical names.

See also: attachfile and detachfile commands, in this chapter

Error Messages

<physi cal _nane>, cannot attach device
There is a hardware problem.

<physi cal _nane>, cannot be attached as <type> device
The specified device cannot support the specified type of files (named, physical,
remote, nfs, EDOS, or DOS). Attachdevice does not attach the device. For
example, the naned option isnot valid for adevice such asaline printer.

<physi cal _nane>, device already attached
The specified device has already been attached; attachdevice does not re-attach it.

<physi cal _nane>, device is already attached as <l ogi cal name>
The specified device has already been attached by the EIOS; attachdevice does not
re-attach it.

<physi cal _nane>, device does not exi st
The physical device name you specified does not correspond to a name the BIOS
recognizes. The current configuration does not specify the indicated physical name
as the name of adevice-unit. Attachdevice does not attach the device.

<l ogi cal _name>, | ogi cal name already exists
The specified logical nameis already cataloged in the root job's object directory.
Attachdevice does not attach the device.

<l ogi cal _nane>, |ogical name is already attached to physical device
<physi cal _name>
The specified logical name refers to an EIOS attached device that is already
cataloged in the root job' s object directory. Attachdevice does not attach the device.

0085 : E_LIST, too many devi ce nanes
Y ou tried to attach more than one physical device with a single attachdevice
command. Attachdevice cannot attach more than one device per invocation.
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<l ogi cal _nanme>, device was not shut down properly
The named volume device you attached was not previoudly shut down with a
shutdown or detachdevice command.

<l ogi cal _nane>, volune is not a naned vol une
Attachdevice attempted to attach a device as ananed device and discovered that a
physical volume (for example, an unformatted diskette) was mounted. However,
attachdevice does attach the device. Y ou can use the device after formatting the
volume asananed volume or after inserting ananmed format diskette in the device.
<l ogi cal _name>, volune not formatted
<l ogi cal _nane>, <condition code: menonic>
Attachdevice attempted to attach a device as a named device and encountered an 1/0
error while searching for the volume's root directory. This usualy indicates that the
volumeis not formatted. However, attachdevice does attach the device.

<l ogi cal _name>, vol une not nounted
The specified device does not contain avolume. However, attachdevice does attach
the device.

<condi ti on code: menoni c>, while collecting device nane
Attachdevice encountered this condition code while parsing the device name from
the command line. Attachdevice does not attach the device.

<condi ti on code: menoni c>, while collecting | ogical name
Attachdevice encountered this condition code while parsing the logical name from
the command line.
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attachfile

Associates alogical name with an existing file or directory; one use is to change your
current working directory. After making this association, you may use the logical
name to refer to the file, instead of the entire pathname.

Syntax

af |attachfile [pathnanme [as :1ogical _name: [systen]]]

Parameters

pat hname
Thefile or directory with which the HI associates alogical name.

| ogi cal _nane
The 1- to 12-character name (excluding colons) to be associated with the file. Colons
surrounding the logical name are optional, but if used must be in pairs
(:1 ogi cal _nane:). If you omit this parameter, the default logical nameis :$..

s(ystem
Creates the logical name and catalogsit in the root job as a system logical name.
System logical names can be used by all users; they are permanent until they are
detached with the detachfile command. If the system logical name already exists, it
is deleted and replaced by a connection to the new pathname. This option can only
be executed by the Super user and is only valid with alogical name. The system
option can be used in either the r?init or the loadinfo system initialization file to
attach system logical names. Without the syst emoption, attachfile catalogs the
logical name in your global object directory.

Additional Information

The uses for this command are to:

«  Change your working directory. Attachfile does this by associating the default
logical name :$: with the directory. The syntax is either of these:

af directory_path
af directory path as $

«  Restore your working directory to your home (logon) directory. Attachfile does
this by associating the logical name :$: with the logical name :home:. The
syntax is either of these:

af
af :hone: as :$:
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« Create ashort logical name that refers to a commonly-used directory or file. If
you use the system option, thislogical nameis available to all users and valid
until detached with the detachfile command.

«  Changethe :home: logical name. Each user has a:home: logical name that
points to the user’ s home directory. Thislogical name can be changed with the
attachfile command as shown below:

attachfile /user/world as hone
:HOME:, overwrite existing |ogical nane?

If you answer yes, the current path for :home: will be overwritten with the new
one. Thisoption can be used to restore your home directory for any reason; for
example, the home directory is accidentally deleted or the connection is deleted
as aresult of adiskverify operation.

«  Recover from using the Disk Verification Utility on the system device (:sd:).
The system option can be used to restore system logical names that were deleted
when using the Disk Verification Utility on :sd:. Y ou can accomplish this by
creating a submit file that attaches all of the system logical names.

Example submit file, lognames.csd:

:sd: sys386/attachfile :sd:util 286 as util 286 system

:sd: sys386/attachfile :sd:intel/include as include system
:sd: sys386/attachfile :sd:lang286 as | ang system

:sd: sys386/attachfile :sd:work as work system

:sd: sys386/attachfile :sd:util 386 as utils system

:sd: sys386/attachfile :sd:sys386 as system system

:sd: sys386/attachfile :sd:rnk386 as rnx system

:sd: sys386/attachfile :rnx:config as config system

:sd: sys386/attachfile :rnx:icu as icu system

After running the Disk Verification Utility, submit the file using a full pathname
to thefile:
submt :sd:user/super/|ognanes. csd

Normally (without the system option) attachfile associates a file with alogical name
by cataloging a connection to the file in your global object directory (thisis usually
the object directory of your interactive job). It catalogs the connection under the
logical name. If another connection is cataloged in the object directory under the
same name, attachfile uncatalogs and del etes the previous connection before
cataloging the new one. If an object other than a connection is cataloged under the
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logical name, attachfile leaves the previous object asis, does not catal og the new
connection, and displays an error message.

Because the file connection is cataloged in your object directory, the logical name has
effect only within your interactive job. Therefore, several users can specify the same
logical name without affecting the others. Background jobs can also attach files
without affecting tasks being run in the foreground, since the background and
foreground environments are independent.

See also: Logical names, Chapter 1

Logical names created with attachfile remain valid until one of these situations
OCCurs:

« A detachfile command removes the association between file and logical name.

« Theinteractive session that specified the attachfile command terminates
processing, either because you log off or as aresult of the jobdelete command.

« A background job exitsor iskilled. In this case, only logical names attached in
the background environment are removed.

« A task deletes the file connection with a BIOS or EIOS system call. In this case,
the logical name remains cataloged in the global directory, but the connection to
which it refers does not exist.

« A user forcibly detaches the volume containing the file, using the detachdevice
command.

« A user removes the (diskette) volume from the drive. In this case, the logical
name remains cataloged in the global directory, but the connection to which it
refers does not exist.

Logical names created with attachfile using the system option remain valid until one
of these situations occurs:

« A detachfile command removes the association between file and logical name.

« A task deletes the file connection with a BIOS or EIOS system call. In this case,
the logical name remains cataloged in the global directory, but the connection to
which it refers does not exist.

« A user forcibly detaches the volume containing the file, using the detachdevice
command.

« A user removes the (diskette) volume from the drive. In this case, the logical
name remains cataloged in the global directory, but the connection to which it
refers does not exist.

Y ou cannot use attachfile to change the meaning of :term:, :ci:, and :co: (default
console input and output).
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Error Messages

<l ogi cal _name>, |ist of |ogical nanes not allowed
Y ou entered more than one logical name as input to attachfile.

<pat hnanme>, |ist of pathnanes not all owed
Y ou entered more than one pathname as input to attachfile.

<l ogi cal _name>, | ogi cal name not all owed
Y ou attempted to attach a file using one of the logical names :term:, :ci:, or :co..
Y ou cannot change the meaning of these logical names.

<l ogi cal _nane>, not a file connection
The logical name you specified is already cataloged in the object directory of the
session and does not represent a connection object.

<pat hname>, not allowed as default prefix
Y ou attempted to attach a physical or stream file as your working directory (:$.).
Only named files (including DOS files) are valid.

<l ogi cal _nane>, too nany | ogical nanmes
Y our global object directory isfull; therefore attachfile cannot catalog the logical
name. Delete some logical names you are no longer using.

Must be SUPER user to execute the SYSTEM option
Only the Super user can use the system option.
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background

Executes the specified command line as a background job, enabling you to continue
entering commands while the job executes.

Syntax

background [ ([ pool _min], pool _max)] command_I|ine [> pathnane]

Parameters

pool _min
A decimal number of Kbytes specifying the minimum memory pool sizeto be
allocated for the background job. If specified, this value overrides the default
minimum value (either 6 Kbytes or as defined with the set command).

pool _max
A decimal number of Kbytes specifying the maximum memory pool sizeto be
allocated for the background job. This value overrides the default maximum value
(as defined with the set command or the smaller of 384 Kbytes and user _pool _nmax
- 200 Kbytes). If you specify pool _max lessthan 384 Kbytes, the CL1 setsit to 0.

comrand_I i ne
A user command to be executed in the background.

> pat hnane
A file where command output is written. 1f you do not specify this parameter, you
are prompted for the name of afile; output from a background job cannot be written
to the screen.

Additional Information

A CAUTION
Do not put a background command in the r?logon file.

Background jobs are executed as they are submitted and are not queued. Each
background job is assigned a four-digit hexadecimal job ID that you can display by
entering the jobs command. Y ou can cancel background jobs by entering the kill
command.

76 Chapter 2 Command Descriptions



CLI command background

When you invoke background, the active foreground environment is copied to the
background job and becomes itsinitial environment. This means that the same
logical names and aliases used in the foreground are also available to the background
job. However, after the background job begins, changes made to logical names and
aliases in the background environment do not affect the foreground, and vice-versa.

Y ou can control the amount of memory allocated for the background job by entering
the pool - mi n and pool - max parameters. These modifiers are recommended for
large programs such as compilers, ensuring the minimum memory pool to get
acceptable performance for the application, but leaving enough memory for
foreground jobs to also perform at an acceptable level.

Before the background job begins, the CLI checks that the minimum memory pool
sizeisless than the maximum,; if not, the CLI issues this warning:

WARNI NG maxbackpool < mi nbackpool
use set conmand to set background menory pool s

If pool - max islessthan 384 Kbytes, the CL1 assigns a value of 0 and issues this
message:

maxbackpool attribute <384K, was set to O
pl ease set your maxbackpool attribute

Then the background job terminates.

If you don't specify the> pat hname parameter, the background command prompts
for alog file to replace the terminal:

the log file is ?
If you enter :co: asthelog file, the CLI displays the message:

:co:, not avalid log file
the log file is ?

A background job that tries to send a message to the :co: device causes this message
to appear on your screen:

***8085: E_ERROR _QUTPUT

However, if you have a system with multiple terminals, you can redirect :ci: and :co:
to another terminal that acts as a background terminal .

When the background job begins running, the CLI displays this message:

Background job <job_id> "comand" has been started
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When the background job is complete, the CLI displays:
Background job <job_id> "comand" conpl et ed

The command given in the above messages is aways enclosed in quotation marks (*).
Only thefirst 15 characters of the command are displayed.

Examples

1. Thisexampleillustrates using the background command and the I/O redirection
feature to create a background job and send the output to a file named out.

background copy X.ASMto Y >QUT <CR>
Background job <0168> "copy x.asmto y" has
been started

When the background job is complete, this message is displayed:
Background job <0168> "copy x.asm to y" completed

The out output file contains all the output messages, such as:
X.asm copied toy

2. Thisexample shows how the CLI prompts for an output fileif you do not
redirect the output:

background copy X.ASMto Y <CRrR>
the log fileis ? QUT <CR>
Background job <OE78> "copy x.asmto y" has been started

3. Thisexample changes the default pool sizes of abackground job by entering the
pool - m n and pool - max parameters.

background (300,500) subnit PLM>QUT <CR>
***CLlI : background job <0C68> "subnmit plni has been
started

Error Messages

Background job <job_id> "<command>" failed

<error nessage>
The background command failed for the reason given in the error message.

background, paraneter required
Y ou entered the command without parameters.
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backup

Archives named files by copying them to a physical volume serving as a backup
storage device. The source volume may be a named, remote, or DOS volume. In
addition to each file's name and contents, backup saves the file access list and owner,
extension data, and file granularity.

|:| Note

Do not use this command in an esubmit file or an
rq_c_send_command system call, because queries for user input
will not be received.

Syntax

backup [ pat hnane] to|over|after :|ogical _device:
[ dat e=mm dd/yy] [tinme=hh: mm ss] [nanme=nane] [f] [q]

A CAUTION
While backup is executing, no other activity should be occurring
on the volume you are backing up. If other users access the volume
during a backup operation, the volume's data could become
corrupted, possibly requiring the volume to be reformatted.

Command Reference Chapter 2 79



backup HI command

Parameters

pat hnane

to

over

after

Pathname of afile or directory on the source volume (either alocal or remote
device). If you specify afile, only that fileis saved. If you specify adirectory,
backup saves all the files starting from that point on the file tree. If you don't specify
this parameter, backup saves all filesin the current volume, beginning with the root
directory.

A CAUTION
Backup failsif you useit on afile named $ or a directory
containing afile named $; for a directory, remove the file before
using the backup command.

Output is sent to anew volume. If possible, backup reads the volume label on each
newly mounted volume to determine the volume type. This ensures that the volume
is compatible with any previously mounted volumesin a backup set. If backup data
exists on the volume you are prompted to overwrite files of the same name as those
being backed up.

Any previous files or directories on the backup volume are overwritten; backup
begins writing on each fresh volume without checking the label for compatibility.

Backup searches the mounted volume for the end of a previous backup operation; the
current backup begins at that spot. There must be at least enough space left on this
volume to write header information. 1f more volumes are needed to compl ete the
backup operation, backup behaves asif thet o preposition had been specified for
subsequent volumes. If you specify f or mat , backup formats any new volumes
required to finish the backup operation.

I ogi cal _devi ce:

Thelogical name of the device to which backup copies the files. The device must be
local, not remote.

dat e= Savesonly files created or modified on or after the specified date.
mm1 dd/ yy
Numeric designation for the month, day, and year. Specify only as many digits as
needed; for example, 1/1/91 indicates January 1, 1991. The year may be entered in
two or four digits, asfollows:
Entry Specifies year
00 through 77 2000 through 2077
78 through 99 1978 through 1999
1978 through 2099 1978 through 2099
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ti me= When used with the dat e parameter, saves only files created or modified on or after
the specified time and date. When used without the dat e parameter, the date isthe
current system date. If ti me isomitted, the default is 00:00:00. If both dat e and
ti me are omitted, the date and time default to 1/1/78 and 00:00:00.

hh:mmss
Numeric designation for the hour, minute, and second. Specify only as many digits
as needed: hoursin the range 0-23, and minutes and seconds in the range 0-59.

nane=nane
Specifies a 1- to 9-character name that backup applies to the backup set of data. If
you store multiple data sets on a single backup volume by specifying af t er , you
must specify a name to be able to restore an individual data set.

f (or mat)
Formats each volume before writing to it. The interleave is set to one on diskette
media. Use this parameter for new, unformatted media or to overwrite media
formatted for adifferent OS. On atape device, f or mat also retensions the tape,
ensuring the best conditions for archiving.

g(uery) Prompts for permission to save each file:

<pat hnanme>, backup Data File? or
<pat hnanme>, backup Directory?

Respond as follows:

Savethefile

Exit from backup

Save remaining files without further query

If afile, don't save it; if adirectory, don't save the directory or any files
under it in the tree. Query for the next file.

other Error message and reprompt.

Z2aoam=<

Additional Information

Files can be backed up from aremote device, but not to aremote device. For backup
to save files from either alocal or remote named volume, you must have read access
to the files and to the directories that contain them.

Backup can save alarge volume (a hard disk, for example) onto a number of
volumes such as diskettes or tape cartridges. Y ou do not have to separately format
the backup volumes; use backup'sf or mat parameter.

Depending on the amount of data being backed up, a named data set may be a portion
of asingle backup volume or may span multiple volumes. If you store multiple data
sets on asingle backup volume, it isimportant to name each data set. Only by
naming the data sets can you restore them individually with the restor e command.
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Torestore alogical volume from a backup volume containing multiple data sets, you
must supply the name of the data setsin the restore command. Thereisno way to
get alisting of these names from the volume itself. Label the backup volume with
the names of data sets on the volume.

After using the backup command to archive files, you should immediately invoke the
restore command with theveri f y option to make sure the data has been recorded
correctly. Whenyou useveri fy, restore only verifies that backup produced a
restorable backup volume; no files are actually restored. Enter:

restore backup-volune to :bb: verify

When you invoke backup, the command displays this sign-on message, where Vx. y
isthe version number of the utility:

i RMX Backup Wility, Vx.y
Copyri ght <year> Intel Corporation
Al'l Rights Reserved

Once the command line has been scanned, one of these messages is displayed,
depending on whether you specified the date and time:

All Files Modified After <date>, <tinme> WII| Be Saved
or

Al Files WII Be Saved

Backup then prompts you to mount the backup volume. Whenever backup requires
anew backup volume, the command displays this message:

<devi ce>, Mount Backup Vol une (nane) #<nn> Enter Y to
Cont i nue:

Where:

<devi ce> Thelogica name of the backup device

(nane) The name of the physical volume set

<nn> The identifying number of the requested volume.

When you see this message, place a volume in the backup device and respond with Y
or R to continue the backup process or E to exit the backup command. If you
continue the backup process, backup displays this buffer summary message:

I/ O Buffer Summary
Buf fer Size <nunber>
Nunber of Buffers <nunber>

Backup continues prompting for a backup volume until you supply one that it can
access.
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Backup displays an error message if you insert a volume with one of these problems:
«  Thevolume cannot be read

¢ Thevolumeisanamed volume and data would be overwritten

«  Thevolumeis abackup volume and data would be overwritten

« Thevolumeisaphysical volume containing data

If the situation is appropriate, the command may prompt you with a request to format
or overwrite the mounted volume. Respond to this prompt as described for responses
tothe query parameter:

<device>, Enter Y to Overwite/Fornat:

When backup fills a backup volume, it prints this message and prompts for
additional volumesif it needs them:

Physi cal Vol une (<nane>), #<nn>, Conplete
After backup finishes, it displays the number of datafiles and directories saved:

Summary For Logi cal Vol une (<nane>)
<nn> Data File[s] Saved
<nn> Director[y] [ies] Saved

Backup Conpl ete

In some circumstances, when backed-up files are restored the original ownership
rights are not preserved, and restored files are owned by the user who performed the
restore.

See also: restore command, in this chapter

Error Messages
If you encounter an error message that requires a response, enter Y or Rto continue
the backup process or E to exit the backup command.

<backup devi ce>, backup not conplete
Y ou specified an E to exit backup. This message reminds you the backup operation
isnot complete. The last file on the last backup volume may be incomplete.
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<backup devi ce>, Backup Vol ume (<name>), #<nn>, <date>, <tine>,

Mount ed <backup device>, Enter Y to Overwite:
The backup volume you supplied already contains backup information. Backup lists
the logical name of the backup device, the volume number, and the date on which the
original backup occurred. It overwritesthisvolumeif you enter Y or R.

<backup devi ce>, Cannot Attach Vol une
<backup devi ce>, <condition code: menoni c>

<backup devi ce>, Munt Backup Vol une #<nn>, Enter Y to Conti nue:
Backup cannot access the backup volume. This could be because there is no volume
in the backup device or because of a hardware problem with the device. The second
line of the message indicates the condition code encountered. Backup continuesto
issue this message until you supply a volume that can be accessed.

<pat hname>, <condition code: menoni c>, Cannot Back up File
Backup could not copy thisfile from the source volume, possibly because you do not
have read access to the file or because there is afaulty area on the volume. The
message lists the condition code encountered. Backup copies as much of thefile as
possible and continues with the next file.

<backup devi ce>, Device in Use

<backup devi ce>, <condition code: menoni c>
The device you specified for the backup device is being used by another job.
Continuing would result in damage to existing files on the output volume.

<backup device>, Error Witing Vol une Label
<backup devi ce>, <condition code: menoni c>

<backup devi ce>, Munt Backup Vol une #<nn>, Enter Y to Conti nue:
When backup attempted to write alabel on the backup volume, it encountered the
indicated error condition, possibly because of afaulty area on the volume, or because
the volume is write-protected. Backup reprompts for a different backup volume.

<backup devi ce>, Input and Qutput are on Sane Device
The device you specified for the backup device is the same device that contains your
input pathname. Continuing would result in damage to the files on the input volume.

<backup device>, Invalid | nput Specification
Thelogical name you specified for the backup device was not alogical name for a
device. Exampleinvalid namesare:ci:, :co:, and :home:.

<condi ti on code: menonic>, Invalid Date or Tine
Y ou entered a date or time parameter that is out of range (such as 31/02/86 or
26:03:62). The message lists the condition code encountered as a result of this entry.
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Invalid Qutput Specification
Y ou did not supply the logical name of the backup device when you entered the
backup command.

<backup devi ce>, Nanmed Vol une <vol ume nanme>, Enter Y to Overwite:
The backup volume you supplied is a named volume. Backup liststhe logical device
name and the volume name; it overwrites this volume if you enter Y or R.

<backup device>, Not Correctly Formatted, Enter Y to Format:
The backup volume was not correctly formatted.

Request ed Date/ Tine Later Than System Date/ Ti ne
Either the date and time you specified in the backup command arein error or you did
not set the system date and time.

<pat hname>, invalid wldcard specification
You entered a list of pathnames or used awildcard in the input pathname. Y ou can
enter only one input pathname per invocation of backup.

<pat hnanme>, invalid output specification
You entered alist of logical names for the backup device. Y ou can enter only one
output logical name per invocation of backup.

<pat hname>, Unable to Conplete Directory
Backup encountered an error when accessing afile in the indicated directory. It
skipstherest of the filesin the directory and goes on to the next directory. Thiserror
could occur if you do not have list access to the directory.

<backup devi ce>, Unrecogni zed Vol une, Enter Y to Overwrite:
The backup volume you supplied is a formatted volume, but it has alabel that is not
readable. Backup will overwrite thisvolume if you enter Y or R.

<backup devi ce>, Vol ume Not Fornatted

<backup devi ce>, Munt Backup Vol une #<nn>, Enter Y to Conti nue:
The backup volume you supplied was not formatted. Backup continues to issue this
message until you supply a formatted backup volume.

<backup device>, Wite Error On Backup Vol une

<backup devi ce>, <condition code: menoni c>
Backup encountered an error condition when writing information to the backup
volume. The second line of the message lists the condition code encountered. This
error is probably the result of afaulty area on the volume.

Name Required If After |Is Sel ected
Y ou must use the nane parameter when using the af t er preposition.

cannot attach VOLUVE
The destination device of the backup is aremote server.
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No Room for Append on Munted Vol unme
You specified the af t er parameter, but there is not enough room left on this volume
to write the header information to begin appending this data set. Use a new volume.
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bcl
Convertsan ASCII fileinto a specia binary file understood by the Remote Boot
Server program.

Syntax

bcl input_file output file

Parameters

input_file
The pathname of an ASCII file containing language input statements, as specified in
the Boot Definition Language section below.

output _file
The pathname of the resulting ccinfo file to be created.

Additional Information

The bcl command is the Boot Configuration Language utility, which produces a
special binary file called the Class Code Information File, or ccinfo file. The Remote
Boot Server uses the ccinfo file to determine which bootable file(s) to send over the
network during a remote boot request. The remote boot request sends a class code to
the Boot Server. Entriesin the ccinfo file map the class codes to bootable files. A
bootable file isthe kind of file produced by the xlate command.

See also: Remote Booting and ccinfo file, Network User's Guide and Reference
xlate command, in this chapter
The Boot Definition Language

Each statement in the language has this form:

cc[,cc...] is fn[,fn...] [for na[,na..]];
Where:
cc One or more hexadecimal values of class codes, in the range 0 to
OFFFFH.
fn One or more pathnames of filesto be remotely loaded. The first

directory in the pathname must be a public directory on the Boot Server
system. Thestring is not case-sensitive.

Command Reference Chapter 2 87



bcl

NET command

na One or more Ethernet addresses of Boot Clients.
; Ends each statement.

Each bcl statement defines one or more mappings between class codes and an
ordered list of filenames. When more than one class code is given in a statement,
they act as synonyms to each other; any of the class codes result in exactly the same
image being sent.

The filenames within a single statement can be thought of as being concatenated in
the order given, to form the image that will be sent. Bcl itself makes no restrictions
on the characters used in the filenames, except that they cannot contain space
characters, commas, semicolons or end-of-line characters.

Statements that do not have an Ethernet address specified (no f or clause) form the
default mapping for all Boot Consumers not specifically mentioned in any other
statement in the ccinfo file. The default mapping does not apply to Boot Consumers
whose Ethernet address appears in any statement. Ethernet addresses within a
statement qualify the statement as pertaining to only those Boot Consumers. When a
particular Ethernet address appearsin a bcl statement, that Ethernet address must
appear with every class code that isto service that Boot Consumer.

The standard command prepositionst o, over, and af t er are not allowed. If used,
incorrect results can be expected.

Examples

88

1. Thiscommand instructs the bcl utility to read the input statementsin thefile
ccinfo.bdf. If there are no errors, bel creates the file ccinfo.

bcl ccinfo.bdf ccinfo

2. These statements are examples of lines that might be in the ccinfo.bdf file.
Together, these statements program the Remote Boot Server to send the
/net/ina961.rem file when class code 1 is received, and the
/rboot32/38612NET.386 file when class code 2 is received.

1 is /NET/I NA961L. 32R;
2 is / RBOOT32/ 38612NET. 386;

3. Theselines state that class code 3BF maps to two files, but only for the two
Ethernet addresses given. Unless specified by other statements, all other
addresses are ignored. When more than one file is specified, as above, they are
sent in the order specified.

3BF is /RBOOI32/ renBrd, / RBOOT32/ boot 2 for 00aa00010203,
00aa00020304;
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4. These are examples of other statements that might occur in an input file:
1,7 is /rboot 86/ boot1l for 00aa00030405, 00aa00020608;

99 is /sd/ net/exec.remfor 00aa00030405, 00aa00020608;
abcd is /sd/tx/default;
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bootdos
Activates the primary DOS partition and resets the systems.

Syntax

boot dos

Additional Information

The bootdos command is used primarily with the iRMX for PCs OS. It resetsthe
system to boot DOS from the primary DOS partition rather than the iRM X OS from
aniRMX partition.

See dso: bootr mx command
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bootrmx
Activates the primary iRM X partition and resets the systems.

Syntax

boot r nx

Additional Information

The bootr mx command is used primarily with the iRMX for PCs OS. It resetsthe
system to boot the IRMX OS from an iRMX partition rather than DOS from a DOS
partition.

See dso: bootdos command
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case

Converts the name of the specified file from upper- to lower-case.

Syntax

case pat hnane

Parameters

pat hname
The pathname of afile or directory whose name is to be converted to lower-case.
The pathname may contain awildcard (*) character.

Additional Information

This command is useful when working in a network environment, where some OSs
maintain case-sensitive filenames. The case command lets you convert the case of
iRMX filenames and access them from Unix or Xenix.

|:| Note

The case command works only on local files managed by the
iRMX named file driver. Do not use this command with DOS files
or remote files.
Examples
To convert the case of all filesin adirectory to lower-case, enter:
case directory_nane/*

To convert asingle filename to lower-case, enter either afull pathname or the
pathname relative to your current working directory. For example:

case :config:termnals
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changeid

Changes the system manager's current user 1D to any value from 0 to 65535. You
can only use this command after invoking the super command, regardless of whether
you logged on as the Super user.

Syntax
changeid [id|world]

Parameters
id A decimal value to which you want to change your user ID, in the range 0 to 65535.

wor | d Changes you to the World user, with 1D 65535.

Additional Information

If you omit an ID parameter, you are assigned ID 0, the system manager. If you
change your user 1D to any value other than 0, the system prompt changes to this,
indicating the current 1D value:

super (i d)-

The new user ID isnot averified user; you cannot access files available on the
iRMX-NET network. You are not averified user until you return to user 1D 0.

Error Messages

0084; E_I NVALI D_NUMERI C
The user 1D you specified contained invalid characters or was not in the range 0 to
65535.

changei d, allowed only in super node
Y ou invoked this command without previously invoking the super command.

<par anet er >, unexpected paramet er
Y ou entered too many parameters.

<condi ti on code: menoni ¢c>, while executing changeid
Aninternal system problem occurred which prevented the CLI from setting the
default user.
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cli

Invokes aloadable version of the Command Line Interpreter.

Syntax

cli

Additional Information

In asystem that uses a different command interface than the CLI, you may invoke the
CLI to take advantage of itsinterface. The CLI may also be started from a submit
file.
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connect

Associates alocked terminal device with alogical name. The terminal can then be
used as a physical device, in the same manner as any other terminal attached with the
attachdevice command. The logical name is cataloged in the root job's object
directory.

Syntax

connect physical _name as :1ogical _nane:

Parameters

physi cal _nanme
Physical device name of the locked terminal device to be connected. This name must
bein the :config:terminals file, and must be defined as a BIOS DUIB, either in the
system configuration or through aloadable device driver. Y ou can obtain the
terminal device names by invoking the initstatus command.

as Preposition required for the command.

| ogi cal _nane
The 1- to 12-character name (excluding colons) to be associated with the device.
Colons surrounding the logical name are optional, but if used must be in pairs
(:l ogi cal _nane:).

Additional Information

When you connect a locked terminal device, the associated serial port can be used as
aphysical port, without an HI logon process. Y ou may send data to or receive data
from any physical device that uses a seria stream of data. The connect command
cannot be used for virtual terminals.

After connecting the device and cataloging its logical name in the root job's object
directory, the connect command displays this message:

<physi cal _nane> connected as <l ogi cal _nanme>

If you change the terminal attributes while the terminal is connected, the changes
remain in force after the terminal is disconnected. Note your terminal's attributes
before connecting; you must restore them before the HI can use the terminal.
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Error Messages

<l ogi cal _nanme>, | ogical name already in use
Thelogical name already exists in the root job's object directory.

<physi cal _nane>, device nane not found
The physical name isnot aterminal device that was defined at system configuration
time.

<physi cal _nane>, has not been | ocked
The specified terminal device must be locked using the lock command before it can
be connected.

not multi-access system
The connect command does not function if the HI is configured as a single-user
system.

<l ogi cal _name>, invalid |ogical nane
Thelogical nameistoo long.

<physi cal _nane>, not connected
The device could not be catal oged.

<condi ti on code: menoni ¢c>, too many devi ce nanes
The parameters contain too many device names.

<physi cal _nane>, already connected
The specified device has already been connected.

* invalid wildcard specification
Wildcards are not supported.

no | ogi cal nane given
Y ou did not specify alogica name.
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console

Dynamically changes the SDM (System Debug Monitor) console device to redirect
the 1/0O streams on DOSRMX systems.

Syntax

consol e devi ce_nane

Parameters

devi ce_nane
The name of the device (CON, COML, or COMR) to which you want to redirect the SDM
I/0. CONisthe normal screen and keyboard; COML and COMVR are the first two serial
ports. If this parameter is omitted, a usage message is displayed.

Additional Information

Use this command on DOSRM X systems, as atool for debugging your OS and
software. SDM normally defaults to the console device (CON). The console
command redirects the SDM output stream, input stream, and error message stream
to the specified device. If used, console should be set prior to entering SDM. From
the user's perspective, the redirection does not take effect until SDM starts.

Examples
This command redirects the streams to the COM 1 console controller device:

consol e COML

Error Messages

<devi ce_nanme>, devi ce does not exi st
The current configuration of the OS does not include the indicated device name.
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copy

Displays or makes a copy of the specified file(s) and synchronizes the time stamps.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax
copy inpath _list [tolover|after outpath list] [q] [ns]

Parameters

i npat h_li st
One or more pathnames of filesto be copied. Multiple pathnames must be separated
by commas. Wildcards are permitted.

to|lover|after outpath_Iist
If you omit this parameter, the input files are displayed on the screen (:co:). If you
specify this parameter, the input files are written to the specified output, such as a
printer (:Ip:) or to new filenames. To copy files on a one-for-one basis, specify the
same number of output files asinput files. If you specify multiple input filesand a
single output file, copy appends the remaining input files to the end of the output file.
If you specify a single output directory, the input files are copied to that directory
under their current filenames.

q(uery)
Prompts for permission to copy each file. Respond to the prompt with:
Y Copy thefile
E Exit the command
R Copy remaining files without further query
N or other Do not copy thisfile; go to the next file in the inpath-list

ns (nosynchroni ze)
Disables synchronization of the files time stamps.
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Additional Information

When copy copiesfiles, it updates the new file's time stamp to match the original file
(if thisis supported on the target file driver). Copy can be aliased so that
nosynchr oni ze isautomatically specified.

See also: alias command

When copy creates new files, it sets the access rights and list of accessors as follows:
« Thefile hasall access (delete, read, append, and change).

«  The owner isthe only accessor to thefile.

The user 1D of the person who invokes the copy command is considered the owner of
new files created by copy. The user owns and has full access to remote files created
by copy. Only the owner or the system manager can change the access rights
associated with thefile.

See also: permit command, in this chapter
file access, Chapter 1

If you specify multiple output files, and there are more or fewer input files than
output files, copy returns an error message.

If you specify awildcard character in an output pathname, you must specify the same
wildcard character in the corresponding input pathname. Other combinations result
in error conditions.

See also: Using wildcardsin file names, Chapter 1
A filelisted under one directory can be copied to another directory. For example:
copy sanp/test/A to :f1l:al pha/beta

Thiswould copy datafile A to a different volume and directory. If beta is afilename,
that is the new name of the copied file. If beta is a directory name, the copied file
retains the name A in the beta directory.

Y ou cannot successfully use copy to copy adirectory to adatafile or to another
directory. The directory attributes are lost and the copy can no longer be used as a
directory. Usethe copydir command instead.

The copy command cannot be used with tape cartridges.
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To transfer files between low-density and high-density 5.25" diskettesin Multibus |
or Il systems, attach the devices with the uniform granularity device name wdf 0,
rather than the standard granularity device wnf 0.

Error Messages

<pat hnanme>, output file sanme as input file
Y ou attempted to copy afileto itself.
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copydir

Copies all files and subdirectories from one or more directory trees.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

copydir inpath list [to|]over outpath list ] [q]
[ accessors| noaccessors] [worl d| noworld] [nodel ete]

Parameters

i npat h_li st
The pathnames of one or more directories to be copied. Use commas to separate
multiple directories.

t ol over outpath_Ii st
Either one directory where the input directories are all copied, or the same number of
directories as specified ini npat h_I i st. If you specify t o, copydir prompts for
permission to overwrite existing files; a'Y response overwrites the file and any other
response skipsthat file. If you specify over , existing files are overwritten.
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q(uery)

Prompts for permission to enter each directory and to copy each fileinit. Respond to
the prompt with:

Y Enter the directory or copy thefile.

E Exit from the copydir command.

R Continue copying without further query.

S Skip to the end of this (sub)directory and continue prompting for

directories at thislevel or higher.

A Copy al remaining files and subdirectoriesin the current
directory without further query, then begin querying before
entering the next (sub)directory.

N or other Do not enter this directory or copy thisfile.

accessors

Copies access information with the files; this is the default.

noaccessors

Does not copy access information.

wor | d Assigns World read access to all files copied; thisis the defaullt.

nowor | d

Does not assign World read access.

nodel et e

Do not overwrite existing files.

Additional Information

102

If you specify multiple input directories and a single output directory, the output
directory has the combined structure of the input directory trees. For example, this
command copies the directory structures of both dir1 and dir2 into dir3:

copydir dirl, dir2 to dir3

If you specify multiple input and output directories (the number must be same), each
input directory treeis copied to the corresponding output directory, in order. For
example, this command copies dirl to dir3, and dir2 to dir4:

copydir dirl, dir2 to dir3, dir4

Copydir can aso copy individual files. Copydir handles access rights better than
the copy command when copying remote files. From the local system, aremotefile
appears to have its delete bit set to off, regardless of how the bit is set on the remote
system. When copying access rights from aremote file to alocal file, copydir sets
the delete bit to on if the file has write access. The sameistrue of the change bit for
directories.
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Examples
These examplesillustrate how copydir works when copying an entire directory tree.

1. Thedirectory testl that hasthis structure:

testl/dirl
testl/dirl/filel
testl/dir2
testl/dir2/file2
testl/file3

Test1 has this directory listing:

04 APR 89 20: 14:52
directory OF $ ON VOLUME rnxl |
testl

Enter:
copydir testl to newdir
In response, this information is written to the screen:

testl/dirl/filel, copied
testl/dirl, directory copied
testl/dir2/file2, copied
testl/dir2, directory copied
testl/file3, copied

testl, directory copied

It creates an identical directory structure astest1 with the name newdir, as
follows:

newdir/dirl
newdi r/dirl/filel
newdi r/dir2
newdi r/dir2/file2
newdir/file3

Thisisthe new directory listing:

04 APR 89 20: 14:52
directory OF $ ON VOLUME rnxl |
testl newdir

2. Giventhe sametestl directory structure asin example 1, enter:
copydir testl

It writes this information to the screen:
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testl/dirl/filel, copied
testl/dirl, directory copied
testl/dir2/file2, copied
testl/dir2, directory copied
testl/file3, copied

testl, directory copied

It creates directoriesin your current directory with this structure:

dirl
dirl/filel
dir2
dir2/file2

The subdirectories and files of test1 are created and placed at the same directory
level astestl. Thisisthe new directory listing:

04 APR 89 20:17:59
directory OF $ ON VOLUME rnxl |
testl dirl dir2 file3

Error Messages

<pat hname>,

output file same as input file

Y ou attempted to copy afileto itself.
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createdir

Creates one or more directories with all access rights available to you as the owner.
Y ou may delete, list, add, and change the contents of the new directory.

Syntax
crdir|createdir path_list [FILES=file_count]

Parameters

path_li st
One or more pathnames of directories to be created. Multiple pathnames must be
separated by commas.

FI LES=fi | e_count
Reserves space for the specified number of filesin the new directory. If thisoptionis
not specified, the default is zero files. This parameter can be used to help control
fragmentation of large directories by allocating space when the directory is created.
Some file systems (e.g., DOS) may always allocate some directory space when a
directory is created.

|:| Note

On some file systems, reserving space for alarge number of files
may take along time.

Additional Information

Y ou can create new directories that are subordinate to other directories. For example,
if the subdirectory ab/dc/ef existsin your current working directory, this command
creates the directory gh under it:

createdir ab/dc/ef/gh

Y ou own and have full access to any new remote directories that you create (list and
add-entry access permissions congtitute full access for remote directories). No other
users except the system manager have access to the directory unless you use the
permit command to change the access rights and list of accessors.

In aDOSfile system, the directory is owned by the World user.

See also: permit command, in this chapter
creating a new directory, Chapter 1
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Error Messages
<directory_nane>, file already exists
The specified directory already exists.
<file_name>, file does not exist
One of the directories specified in the pathname does not exist.

<directory_nane>, invalid file type
One of the directories specified in the pathname is not avalid directory.

<pat hnanme>, 26H  E_FACCESS
The pathname is aremote directory and you do not have add-entry access to the
parent directory of the directory to be created.
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date

Displays the current date and time, or setsthe local (OS) or global (battery-backed)
time-of-day clock. Date optionally synchronizes the date of the local clock with the
global system clock.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c _send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

date [

date| gq] [l ocal|global]

dat e synchroni ze

Parameters

date

q(uery)

| ocal

Y ou may specify the day (month and year remain unchanged), the day and month
(year remains unchanged), or the day, month, and year. Use one of these formats:

m dd/ yyyy al numerals
dd nont h yyyy spell nont h using enough letters to distinguish it

Specify only the number of digits needed. For example, 12/ 1/ 91,01 DE 91,and 1
Decenber 1991 are equivalent. The year may be entered in two or four digits, as
follows:

Entry Specifies year

00 through 77 2000 through 2077
78 through 99 1978 through 1999
1978 through 2099 1978 through 2099

Displays the current date, time and clock type, and prompts for anew date. In
response, enter the date as shown above, or E to exit.

Displays or sets the date portion of the local time-of-day clock maintained by the OS.
Thisisthedefault if | ocal or gl obal isnot specified. Any user may set the date.
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gl obal Appliesonly to systems with hardware clock/calendar components, typically backed
up by battery power. Specifying gl obal displays or setsthe date portion of this
clock. Any user may display the date, but only the Super user can set it. If you set
the global clock, the local clock automatically takes on the same value.

synchroni ze
For systems with aglobal clock/calendar, this sets the date portion of the local clock
to the current date of the global clock. If you set the global clock, this parameter is
unnecessary.

Additional Information

The date command displays an error message if you specify gl obal or
synchr oni ze and your system does not have aglobal clock/calendar.

If you set only one or two date parameters, the omitted parameters are replaced by
their defaults. If you enter only one parameter, it is assumed to be the day. Two
parameters (in either format) represent the day and month. For example, assume the
current date in the system is 9 Sept 91. If you enter:

date 18 <CR>
date displays:
18 Sep 91, <current time>

If you omit the date parameters, date displays the current date and time as follows,
showing only the first three characters of the month and the last two digits of the
year:

dd nmonth yyyy, hh:mmss <local or global clock type>

If you have a system without a global clock/calendar (such as a System 310),
whenever you start up or reset the OS, the date is automatically set to the date you
last accessed the :system: directory. Y ou can reset the date to any acceptable value.

If your system has a global clock/calendar and the OS is configured to recognize it,
thelocal clock is automatically set to the date maintained in the global clock
whenever you turn on or reset your system.

Error Messages

<date>, invalid date
You entered an invalid date. This error could result from specifying a day that is
invalid for the month (such as 31 FEB 90), entering characters for the year that do not
fall into alegitimate range, entering a month parameter that does not uniquely
identify the month, or using an invalid format.
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<paraneter>, invalid syntax
Y ou specified anillegal combination of parameters. For example, you may have
entered a date and also specified the quer y option.

only the system manager nay set the gl obal clock
Y ou specified the gl obal parameter, but you are not the system manager.

<condi ti on code: menoni c>, getting systemtine
Y ou specified the gl obal or synchroni ze parameter, but there is no global clock
in the system.

E _SHARE, gl obal clock busy
Y ou attempted to access the global clock while another job was accessing it. Try the
command again.

E | NVALI D_DATE, gl obal date read was invalid
The date returned from the global clock wasinvalid. This condition usually occurs
when the global clock has never been initialized or when power to the clock has been
interrupted. The BIOS system call get_global_time sets the date to 1 Jan 1978,
which the date command then displays.

E INVALID TIME, global tinme read was invalid
The time returned from the global clock wasinvalid. This condition usually occurs
when the global clock has never been initialized or when power to the clock has been
interrupted. The BIOS system call get_global_time setsthe time to avalid time,
which the date command then displays.

E _SUPPORT, attenpted to access non-existent global clock
Thereisno global clock in the system.
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dealias

Deletes one or more aliases defined with the alias command.

Syntax

deal i as abbreviation [q]

Parameters

abbr evi ati on
The aliasto be deleted. Y ou may delete all aliases with the * wildcard, or delete a
group of aliases by using * asthe last character of the abbreviation.

q(uery)
Prompts for permission before deleting an alias. Respond to the prompt with Y to

delete the alias, or any other character to keep it.

Additional Information

If you specify awildcard in the aliases to be deleted, you may use the quer y option
to choose which aliasesto delete. Assume you have defined the two aliasess =
submit andsu = super, and want to delete only the su alias. Enter:

dealias S* Q <CR>

At these prompts, respond as shown:
s = submit delete ? (y or [n]) <CR>
su = super delete ? (y or [n]) Y <CR>

Error Messages

<paraneter>, alias not found
Y ou tried to delete an alias that was not defined in the alias table.

<paraneter>, wildcard is allowed only in the [ast character
You tried to delete a number of aliases with awildcard, but the wildcard was not the
last character.
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debug

L oads an application program into memory, prints debug information to the screen or
to an output file, and transfers control to the System Debug Monitor (SDM). The
debug command cannot be used to debug CL I-level commands; only HI commands
and application programs.

Syntax

debug [to| over|after outpath] pathname [paraneter_string]

Parameters

to| over| after outpath
A pathname for the output file where debug information is to be written, rather than
to the screen.

pat hnane
The file containing the application program to be debugged.

parameter_string
A string of required and/or optional parameters passed to the application program
being debugged.

Additional Information

When you invoke the debug command with no output file, it displays this message,
including the pathname of the application to be debugged:

debug file, <pathnane>
Then it displays a segment map for the loaded program and breaks to the monitor.

If you specify an output file, debug loads the application job and writes the segment
map to the output file. Then it displays a prompt and waits until you indicate that
you're ready to enter SDM by pressing <CR>. This allows you to access the debug
file from aremote system (using iRMX-NET) to aid in the debug process. The
system breaks to SDM immediately after you press <CR>.
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Use SDM to single-step, display registers, and set breakpoints within the program.
When debug executes, SDM disablesinterrupts. This causes the time-keeping
function to stop when code is not executing. This slowing of the timing function has
two consequences:

- It affectsthe ability of the Nucleus to execute time-out tasks that have provided
time limitsto system calls, such asreceive_unitsand receive_message.

« It affectsthe ability of the BIOS to keep track of the time-of-day and write its
data structures to secondary storage.

This example shows the debug information that is displayed or written to afile. The
first line lists the token for the job that is created. The remaining lineslist the
selector portions of all segments (under the heading BASE) assigned by the bind
application when the code was bound. The LDT( n) values are the same as those that
appear on the bind map. Y ou can match the selector values shown in this display
with the offset values shown in the bind map to determine the exact location of a
symbol listed in the bind map.

SEGVENT MAP FOR job: 2250
NAME BASE NAME BASE NAME BASE NAME BASE

LDT(2)  2E40 LDT(3) 2E30 LDT(4) 2C08 LDT(5) 2CEO
LDT(7) 2220 LDT(8) 2158

Break at xxxx:yyyy

Seeaso:  Binder, map files, Intel386™ Family Utilities User's Guide

The debug command loads the application program into its own dynamic memory.
As aresult, the application program obtains dynamic memory from the memory pool
of debug, not from the memory pool of the user session. Because debug uses a
different set of default valuesthan the CL 1, it is possible that the program may
behave differently than when it is run independently.

See also: System Debugger Reference for more details and for commands you
enter at the SDM prompt

If you use an SBX 279(A) graphics subsystem for aterminal, the monitor session
occurs on a different window than the HI window from which you invoke the debug
command. Using two windows allows you to see more debugging context than with
asinglewindow. To return to the HI window, you may use either the mouse or a
previously mapped AL T/Function key.

The command to exit SDM and return to the CLI prompt isg <CR>.
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Error Message

<condi ti on code: menoni ¢c> conmand aborted by EH
This condition code was encountered and the debug command was aborted by the
exception handler.
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delete

Deletes one or more files and/or empty directories, or marks them for deletion if a
user is currently accessing them.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

del ete pathname_list [(q]

Parameters

pat hnane_|i st
One or more pathnames of files or empty directoriesto be deleted. Multiple
pathnames must be separated by commas. Wildcards are permitted.

uer
alvery) Prompts for permission to delete each file in the list. Respond to the prompt with:
Y Delete thefile
E Exit the command
R Delete remaining files without further query
N or other Do not delete thisfile; query for the next

Additional Information

Y ou don't need to be the owner of afileto deleteit, but you must have delete access.
If auser or program is accessing the file (has a connection to it) when you invoke
delete, thefile is marked for deletion, and deleted when all connections to the file are
gone.

Directories must be empty to be deleted with this command.
See also: deletedir command, in this chapter
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To delete adirectory with delete, first delete all files and subdirectories contained in
it. For example, to delete a directory named al pha whose entire contents consist of a
directory beta containing a data file samp, you could enter:

del et e al pha/ beta/ sanp, al pha/beta, al pha
Delete displays this message as it deletes each file or marks the file for deletion:

<pat hnanme>, del eted

A CAUTION
Use wildcards carefully with the delete command. For example,
entering del et e *, a (withacomma) instead of del ete *. a
erases dl filesin your current directory, instead of just those files
endingin .a

The DOS file system does not support the delete access bit. DOS files are owned by
the World user and are either read-only (cannot be deleted) or read/write (can be
deleted by any user). DOS directories cannot be made read-only.

The delete access bit is not supported by iRMX-NET. Normally, append and update
access allow you to delete aremote file if you have add-entry accessto the parent
directory; and add-entry access allows you to delete an empty remote directory.
However, if a user on the remote system has removed del ete accessto afile or
directory, you cannot delete it, regardless of other access permissions.

See also: permit command, in this chapter
deleting files, Installation and Sartup
deleting directories, Chapter 1

Error Messages

<pat hnanme>, del ete access required
Y ou do not have delete access to the file. If thisisaremote file, auser at the remote
system has removed delete access. Y ou cannot change the del ete access locally; a
user at the remote system must grant delete access before this command succeeds.

<pat hname>, 026H. add access required
The pathname to be deleted is a remote file and you do not have add-entry access to
the parent directory.
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deletedir

Deletes one or more directories, including subsidiary files and subdirectories.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax
del et edir pathnane_list [q]

Parameters
pat hnane_|i st

Names of directories or filesto be deleted. Multiple pathnames must be separated by
commas. Wildcards are permitted.

q(uery)
Prompts for permission to enter each directory and to delete each fileinit. Respond

to the prompt with:

Y Enter the directory or delete thefile.

E Exit from the deletedir command.

R Delete remaining directories without further query.

S Skip to the end of this (sub)directory and continue prompting for
directories at thislevel or higher.

A Delete all remaining files and subdirectoriesin the current
directory without further query, then begin querying before
entering the next (sub)directory.

N or other Do not enter this directory or delete thisfile. If givenin response
to the original directory prompt, deletedir exits.
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Additional Information

The deletedir command deletes an entire directory tree or trees. These are examples
of commands:

deletedir dirA
deletedir dirB, dirC

If you specify the query parameter, deletedir displays one of these prompts:

<pat hnanme>, enter directory?
<pat hnane>, del ete?

Deletedir can only delete empty directories; all files and subdirectories must be
deleted first. Thus, if you enter S to skip aqueried file or directory, deletedir cannot
delete that directory or those above it on the same branch. For each of these
directories, this prompt is displayed:

<pat hnanme> del ete directory?

Any response other than N causes an exception code to be returned.

Error Messages

<pat hnanme>, del ete access required
Y ou do not have delete access to the file. If thisisaremote file, auser at the remote
system has removed delete access. Y ou cannot change the del ete access locally; a
user at the remote system must grant delete access before this command succeeds.

<pat hname>, 026H. add access required
The pathname is aremote file and you do not have add-entry access to the parent
directory.
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deletename

Removes specified server names and addresses from the local network Name Server
object table.

Syntax

del et enane obj ect _nane_li st

Parameter

obj ect _name_|i st
Specifies one or more server names (or other object names) to be deleted. Multiple
names must be separated with commas.

Additional Information

A typical Name Server object is the name and transport address of a server system on
the network. Delete the object by specifying the server name. The deletename
command del etes objects from the table on the local system, but not from remote
systems. If the object table contains more than one entry with the same name but
different property types, al entries of that name are deleted by this command.

See dso: Format of names and addresses, setname and loadname commands, in
this chapter

Error Messages

<obj ect _name>, nanme does not exist locally
The specified object nameis not located in the local object table. However, the name
may exist on the network in the object table of another system.

illegal nane
The specified object name is more than 16 characterslong. Verify the name of the
object being deleted, and invoke the command again.
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detachdevice
Detaches the specified devices and deletes their 1ogical names from the root job's
object directory.

Syntax

dd| det achdevi ce | ogi cal _name_list [f]

Parameters

| ogi cal _nane_|li st
One or more logical names of physical devices to be detached. Colons surrounding
the logical names are optional, but if used must bein pairs (:l ogi cal _nane:).
Multiple names must be separated by commas.

f (or ce) The device isto be detached even if connections to files on the device currently exist;
the connections are del eted.
Additional Information

After adevice is detached, no volume mounted on that device is accessible for
system use until the device is reattached.

The Super user may detach any device. Other users can detach only these devices:
«  Devices configured with your user 1D asthe owner ID

« Devicesyou originally attached using the attachdevice command

« Devicesoriginally attached using the wor | d parameter of attachdevice

« Devicesoriginally attached by the World user

Detachdevice returns an error message if you attempt to detach devices originally
attached by other users. This prevents non-Super users from detaching devices
belonging to other users and from accidentally detaching system volumes.

If other users are currently accessing a device, there are connectionsto it and you can
only detach it by specifying the f or ce parameter.

A CAUTION

If you detach the device containing HI commands, you cannot use
the commands until the system is restarted.
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Error Messages
<l ogi cal _nane>, can't detach device

<l ogi cal _nane>, <condition code: menonic>
The listed condition code shows an error condition that prevented detachdevice from
detaching the device.

<l ogi cal _nanme>, devi ce does not belong to you
The device was originally attached by a user other than you or World; you cannot
detach the device.

<l ogi cal _nane>, device has outstanding file connections
There are existing connections to files on the device. Y ou did not specify thef or ce
parameter and detachdevice does not detach the device.

<l ogi cal _nanme>, device is in use
Another user or program is accessing the device (has a connection to afile). You
must specify the f or ce parameter in order to detach the device.

<l ogi cal _nane>, outstandi ng connections to device have been del et ed
There were outstanding connections to files on the volume. Y ou specified thef or ce
parameter and detachdevice deleted the connections. Thisis awarning message
only; it does not prevent the device from being detached.

device is not a device connection
Y ou attempted to detach a remote server device. Remote devices attached by the
BIOS, such as the system containing the Master UDF, cannot be detached by the
EIOS through the detachdevice command.
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detachfile

Terminates the association between one or more files and their logical names
established with attachfile.

Syntax

df | detachfile | ogical _nanme_list [systeni

Parameter

| ogi cal _nane_|li st
One or more logical names that represent the files to be detached. Colons
surrounding the logical names are optional, but if used must be in pairs
(I ogi cal _name:). Multiple names must be separated by commas.

s(ystem
This option indicates that the logical namesin the list are system logical names.
System logical names are cataloged in the root directory and are, therefore, available
to all users. The system option can only be executed by the Super user.

Additional Information

Detachfile also uncatal ogs the detached files logical nhames from your interactive
job's global abject directory.

Y ou cannot use detachfile to detach logical names that represent devices rather than
files. Detachfile returns an error message if you make such an attempt.

Y ou cannot use detachfile to detach logical names originally created by other users.

If you do not specify the system option, detachfile searches for logical namesonly in
the global object directory of your interactive job. However, if you specify the
system option, it searches only in the root job's object directory.

Error Messages

<condi ti on code: menoni ¢c> invalid global job
The HI encountered an internal system problem when it attempted to remove the
logical name from the global job's object directory. The message lists the resulting
condition code.

<l ogi cal _name>, | ogi cal name not all owed
Y ou specified one of the logical names :$:, :term;, :ci:, or :co:. You cannot detach
the files associated with these logical names.
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<l ogi cal _nanme>, not a file connection
Thelogical name you specified is cataloged in the global object directory of your
interactive job, but it is not the logical name of afile.

Must be SUPER user to execute the SYSTEM option
Only the Super user can use the system option.
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deviceinfo
Displays information about the size and avail able space on the specified volume(s).

Syntax

deviceinfo [logical _nane_list] [to]over]|after outpath]

Parameters

| ogi cal _nane_|li st
One or more logical names of volume devices for which information is displayed.
The names must be surrounded by colons (:| ogi cal _nane:), and multiple names
must be separated by commas. If no logical nameis specified, :$: isthe default.

to| over | after outpath
Writes the output to the specified file rather than to the screen.

Additional Information

|:| Note

Y ou cannot use this command with a device that you access
through NFS.

This command supports resident file drivers and dynamic loadable file drivers. This
example shows the type of information produced by deviceinfo for anamed file
driver:

deviceinfo : A: <CR>
A, volume (RMX) on device (AVMH), NAMED file driver
bl ock size = 512 bytes
total bl ocks 2,880 (1.406 Mouytes)
free bl ocks 2,832 (1.382 Muytes)
free files = 200
total files 207
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This example shows the type of information produced by deviceinfo for an EDOS
file driver:

devi ceinfo :sd: <CR>
:SD:, volume (MsS-DOS) on device (C_DOS), EDOS file driver
bl ock size = 2,048 bytes
total bl ocks 40,877 (79.83 Mytes)
free bl ocks 18,967 (37.04 Moytes)
free files unlimted

Thetotal files fieldincludestheinternal system files. The number listed may
be up to seven higher than the number of user filesthat can be created. If
information is not available, the command does not display any information.
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dir
Lists the names (and optionally, attributes) of files and directories contained in a
given directory.
|:| Note
Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.
See also: esubmit command, in this chapter
Syntax

dir [inpath_list] [to]over|after outpath |ist]
[f[ olls[ olllle] [fr]
[so] [i] [p] [da] [for path_list]
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Parameters
i npat h_li st
One or more pathnames of the directoriesto be listed. Multiple pathnames must be

separated by commas. If no parameters are specified, your current working directory
(:$:) islisted. Wildcards are not permitted.

to|l over|after outpath_li st
Writes the output to the specified file (or device) rather than to the screen. Multiple
pathnames must be separated by commas and match the number specified in
inpath_list.

f (ast) [one]
Lists only filenames and directory names. Thisisthe default listing format. The
output isin five columns unless you specify one, for asingle column.

s(hort) [one]
Lists names, file attributes, your access rights to the files, and sizes. The output isin
two columns unless you specify one.

| (ong) Inaddition to the information listed for short, lists the volume and file granularity, the
owner, and the date last modified.

e(xt ended)
In addition to the information listed for | ong, lists the date and time of creation, last
access, and last modification; also lists the users who have access to the file and their
accessrights.
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fr(ee) Liststheamount of free space available on the volume containing the given directory,
including the number of freefiles, free volume blocks, and free bytes. This
information is automatically displayed for short, long, and extended listings.

so(rt) Sortsthelist in alphanumeric order (except on DOS devices).

i (nvi si bl e)
Additionally listsinvisible files: those beginning with the characters R? or r?. If you
omit this parameter, invisible files are not listed.

p(arent)
Displays an entry for the directory specifiedini npat h_1 i st , in addition to the files
contained in the directory. Inalist of directories you may specify afileif you
include the par ent parameter.

q(uery) Prompts for permission to list adirectory. Respond with:

Y List the directory

E Exit the command

R List remaining directories without further query
N or other Do not list the directory; query for the next

for path_list
In the directories specified by i npat h_I i st , listsonly those files that match a name
inpat h_list. Wildcards are permitted.

Additional Information

Y ou do not need to be the owner of adirectory to list its contents with dir; however,
you must have list access to the directory. In DOSRMX and iRMX for PCs, you can
list any directory in the DOSfile system.

See also: Accessors and access rights, per mit command, in this chapter

To list your current working directory inf ast format, enter di r without parameters.
However, to use alisting format other than f ast , you must specify the directory
name explicitly. The short, long, and extended listings display the amount of space
used by the listed files and the amount of free space on the volume.

TheiRMX dir command does not work exactly like the DOS dir command. Inthe
iRMX OS, if you just type dir, it displays all filesin the current directory (:$:), asin
DOS. If, however, you include command line parameters, you must type $ to specify
the current directory.
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For example, to display just the file myfile in the current directory, you cannot enter
dir nyfile. Youmustenterdir $ nyfile. Thedir command alwaysinterprets
the first command line parameter as a directory, so when you typedi r nyfil e, it
attempts to display the contents of a subdirectory named myfile under the current
directory. Similarly, if you want to display al invisible filesin the current directory,
you cannot enter di r i (the“invisible” switch), youmustenterdir $ i .

Another use of the dir command is to display the names of the HI system commands,
utilities, or development tools available on your system, with the commands shown

below:
dir :system
dir :utils:
dir :lang:
Examples

The examples are followed by explanations of the fields in the listings, and the field
differences for DOS and remote file listings.

This command displays along listing for the current directory:
dir $ 1

03 JAN 91 21:55: 24
directory OF nydirl ON VOLUMVE nyvol

GRAN
NANME AT ACC BLKS LENGTH VOL FIL ONNER LAST

MOD
ed -R-- 11 1,057 1,024 1 # 47 02 MAR
90
prograns DR DL- - 30 30,185 1,024 1 # 47 03 JAN
91
f mat DRAU 1 39 1,024 1 WORLD 08 Nov
90
OoBJfile ---U 3 2,895 1,024 1 # 47 18 DEC
89
al phal. P28 DLAC 2 1,304 1,024 1 # 50 22 OCT
90
al phal. MP1 DLAC 6 5,397 1,024 1 # 50 22 CCT
90
manual s DR -L-- 1 304 1,024 1 # 47 02 JuL
90

7 files 54 BLKS 41, 181 BYTES

33 files 3,000 BLKS 3,072,000 BYTES FREE
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This command displays an extended listing for the current directory:

dir $e

03 JAN 91 21:50:24
directory OF nydir ON VOLUME nyvol

GRAN
NAME AT ACC BLKS LENGTH VOL FIL OMNER
LAST MOD
prograns DR DL- - 30 30, 185 1,024 1 # 47 03 JAN
91
CREATI ON: 01 JAN 91 04:05: 44 ACCESSORS
ACC
LAST ACC. 03 JAN 91 05:52:33 # 47
DL- -
LAST MOD: 03 JAN 91 05:52:33 # 50 -
LA-
# 82 -
L--
ed -R- 11 1, 057 1,024 1 # 47
02 MAR 90
CREATION: 11 NOV 85 12:24:05 ACCESSORS
ACC
LAST ACC. 02 MAR 90 14:22:16 # 47 -
R--
LAST MOD: 02 MAR 90 14:22:16
f mat DRAU 1 39 1,024 1 WORLD
08 NOV 90
CREATION: 01 NOV 87 08:54:39 ACCESSORS
ACC
LAST ACC: 03 JAN 91 14:56:59 WORLD
DRAU
LAST MOD: 08 NOV 90 20:44:01
3 files 42 BLKS 31, 281 BYTES
33 files 3,000 BLKS 3,072,000 BYTES FREE
Thisisthe meaning of fields shown in the listings.
Heading M eaning
NAME Up to 14-character filename (8.3 charactersin DOS)
AT File attribute, where:
DR = Directory
MP = Bit mapfile
blank = Datafile
ACC File access rights of the user who entered the dir command
For Directories:. DLAC For Data Files: DRAU
D = Delete
D = Delete
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L =List R = Read
A =Add A = Append
C =Change U = Update

BLKS

LENGTH

VOL
FIL

OWNER
LAST MOD

CREATION
LAST ACC
LAST MOD

ACCESSORS

DOS Files

The size of DOS directoriesislisted as0. All files are owned by the World user.
The CREATI ON, LAST ACC, and LAST MODtimes are all equal to the DOS | ast

modi fi ed time.

NFS Files

9-digit number (5 digits on short listing, unless the number is too
long) giving the volume-granularity units allocated to the file

10-digit number (7 digits on short listing, unless the number istoo
long) giving the length of the file in bytes

5-digit number giving the volume granularity in bytes

3-digit number giving the granularity of the file in multiples of
volume granularity

User ID of the file owner

Date of last file modification

Dates and times of file creation, |ast file access, and last file
modification

User IDs of users who have access to the file, followed by the
access rights of the corresponding user. The format isidentical to
ACC, above.

Access rights and user |Ds map differently between iRMX and other OSs when you

use NFS.

See also: permit command for information on NFS mapping

Remote iRMX-NET Files

Y ou own and have full access to any new remote output files created by the dir
command. The listing format isidentical to that for local directories. However,
some fields of iIRMX-NET remote directory listings have different interpretations:
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- TheACCfield supportsthe R (read), A (append), and U (update) access controls
for datafiles, and the L (list) and A (add entry) access controls for directory files.
The D (delete) and C (change entry) values are omitted from the ACC field.
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« Remote directory listings display the number of files, blocks, and bytes used by
the remote directory. The listings omit thisinformation for the entire volume.
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The user IDs in the OWNER and ACCESSORS fields may not be the same as a
listing on the remote system. Y our (client) system receives a user name from the
server for thesefields. Your system obtains the user ID that corresponds to that
user name from its own User Definition File (UDF). If your system and the
remote system are in different Administrative Units (subnetworks), and if both
systems contain a user by the same name, the user IDs are likely to be different.

If the user name received from the server does not exist in the client UDF, the
user ID isdisplayed as 65534.

The vVOL granularity field is estimated by the Remote File Driver, using the value
returned by aBIOSrq_get_file statuscall.

The BLKS field is calculated by dividing the LENGTH field by the estimated value
of the VOL granularity field.

TheFI L granularity is assigned avalue of 1.

Error Messages

no directory files found

None of the files you specified were directories.

<pat hname>, READ access required
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Y ou do not have read (list) access to the directory.
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disconnect

Removes aterminal connection established with the connect command; cannot be
used for virtual terminals.

Syntax

di sconnect : I ogical _nane:

Parameter

I ogi cal _nane:
Thelogical name for the physical terminal device that is to be disconnected.

Additional Information

The specified logical name is deleted from the root job's object directory and the
terminal returns to locked status, under HI control.

The Super user may disconnect any connected terminal. Other users can disconnect
only those terminals connected by themselves or by the World user. Disconnect
returns an error message if you attempt to disconnect aterminal originally connected
by another user.

If you change the terminal attributes while the terminal is connected, the changes
remain in force after the terminal is disconnected. Note your terminals attributes
before connecting; you must restore them before the HI can use the terminal.

Error Messages

<l ogi cal _name>, is not a term nal connection
The specified name does not represent aterminal connection.

<l ogi cal _nane>, has not been connected
The specified name has not been connected using the connect command.

<l ogi cal _nanme>, not found
Theterminal connected as <l ogi cal nane> cannot be found in the terminal table.

<l ogi cal _nane>, device does not belong to you
The device was originally connected by a user other than you or World; you cannot
disconnect the device.

* invalid wildcard specification
Wildcards are not supported.
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diskverify

Invokes the Disk Verification Utility, which inspects, verifies, and corrects the data
structures of iRM X physical and named volumes. Operates as a single command
(described here) or in interactive mode.

See also: Using diskverify in interactive mode, Appendix B

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c _send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

di skverify :logical _nane: [to|over]|after outpath]
[disk|gb|v[ options]|fix[ options]]

The optionsfor theveri fy andf i x parameters are shown in the diagram on the
next page.

134 Chapter 2 Command Descriptions



HI command diskverify

Parameters

| ogi cal _nane
Logical name of the secondary storage device containing the volume to be verified.
The colons are not required.

to| over|after outpath
Pathname of the file to receive the output from diskverify. If you omit this
parameter, and/or no preposition is specified, the output goes to the console screen
(:co:). You cannot direct the output to afile on the volume being verified; if you do,
the utility returns an error message.

di sk Displays attributes of the volume, such as the type of volume, device granularity,
block size, number of blocks, interleave factor, extension size, volume size, the root
fnode number, and number of fnodes.

gb (or get badtracki nf o)
Reads and displays the bad track information from the volume. Output redirected to
afile may be used asinput to the format command by removing the header
information.

v(erify)
Verifies the volume according to the specified option. If you omit the option, the
utility performs naned verification.

Command Reference Chapter 2 135



diskverify HI command

fix

Verifies and fixes the volume according to the specified option. After performing the
veri fy functions, the utility tries to fix several types of inconsistencies on the
volume. Using thef i x parameter may prove dangerous, since it changes data on the
disk. For example, during N1 verification, f i x corrects the checksums on fnodes
with bad checksums. However, an fhode with a bad checksum may indicate another
fnode problem which needs attention.

Itisbesttousefi x in this manner:
1. Usediskverify withtheveri fy option.

2. Examine the output and the problems on the volume to determine the type of fix
needed.

3. If the problems can be fixed using diskverify, invoke diskverify withthefi x
option to correct the problem.

n(amed) Performs both the N1 and N2 options described below. |f you omit an option to

verify orfix, named isthe default.

nl (or namedl)

al |

list

For named volumes only, checks the fnodes of the volume to ensure that they match
the directoriesin terms of file type and file hierarchy. This option also checksthe
information in each fnode to ensure that it is consistent and displays alist of filesin
error, with information about each file. When used with f i x, the N1 option corrects
bad checksums and attaches orphan fnodes to their parents.

See also: Fnodes, format command, in this chapter

For named volumes, this option performsthe N1, N2, and physi cal functions. For
physical volumes, only the physi cal option isdone.

A control you may use with any option that activates N1 verification (naned, N1, or
al 1). When you use this control, the same file information generated by veri fy or
fi x isdisplayed for every file on the volume, even if the file contains no errors.

n2 (or named2)

For named volumes only, checks the allocation of fnodes on the volume, checks the
allocation of space on the volume, and verifies that the fnodes point to the correct
locations on the volume. When used with f i x, the N2 option saves on the volume the
correct bit maps constructed during verification. It also removes fnodes with
multiple references fromillegal parent directories.

physi cal

136

Appliesto both named and physical volumes. This option reads all blocks on the
volume and checks for 1/0O errors. It displays block numbers where errors are found.
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Additional Information

Diskverify ismost useful after such occurrences as power irregularities or accidental
reset. Diskverify can be used on only named and physical volumes; it cannot be used
on remote, NFS, EDOS, or DOS volumes. In DOSRMX and iRMX for PCs, use this
command only for aniRMX partition, not for a DOS drive or a partition containing
the DOS file system.

Diskverify can be used in two ways:

« Asasingle command that verifies the structures of a volume and returns control
to the Human Interface; this mode is covered here.

« Ininteractive mode, which you enter if you don't specify any parameters after
out pat h; interactive mode is covered later in thismanual. Using diskverify in
interactive mode requires a more thorough understanding of iRM X volume
structures to avoid damaging the volumes.

See also: diskverify in interactive mode, Appendix B
iRMX volume structures, Appendix C

When you invoke the diskverify command, the utility responds by displaying this
message, where Vx. y is the version number of the utility:

i RMX Disk Verify Uility, Wx.y
Copyri ght <year> Intel Corporation
Al'l Rights Reserved

In single-command mode, the results of your diskverify command follow
immediately after the sign-on message. If you enter the interactive mode in error, the
sign-on message is followed by a prompt (*). To exit diskverify at the* prompt,
enter qui t .
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Unless you are the Super user, you may only invoke diskverify for devices attached
by you or the World user. The diskverify utility reattaches the device as a physical
device before verifying it. When the utility finishes, it reattaches the device asit was
before you invoked the utility.

If you verify the system device (:sd:), the OS deletes all connections to the device;
thus you must reboot the system before entering more commands.

See also: Named and physical volumes, format command, in this chapter

Examples
1. Thisexampleusestheveri fy option:

-diskverify :f1: verify named2 <CR>
i RMX Disk Verify Uility, W.y
Copyright <year> Intel Corporation
Al Rights Reserved
DEVI CE NAME = F1 : DEVICE SI ZE = 0003E900 : BLOCK Sl ZE= 0080
' NAMED2'  VERI FI CATI ON
BIT MAPS O K.

The DEVI CE Sl ZE is a hexadecimal number of bytes. The BLOCK SI ZE isthe
volume granularity in hexadecimal; thisis the size of ablock on this volume.

If there were errors found, they would be reported as shown below. Thisdisplay also
appliestothenl option and thef i x parameter. If youusethel i st control, this
type of information is reported for all files, without an error message for filesnot in
error:

FI LE=(<fil ename>, <fnodenunmp): LEVEL=<lev>. PARENT=<parnt>: TYPE=<typ>
<error nessages>
<f nodenun®

Hexadecimal number of the file's fnode.

<l ev> Hexadecimal level of thefilein the file hierarchy. The volume's root
directory isthe only level O file. Filesin theroot directory arelevel 1
files. Filesinlevel 1 directoriesarelevel 2 files, etc.

<parnt>  Hexadecimal fnode number of the directory that contains thisfile.

<typ> File type, either DATA (datafiles), DI R (directory files), SMAP (volume
free space map), FMAP (free fnodes map), BMAP (bad blocks map), or
VLAB (volume label file). If diskverify cannot ascertain that the fileis
adirectory or datafile, it displays the characters**** in thisfield.
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2. Thisexample usesthef i x option to perform both named and physi cal
verification of a named volume and correct the problems on the volume. Notice
the prompt to save the bad block map from the physi cal verification.

-diskverify :f1: fix ALL <CR>
i RMX Disk Verify Uility, Wx.y
Copyright <year> Intel Corporation
Al'l Rights Reserved
DEVI CE NAME = F1 : DEVICE SIZE = 0003ES00
' NAMEDL' VERI FI CATI ON
' NAMED2' VERI FI CATI ON

BIT MAPS O K
" PHYSI CAL' VERI FI CATI ON

NO ERRORS

free fnode map saved

free space map saved
save bad bl ock map? <y>

bad bl ock nap saved

BLOCK SI ZE= 0080

3. Thisexample usesthe di sk option. Thisisfor a named device; many of these
fields are not displayed for a physical device.

-diskverify :f2: disk <CR>

i RWX Disk Verify Uility,

VX.y

Copyri ght <year> Intel Corporation

Al'l Rights Reserved

Devi ce nane WFO
naned di sk, vol une nane UTILS
device granularity 0080
bl ock size 0080
nunber of bl ocks 0000072D
nunber of free bl ocks 00000408
vol une size 0003E900
interl eave 0005
ext ensi on size 03
nunber of fnodes 0038
nunber of free fnodes 0022
root fnode 0006
save area reserved no
MBA second stage incl uded no
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4. Thisexample usesthe get badt r acki nf o option. This option may be useful on
aMultibus | system when migrating from a 215G controller to a 214 or 221
controller.

-diskverify :sd: to :fl1: WORK/ BT GB <CR>
Thisinformation is written to the : f1: work/bt file:

Bad track information
cyl head sector
0034 03 00

0043 02 00

0316 00 00

Error Messages

In addition to the errors listed below, theveri fy and f i x options produce error
messages.
See also: diskverify error messages, Appendix B

argunent error
The option you specified is not valid.
conmmand synt ax error
Y ou made a syntax error when entering the command.

devi ce size inconsistent size in volunme | abel = <valuel> : conputed

size = <val ue2>
When diskverify computed the size of the volume based on the physical name used
for attachment, the size it computed did not match the information recorded in the
volume label. Itislikely that the volume label containsinvalid or corrupted
information. Thisisnot afatal error, but it indicates that further errors may occur
during verification. Y ou may have to reformat the volume or use the diskverify
utility to modify or restore the volume label.

not a named di sk
You tried to perform ananmed, nanmed1, or naned?2 verification on aphysical
volume.

Can't attach device
Diskverify's attachdevice system call failed or you specified the logical name of a
remote server.
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domain

Sets the search domain of al subnets the iIRMX-NET Name Server can access. Use
this command when you have set up a network with any subnet 1Ds except 1, using
routable iNA 960 jobs.

Syntax
domain [-a ID-range]] [-d ID-range]]

Parameters
-a Addsasingle ID or arange of IDsto the search list.
-d Deletesasingle ID or arange of 1Ds from the search list.

Additional Information

Without any parameters, domain displays the current search domain. With either
parameter, domain displays the current search domain after the addition or deletion.

When adding or deleting I1Ds, specify either asingle subnet ID or arange of IDs
separated with a dash (-) and no spaces. The ID must be afour-digit hexadecimal
number followed by an H. For example, to add subnet 4 to the current search
domain, enter:

domain -a 0004H
To enable searching of all subnetsfrom 1 to 1AH, enter:
domain -a 0001H O001AH

The maximum number of subnetsto be searched is80. Y ou can specify subnet IDs
not currently in use. However, adding more subnet IDs to the search domain slows
down Name Server operations.

Y ou can add the domain command to the loadinfo file following the sysload
command that |oads the iRMX-NET job.

See also:Multibus I Subnet and Multiple Subnets, Network User’s Guide
and Reference
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dump

Displays one or more files in hexadecimal format.

Syntax
dunp inpath_list [to]over|after outpath_list] [blw [q] [p=nun

Parameters

inpath_list
One or more filenames separated with commas. Wildcards are permitted.

to|over|after outpath_list
Writes the output to the specified file(s) rather than to the screen. If you specify
multiple input files and one output file, the output is appended.

b(yte) Displaystheinput files as 2-digit hexadecimal numbers, with the ASCII printable
characters on theright. Thisisthe default format.

w(or d) Displaysthe input files as 4-digit hexadecimal numbers.

g(uery) Prompts for permission to process each file. Respond to the prompt with:

Y Display the file

R Display remaining files without further query
E Exit the command

N or other Don't display the file; query for the next

p(agew dt h)=num
Specifies the width of the output display in number of characters. By default the
number is decimal, but you can specify octal or hexadecimal by appending an O or
H. If this parameter is not entered, the default width for byte displaysis 80
characters, and for word displaysis 55 characters.

Additional Information

All input files are considered one logical file. Therefore the offsets at the beginning
of each line are not reset to 0 between each file. The default output isin columns of
eight bytes for byte format and columns of four words for word format.
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enetinfo

enetinfo

Displays the Ethernet addresses of the local system.

Syntax

enetinfo

Additional Information

The output of the enetinfo command is similar to:

Subsystem | D Et hernet Hardware Address

0x20

0ox2f

00: aa: 00: 02: fd: 3a
a2: a4: a6: a8: aa: 00

The Subsystem ID indicates the subsystem being used by iNA 960 network software.
The Ethernet address is encoded on the network controller board. InaMultibus ||
system you may have as many as three active network controller boards by using
MIX 560 boards. In this case the enetinfo command displays the subsystem ID and
Ethernet address for each board. iNA 960 assigns subsystem | Ds according to the
Data Link subsystem on each board:

Subsystem ID
20H
21H
22H
23H
24H

2FH

Board

first MIX 560

SBX 586 board, EWENET module, or EtherExpress 16
second MIX 560

third MIX 560

82595TX component, EtherExpress PRO/10, SBC P5090 and
P5120 PC-compatible boards, all versions

Multibus 1l subnet

When configuring TCP/IP, you assign a particular stream to one of the boards in the

inetinit.cf file.

See also: /deviedlina2x and inetinit.cf, TCP/IP and NFSfor the iIRMX Operating
System
Subsystem field in request blocks, Network User's Guide and Reference
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esubmit

Reads and executes a set of commands from afile called an esubmit file. The
esubmit command allows more replaceable parameters than submit, and the esubmit
file may contain programming statements and user-defined variables.

Syntax

esubmit pathname [(param|list)] [to|]over|after outpath] [e]
[cc (char)] [nt (char)] [noexecute (ne,e)] [sc (char)]
[set (variable [=value][, variable [=value]...] )]
[reset (variable list)]

4<esubmit pathname\
(parameter-list) o

(o o

=value

<o
W-3469

Parameters

pat hnane
Name of the file from which esubmit executes commands. Thisfile may contain
nested esubmit commands. Typically the filename has the extension .csd, which you
do not include in the pathname. If no such fileisfound, the filename is assumed to
be exactly as entered here.
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param | i st
Asmany as 36 actual parameters, separated by commas, that are to replace formal
parameters in the esubmit file. Y ou must surround this parameter list with
parentheses. To omit a parameter in the middle of the list, reserve its position by
entering acomma. |f a parameter contains a comma, space, or parenthesis, enclose
the parameter in single or double quotes. The sum of all charactersin the parameter
list must not exceed 1024 characters.

to| over|after outpath
Writes the output from each command in the esubmit file to the specified file rather
than to the screen. Commandsin the esubmit file may redirect their own output; that
output is not written to thisfile.

e(cho) Datawritten to an output fileis also echoed to the screen. Nested esubmit
commands do not have their contents echoed to the screen unless they are al'so
invoked with the echo parameter.

cc (or cont char or conti nuati onchar)
Specifies a character in parentheses to be used as a line continuation character in
esubmit subcommands. By default, the continuation character is& .

mc (or met achar)
Specifies a character in parentheses to be used by esubmit as a metacharacter. By
default, the metacharacter is$. The metacharacter at the beginning of aline in the
esubmit file indicates the line contains an esubmit subcommand, rather than an OS
command.

ne (or noexecut e)
Displays the commands without actually sending them to the iIRMX Human
Interface.

sc (or subchar or substitutionchar)
Specifies a character in parentheses to be used by esubmit as a substitution character.
By default, the substitution character is%. The substitution character isused to
indicate substitution of formal parameters and esubmit variables.

set vari abl e [=val ue]
Sets one or more user-defined variable names to the specified numeric value. If the
valueis not specified, the default isone. The variable list must be within parentheses
and the variables must be separated with commas. The requirements for variable
names and values are described in alater section.

reset variable_list
Sets one or more user-defined variable names to zero. The variable list must be
within parentheses and the variables must be separated with commas.

See also: Example 6 for this command
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Additional Information

|:| Note

Do not include the following commands in an esubmit file;
backup restore
pause telnet

If you use aform of the following commands that requires user
input in an esubmit file, you must use the eor esponse and

cor esponse subcommands with esubmit to access the user
repsonse. Without access to the required user input the commands

will fail.

accounting format
addloc ftp
copy help
copydir locdata
date permit
delete remini
deletedir rename
dir time
diskverify

The esubmit command has these characteristics in common with the submit

command:

« Any program that reads its commands from the console input (:ci:) can be
executed from within an esubmit file. With certain restrictions described at the
end of this section, a submit file may be used with the esubmit command.

«  The esubmit command can be nested in an esubmit file to any level, within the
limits of memory.

«  |f esubmit is operating in the foreground, you may enter a <Ctrl-C> to abort
esubmit processing and return control to the command line.

«  Youown and have full accessto any new files created by the esubmit command,
including files created by the t o, over, or af t er parameters.
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To use the esubmit command, you must first create atext file that defines the
command sequence. Esubmit supports aliases similar to the way in which the iIRMX
CLI does for iIRMX commands (note that this does not include alias support for
esubmit commands). The alias and dealias commands, and alias expansion are
supported. The difference between the alias support in esubmit and in the iIRMX

CLI isthat esubmit treatsthe "?" (question mark) character as a single character wild
card. TheiRMX CLI treatsthe "?" character as a supported ASCII character for the
alias abbreviation and the alias expansion.

Other CLI commands, such as background, cannot be used in the file. Before
submitting commands in the file to the OS, esubmit processes these elementsin the
file:

- formal parameters
«  esubmit variables
«  esubmit subcommands

In most cases, an error within an esubmit subcommand causes esubmit to terminate.
When all commands in the esubmit file have been executed, esubmit displays:

END esubnit <pat hnane>

Formal Parameters

Formal parameters in the esubmit file are specified by the characters %n, where % is
the substitution character and n ranges from 0 through 9 and A through Z, in that
order. Lettersused asformal parameters are not case-sensitive. When esubmit
executes the file, it replaces the formal parameters with the actual parameter list in
the esubmit command. Thefirst actual parameter replaces all instances of %0, the
second parameter replaces all instances of %1, and so forth. |If the actual parameter
is surrounded by quotes (to avoid command-line interpretation of a comma, space, or
parenthesis in the parameter), esubmit removes the quotes before performing the
substitution. If there is no actual parameter that corresponds to a formal parameter,
esubmit replaces the formal parameter with anull string.

Within each line of the esubmit file, substitution of formal parameters occurs before
processing of esubmit subcommands. Therefore, the metacharacter, a subcommand,
or an expression within a subcommand may be passed as an input parameter.

See also: Example 1 for this command

Variables

Variables are names defined by the user and set to a numeric or string value on the
command line or in an esubmit file. Numerical and string variable names can be 1 to
32 characters and are not case-sensitive. String variables follow the same syntactic
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rules as numerical variables, except that all string variables start with an underscore
() followed by either A through Z or athrough z. The maximum length of the value
of each string variable is 128 bytes.

There are five new read-only esubmit variables.

- dat e isanumeric variable that contains the value yymmdd in decimal where yy
isthe last two digits of the year, mmisthe month, and dd is the day of the current
date.

« tinmeisanumeric variable that contains the value hhmmssin decimal where hh
is the hour, mmisthe minute, and ssis the second of the current time.

- _date isastring variable that contains the value mmy/dd/yy where yy isthe last
two digits of the year, mmisthe month, and dd is the day of the current date.

e _timeisastring variable that contains the value hh:mm:ss where hh is the hour,
mm s the minute, and ssis the second of the current time.

« _hosti disastring variable that contains the interconnect board id for the
current board.

Two variable names are reserved:

+ Commandexcep always contains the condition code of the last command
executed. This read-only variable cannot be changed with the set or reset
subcommands.

« I nputparanet er s isaread-only variable that contains the value of the number
of input parameters (within parentheses) that were passed by the CL1 to the
command sequence definition file.

Variables can be set to any whole number value in the range 0-OFFFFFFFFH. When
you set avalue, the default base is decimal, but you may specify the base by
appending one of these lettersto the value: B for binary, O or Q for octal, D or T for
decimal, H or X for hexadecimal, or E for enumerated. Enumerated numbers range
from O through 9 and A through Z, with equivalent decimal values of 0 through 9 and
10 through 35. To distinguish between variable names and values, values must begin
with anumeral 0 through 9.

See also: Example 2 for this command

String variable values are assigned using the set and for subcommands. Set supports
concatenation using the plus (+) character. For supports setsinside braces ({ and })
delimited by commas. All valuesthat are not other string variables must be enclosed
within quotation marks. Both single and double quotation marks are supported, but
they must match within a single assignment statement. An example of a set
command with a string variableiis:

$SET _stringvar = "ny string' s val ue"
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This assigns the value enclosed by the double quotes, including the single quote, to
the string variable _st ri ngvar . An example of a set command with concatenation
is:

$SET _stringvar = _stringvar + ' delimter ' + _stringvar
An example of afor command with setsis:
$FOR _stringvar = {"one",'two',_stringvar+"three's", ' four'}

String variables are maintained in an internal table separate from the one for
numerical variables, and, therefore, do not count against the limit of numerical
variables. The default maximum number of string variablesis 32. Thisis
configurable with the commands allocatestring, clear string, and initstring, which
are equivalent to the allocate, clear, and init subcommands for numeric variables,
respectively. The maximum allowable number of string variablesis 128. Each entry
in the table takes 162 bytes (1 byte for the variable name length, 32 bytes for the
variable name, 1 byte for the string value length, and 128 bytes for the string value).

Generally, avariable name within esubmit subcommands may be used to represent
the value to which it is set. However, when writing information to a file or issuing an
OS command, you need the actual value as an ASCI| string rather than the variable
name that represents the value. To accomplish this, format the variable namein the
esubmit file as a variable substitution string. The esubmit command replaces the
substitution string with an ASCI| string corresponding to the current numeric value.
This processis similar to replacing formal parameters.

The esubmit command substitutes the value string for variables preceded by the
substitution character and metacharacter, and followed by the metacharacter. You
may format the way the value string is displayed when substitution takes place by
embedding optional control characters before the variable name. The syntax for
variable substitution is shown below; the characters cannot be separated with spaces.
The closing metacharacter may be replaced with an end-of-line or end-of-file.

subchar netachar [base digits zerosupp] variabl e netachar

Base, di gi t s, and zer osupp are format control characters that may occur in any
order, but each may only be specified once for a given variable. Each control
character is preceded with a backslash (\). Control characters are not case-sensitive.
If no variable name is provided, the value O is substituted in the specified format.

base By default, the value is substituted in decimal. 'Y ou may specify the
base with a two-character code: \B for binary, \O or \Q for octal, \D or
\T for decimal, \H or \X for hexadecimal, or \E for enumerated.

digits Thisis atwo-character code specifying the number of digitsto use: \O
through \9. If the specified number is smaller than the number of
significant digits, this code isignored (the string %%\ 2var $ with
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var =1234 becomes 1234). If the specified number is greater than the
number of significant digits, the display is padded with leading zeros
(the string 9%\ 4var $ with var =3 becomes 0003).

zerosupp If thevalueisO, it issubstituted in the number of digitsindicated (one
by default), unless you specify 0 suppression with a\Sor \Z. Zero
suppression takes precedence over the number of digits (the string
9%\ Z\ 2var $ with var =0 displays nothing). Zero suppression does not
suppress leading Os in a non-zero value.

Examples of the string substituted for the variable nyvar = 165 are shown below:

Variable String Substituted String
%$myvars 165

%HHmMyvars A5

%$\2\5myvar 00165

Part of a variable name may be formed by embedding a formal parameter or another
variable substitution string. Theformis%bvari abl eX$ wherevari abl e is at least
one character and X isaformal parameter (%0 through %Z) or a second variable
string. For example, assume the variable myvar 2 has the value 7, the first input
parameter (%0) is 2, and the variablei ndex2 hasthe value 2. During substitution,
the strings ¥y var 99$, ¥&nyvar ¥$i ndex2$$, and ¥&nyvar %$i ndex%0$$
become instances of %myvar 2$. Each isreplaced with 7.

When an esubmit command is nested in an esubmit file, the nested esubmit shares
no variables with the parent esubmit. Each invocation of esubmit starts with a
buffer large enough for 80 variables. Refer totheal | ocat e, cl ear, andi ni t
subcommands for information about manipulating the buffer size.

Using Esubmit Subcommands

150

Esubmit subcommands are commands in the esubmit file to control processing. You
indicate a subcommand with a metacharacter ($ by default) at the beginning of the
linein the esubmit file. The metacharacter must be in the first column; if you indent
subcommands, do not indent the metacharacter. Subcommands are not case-
sengitive. A subcommand may be continued on subsequent lines with the
continuation character (& by default). Any text following the continuation character
on the samelineisignored. Subsequent continuation lines may optionally include a
metacharacter in the first column.

Within a subcommand, the semicolon (;) is acomment character. Any text following
a semicolon on a subcommand lineisignored. However, variable substitution and
input parameter substitution occur in a comment.

Some subcommands define programming expression blocks that conditionally
execute OS commands within the block. The subcommands to terminate a block
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(endi f, endwhi | e, endunti | , endcase, end, and next ) are matched with the
most recent corresponding subcommand (i f , i f exi st, i f not exi st, dowhil e,
dountil, case, do, andf or). Programming expression blocks may be nested up to
14 deep, in any order. Subcommands may contain mathematical or logical
expressions as arguments. Elements in expressions are not case-sensitive.

Mathematical and Logical Expressions

Mathematical expressions are expressions eval uated to a whole number in the range
0-OFFFFFFFFH. Mathematical expressions have the form:

operand [operator operand]...

An operand may be a numeric constant (optionally followed by a character indicating
the base), avariable, or another mathematical expression enclosed in parentheses.

Operators are the characters % (modulus), * (multiplication), / (division), +
(addition), and - (subtraction). When the substitution character is %, a space or tab
must follow the % modulus operator on a subcommand line. Otherwise, the
substitution character takes precedence over the modulus operator. Thisisthe order
of precedence for operators:

0

% Evaluated | eft to right
* and/ Evaluated left to right
+and - Evaluated left to right
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Thisis an example of a mathematical expression:
(36H / (17 + subtotal)) % 32

Logical expressions are expressions evaluated to TRUE or FALSE. TRUE is defined
asthe least significant bit on (all other bits are ignored) and FAL SE is defined as the
least significant bit off (all other bits are ignored). Logical expressions have the
form:

[not] variable [relation expression] [logical [not] variable ...]

Rel ati onisoneof <, <=, =, <> >= or >. Expressi on isamathematical

expression enclosed in parentheses, a variable, or a numeric constant (optionally

followed by a character indicating the base). Logi cal isone of thelogical operators

AND, OR, or XOR. Thisisthe order of precedence for elementsin alogical

expression:

0

NOT

AND, OR, and XOR Evaluated left to right. (The current order of evaluation
does not follow commonly accepted practice, which is

AND evaluated | eft to right, then OR and XOR evaluated
left to right.)

Thisisan example of alogical expression:

myvar = 32T OR NOT nyvar = 10H
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Subcommand Descriptions

al l ocate
cl ear
init

br eak

Command Reference

Theal | ocat e, cl ear,andi ni t subcommands adjust the size of the
variable table buffer. Thisisabuffer that stores the variable names
and values; when esubmit isinvoked the buffer has room for 80
variables. I nit andcl ear are equivaent, and reinitialize the buffer
so no variables are currently stored init. Al | ocat e reinitiaizesthe
buffer without losing the current contents, unless you specify a new
buffer size smaller than the existing number of variables. These
subcommands can be used to dynamically tune the esubmit memory
requirements and resource availability. It takes 37 bytes to store each
variable in thetable: 1 byte for the variable name length, 32 bytes for
the name, and 4 bytes for the value. The form of the subcommand is

$keyword [ mat hemati cal expression]

wherekeywor d isal | ocate, cl ear,orinit,andmat hemati cal
expr essi on isthe number of variables to be supported by the new
table. The maximum number of variablesis 600H; if more than 600H
are requested, the number is reduced to 600H. If you specify O, or if
no mathematical expression is provided, the default number is 80. If
you use al | ocat e to make the buffer smaller than the current number
of variables, only the specified number of variablesis preserved. The
most recently declared variables are lost.

See also: Example 3 for this command

If an error is encountered trying to change the buffer using one of
these subcommands, esubmit continues and the previous variable
buffer is maintained.

The br eak subcommand executes an Interrupt 3 to break to the debug
monitor. When this subcommand is executed, all processing in the
system is halted. To allow pending 1/0 to complete beforethe INT 3,
it is prudent to execute adel ay subcommand immediately before the
br eak. The subcommand has the form:

$BREAK
See also: Example 4 for this command
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val ue. ..

defaul t. ..

endcase

cl ear
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These subcommands conditionally execute lines of text between them,
where the text may be other subcommands and/or OS commands.
Case begins the conditional block and endcase terminatesit. Val ue
and, optionally, def aul t define blocks of text between the case and
endcase.

Only one block of text is executed: the block following the first

val ue expression equivalent to the value in the case subcommand.

If noval ue expression is equivalent to the case expression, the block
of text following the def aul t subcommand is executed. (Including
val ue subcommands after the def aul t subcommand is pointless,
sincethedef aul t or apreviousval ue expression will have already
forced execution of atext block.)

Thecase. . . endcase block has the form:

$CASE mat hemati cal expression
$VALUE mat hemati cal expression

t ext

[ $VALUE nat henmti cal expression]
[text]

[ $DEFAULT nat henmti cal expression]
[text]

$ENDCASE

Thisisan example of acase. . . endcase block:

$CASE 5 - 200 % (nyvar * 3)
$VALUE newar - 1

t ext

$VALUE (newar * 2) - 3

t ext

$DEFAULT

t ext

$ENDCASE

Seetheal | ocate, cl ear, i ni t description.
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coresponse
eoresponse

conti nuati onchar
cont char

Command Reference

These commands execute the ¢_send_co_response and
c_send_eo_response Human Interface calls. They usea

pr onpt _st ri ng asthe message parameter, which is sent to :CO: (for
cor esponse) or to the operator'sterminal (for eor esponse).
Execution will be halted until input isreceived. Aneor esponse
input must come from the operator'sterminal. A cor esponse input
will come from whatever is attached as :CO: (possibly another
esubmit file that is executing this one). The syntax is:

$CORESPONSE vari abl e [ pronpt_string]

$EORESPONSE vari abl e [ pronpt_string]

wherevari abl e isanumeric or string variable and the optional
parameter pr onpt _st ri ng isastring constant enclosed in quotes or a
string variable expression.

Examples:
$CORESPONSE _input _string "Enter a string val ue:

$CORESPONSE _opt “Enter dir opt:
dir $ % opt$

$EORESPONSE i nput _var "Please enter a numeric val ue:

$EORESPONSE _opt “Enter dir opt:
dir $ % opt$

These subcommands are equivalent. Cont char changesthe
continuation character from the point where this subcommand occurs.
The continuation character (& by default) specifiesthat a
subcommand continues on thisline. For example, to make @ the
continuation character, use the subcommand:

$CONTCHAR @
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The copydependency subcommand copies one file over another
under certain conditions. It has this syntax:

$COPYDEPENDENCY t arget | dependency [access]

wheret ar get isasinglefilename, dependency isasingle filename,
and access isan optional parameter listing the World accessrights to
be granted to the target file if a copy is performed. (Inthe syntax
above, you must enter the pipe symbol (]) as part of the command. It
means that the dependency file follows, as in the make command. In
this case, the pipe symbol does not mean enter either t ar get or
dependency aspart of the command.) If the target file does not
exist, or if the dependency file has been modified later than the target
file, then the dependency file is copied over the target file. Choices
for access include any permutation of "DRAU" access. |If you do not
specify access, the current user will have DRAU access, and all
other non-Super users will have ---- access.

cr eat edi r dependency These subcommands are equivalent. They create a directory unless

mkdi r dependency

del ay
pause
sl eep
wai t
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the specified directory aready exists. The syntax is:
$CREATEDI RDEPENDENCY t ar get
$MKDI RDEPENDENCY t ar get

wheret ar get isasingle directory name. If the target directory does
not exist it is created, with World DLAC access rights.

These subcommands are equivalent. They delay execution of the
esubmit file for a specified amount of time. The form of the
subcommand is

$keywor d del aytine

where keywor d isone of del ay, pause, sl eep, or wai t , and

del ayt i me isanumber, variable, or mathematical expression that
indicates the amount of time to delay, in hundredths of seconds. This
list shows the amount of delay time for various commands:

Subcommand Seconds Delayed
$DELAY 100 1

$PAUSE 200 2

$SLEEP5* 100 5

SWAIT myvar 10, when myvar = 1000

Command Descriptions
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dependency. . .
enddependency

do...end

dowhi l e. ..
endwhi | e,
dountil...
endunti |

eoresponse

Command Reference

The dependency subcommand conditionally executes any
commands until the enddependency subcommand, depending on
certain conditions. It has this syntax:

$DEPENDENCY target | dependency_li st

<esubmit and iIRMX commands>

$ENDDEPENDENCY

wheret ar get isasinglefilename and dependency_l i st isalist of
filenames delimited by spaces or tabs. (In the syntax above, you must
enter the pipe symbol (]) as part of the command. It meansthat the
dependency file follows, asin the make command. In this case, the
pipe symbol does not mean enter either t ar get or dependency as
part of the command.) If the target file does not exist, or if no
dependency files are specified, or if any of the dependency files have
been modified later than the target file, the commands inside the
dependency/enddependency loop are executed. Otherwise, they will
not be executed.

Seethef or. .. next description.

These subcommands conditionally execute the intermediate block of
text in aloop, based on logical expressions involving variables.

Dowhi | e. . . endwhi | e executes the text aslong as the conditional
expression evaluatesto TRUE. Dounti | ... enduntil executesthe
text aslong as the conditional expression evaluatesto FALSE. The
subcommands have the form:

$DOMH LE | ogi cal expression
t ext

$ENDWHI LE

$DOUNTI L | ogi cal expression
t ext

SENDUNTI L

These are examples of subcommands that cause infinite loops:

$DOVH LE 1
t ext
$ENDVHI LE

$DOUNTI L O
t ext
$ENDUNTI L

Seethe cor esponse, eor esponse description.
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Theexit and qui t subcommands end the current esubmit
processing. If the current esubmit file was invoked with ani ncl ude
command from another esubmit file, then processing of that parent file
isalso ended. If the current esubmit file was invoked from an
esubmit command in another esubmit file, then processing of that
parent file resumes. The subcommands are equivalent and have the
following syntax:

$EXI T exit_val ue
$QUI T exit_val ue

where exi t _val ue isamathematical expression whose valueis
passed to the Human Interface as the command exception when
esubmit exitsusing the rg_exit_io_job system call.
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for...next, These subcommands execute a block of text a specified number of
do...end iterations. Do. . . end isequivalenttofor. .. next. The

Command Reference

subcommands typically have the form:

$FOR vari abl e = startval ue TO stopval ue [ STEP
st epval ue]

t ext

SNEXT

$DO vari abl e = startval ue TO stopval ue [ BY
st epval ue]

t ext

$END

St art val ue, st opval ue, and st epval ue may be numeric
congtants, variables, or mathematical expressions enclosed in
parentheses. St art val ue must be lessthan or equal to st opval ue
to enter the loop. St epval ue isawaysinterpreted to be greater than
or equal to 0. Text following the next subcommand on the same line
isignored. Therefore, next aways ends the loop begun by the last

f or subcommand. In nested loops, specifying $NEXT

vari abl e_nane does not necessarily end the loop begun with a$FOR
vari abl e_nane = .... subcommand.

See also: Example 5 for this command

If the value of the loop variable is modified within the loop (using the

set subcommand), the next iteration increments the modified value of
the variable instead of the previous iterative value. The same variable
should not be used as aloop counter within nested loops.

Thefor and next and thedo and end subcommands must occur as
pairs. You cannot haveafor...end orado. .. next block.
However, the st ep and by keywords are interchangeable.

An alternate form of these subcommandsisto iteratively assign the
variable to a set of valuesin alist. The loop executes once for each
valuein the list, independently of whether the variable is modified
within the loop. Thisform of the command is:

$FOR variable = {list}
t ext
SNEXT
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Li st isaseries of numeric constants, variables, or mathematical
expressions enclosed in parentheses. Surround the list with braces
({ }) and separate each item in the list with commas.

This example would execute five times, once for each value in the list:

$DO | oopvar = & {10, (4*9), nmyvar, (nyvar*2), %mnmyvar $}
t ext
$END

Sets an environment variable to the value of the Multibus |1 ot ID of
the host CPU board. If an error is encountered, such as not having the
Nucleus Communication System configured, the environment variable
isset to OFFH. Thisisthe syntax:

$CGETHOSTI D vari abl e
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iflifexist...

i fnexist...

i fnotexist...

el se. ..

elseif...

el seifexist...

el sei fnexist. ..
el sei fnotexist...
endi f

Command Reference

These subcommands conditionally execute blocks of text, based on
logical expressions. | f,ifexist,ifnexist orifnotexist begin
the conditional block and endi f terminatesit. El se, el sei f,

el sei f exi st, el sei f nexi st and el sei f not exi st may be used
betweenthei f /i f exi st and theendi f ; only one block of text
defined by the subcommands is executed. | f exi st , el sei f exi st
i fnexist, i fnotexist, el seifnexist and el sei f not exi st
aresimilartoi f andel sei f, except that the conditional expression is
apathname. The positive conditionals evaluate to TRUE if thefile
exists (even if it'san empty file) or FALSE if it doesn't exist. The
negative conditionals evaluate to TRUE if the specified file does not
exist, or FALSE if it does exist.

The subcommand block has the form:

$I F | ogi cal expression

t ext

[ $ELSEI F | ogi cal expression]
[text]

[ $ELSEI FEXI ST fi | enane]
[text]

[ $ELSEI FNEXI ST fi | enane]
[text]

[ $ELSEI F | ogi cal expression]
[text]

[ $ELSE]

[text]

$ENDI F

The block shown above could begin with the statement $I FEXI ST
fil ename. Thisisan example of using these subcommands:

$RESET ECK

$IF r_32 AND NOT ( COMVANDEXCEP = ECK)
text to handle error condition

$ELSEI FEXI ST a.inc

$I NCLUDE a. i nc

$ELSE

text to handl e default case

$ENDI F
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This subcommand executes the contents of another file asif the text
existed in the current esubmit file. The scope of variables and input
parameters for the included file is the same as for the including
esubmit file. The nesting limit for i ncl ude is®6.

The subcommand has the form:
$I NCLUDE fil enane

wherefi | enane is either the full pathname of the file or the
pathname relative to the current working directory. | ncl ude does not
append any extension to the specified filename. For example, to
include the file test.inc in the csd subdirectory under your current
working directory, the subcommand is:

$I NCLUDE csd/test.inc.

Seetheal | ocat e, cl ear, i ni t description.
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net achar

Command Reference

Thel og subcommand appends alog messageto afile. The
subcommand has the form:

$LOG filenanme [list]

wherefi | ename isany valid pathnameand | i st isan optiona list of
arguments to be written to the file. Argumentsin the list must be
separated with spaces. Arguments can include text strings (quotes are
not required) and variables in substitution format. 1f the Universal
Development Interface (UDI) is part of the current iIRMX system, the
date and time are the first two arguments in the line written to the file.
Theargumentsin| i st are appended to the linein order, separated in
the log file by two spaces. Arguments longer than 12 characters are
truncated; arguments shorter than 12 characters are padded in the log
file with trailing spaces.

If the file exists, the line is appended to the end of thefile. If thefile
does not exist, it iscreated. If an error is encountered while trying to
attach or create the file, an error message is displayed and the | og
subcommand is aborted, but esubmit continues executing. Examples
of the | og subcommand are:

$LOG

$LOG file.log

$LOG file.l og Command_%\ 3nyvar$ Error_=
%$commandexcep$

If no parameters are provided in the | og subcommand, asin the first
line above, esubmit writes the date and time to :co:. For the $LOG
file.l og command, esubmit writes the date and time to the log file.
For the third example above, esubmit writes the date, time, and
"command_002=00" to the log file.

Use this subcommand to change the metacharacter from within the
esubmit file. For example, if the metacharacter has not been changed
on the command line, the subcommand to make # the metacharacter
is:

$METACHAR #
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pause

random

set,
reset

sl eep

substitutionchar
subchar
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Theni n and max subcommands assign to a variable the minimum or
maximum value from alist of values. The subcommand has the form:

$keyword variable {list}

where keywor d iseither mi n or max and | i st isaseries of operands
separated by commas. The operands may be mathematical
expressions enclosed in parentheses. For example:

$M N ni nval ue {10, 30, 99, %nyvar $, 42}
$MAX maxval ue {10, 30, 99, (nmyvar % 20), 42}

See the del ay description.

The r andomsubcommand returns a pseudo-random value. It has this
syntax:

$RANDOM vari abl e maxi mum val ue

wherevari abl e isan esubmit numeric variable and

maxi mum val ue isamathematical expression as defined in the
"Mathematical and Logical Expressions’ section under this command
description. Randomexecutes acall to get_time and returns the value
(time MOD maxi mum val ue) . Thisisnot atrue random number
function because the variation of the value returned by consecutive

r andomfunctions is dependent on the time elapsed between the calls.

Set setsavariableto aspecified value. If no value is specified, the
defaultisone. Reset setsavariableto 0. These subcommands have
the form:

$SET variabl e [= nathemati cal expression]
$RESET vari abl e

Examples are:

$SET r_32

$SET iteration = iteration + 1

$SET execution_cnt = (iteration * loop ) / 10H
$RESET a

See the del ay description.

These subcommands are equivalent. Subchar changesthe
substitution character (% by default) from the point in the esubmit file
where this subcommand occurs. For example, thisis the subcommand
to make @ the substitution character:

$SUBCHAR @
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wai t

See the del ay description.

Compatibility with Submit Files

A file that works with the submit command may be used as an esubmit file, with
these restrictions:

A line that begins with $ is assumed to be an esubmit subcommand. If this
occurs in the submit file, change the metacharacter on the command lineto a
character that does not occur at the beginning of the line.

If the two characters %$ occur in sequence, where % is the substitution character
and $ is the metacharacter, the text that follows until a closing metacharacter is
assumed to be an esubmit variable. If this occursin the submit file, change the
substitution character and/or the metacharacter on the command line. If you
change the substitution character, you must also change the character used in the
submit file for substitution of formal parameters.

If the two characters %X occur in sequence, where % is the substitution
character and X isany character from A to Z, upper- or lower-case, the
characters are assumed to be aformal parameter. If this occursin the submit
file, change the substitution character on the command line. Y ou must also
change the character used in the submit file for substitution of formal
parameters.

The file must use full command names rather than CLI-supported aliases. For
example, use attachdevice instead of ad. CLI commands such as alias, dealias,
and background may not be used in an esubmit file.

Examples

1. Thisisan esubmit invocation that calls the file test.csd and uses the set

subcommand:

esubmit test (:sd:testdir/testl, :sd: testdir/test2) &
set (decision=1)
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This codeisthefiletest.csd; it usesthei f, el se, and endi f subcommands:

$if decision =1
%0

$el se
%

$endi f

The esubmit invocation will be interpreted as:

$if decision =1
;sd:testdir/testl
$el se
:sd:testdir/test2
$endi f

This examples use the set subcommand:

$set num = 255

$set bin_num = 11111111b
$set oct_num = 377Q

$set hex_num = OFFh

These examples use the allocate, clear, and init subcommands:

$cl ear :clears variable buffer of all variabl es
$init :sanme as cl ear
$al | ocate 100; creates variable buffer capable &
of having 99 variabl es
$al l ocate % ;creates a variable buffer the &
size of the first paraneter-1

This command sets adelay of 2 seconds before the break:

$del ay 200
$br eak

This example references al of your input parameters sequentially using the f or
and next subcommands:

$for loopvar = 0 to (inputparaneters-1)
%94\ El oopvar $
$next

Loopvar would take on the values 0,1,...,9,A,...Z depending on how many
parameters you passed in. The substitution %94\ El oopvar $ would give you
%0, %1,...9%69,%A... which in turn would give you your parameters.
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6. These are esubmit invocations of the file test.csd:
esubmt :sd:testdir/test (:anmh:,1)
esubnmit test (:anh:,1) over log/test.log echo
esubmt test (:anmh:,1) cc(\) nc(@ sc(#)&
set (dos_Ivl=330,file_driver=1)

esubmit test (:anh:,1) reset (dos_lvl,file_driver)

Error Messages

The error messages listed under the submit command may be returned, as well as:

error creating variable buffer
An error was encountered creating the variable table buffer segment. If thiserror is
caused by invoking esubmit while trying to create the original variable table buffer,
it isfatal and causes esubmit to exit. If the error isreturned because of an
al l ocat e, cl ear, ori ni t subcommand, itisnot fatal. The original variable buffer
is maintained.

illegal ASCI| base
The code used to indicate a numeric base is not avalid value.

illegal subcomand
The esubmit file contains a line with the metacharacter in the first column, but it is
not followed by a supported subcommand.

illegal invocation paraneter
The esubmit invocation line contains an illegal parameter.

illegal operand
The subcommand did not find a valid operand (%, *, /, +, or -).

illegal relation
The subcommand did not find avalid relation (<, <=, =, <>, >=, or >)

illegal variable nane
The esubmit file contains areference to an illegal variable name.

i nsufficient input
The subcommand did not contain sufficient input to complete its function.

nm spl aced | ogi cal
The subcommand found alogical keyword (NOT, AND, OR, or XOR) where oneis
not allowed.

nm spl aced parenthesis
The subcommand found a parenthesis where one is not allowed.

n ssi ng environnment conmand
The esubmit file contains the metacharacter in the first column of aline, with either
nothing or only a comment character following (regardless of spaces and tabs).
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nm ssing | ogi cal
The subcommand did not find avalid logical keyword (NOT, AND, OR, or XOR)
where one was expected.
nm ssi ng operand
The subcommand did not find avalid operand (%, *, /, +, or -) where one was
expected.
nesting linmt exceeded
Thei ncl ude nesting limit of six has been exceeded.
unmat ched (
An unmatched open-parenthesis was encountered.
unmat ched )
An unmatched close-parenthesis was encountered.
unnmat ched command

A subcommand was encountered that required a previous subcommand for it to be
valid. Thiscould be caused by:

« Anelseif,else, el seifexist,orendif without aprecedingif or
i fexist

 Avalue,defaul t,orendcase without a preceding case

« Anendwhil e or endunti | without a preceding dowhi | e or dounti |,
respectively
« Anext orend without apreceding f or or do, respectively.

variable limt exceeded
More variables have been declared than can be supported in the current table. Refer
totheal | ocat e, cl ear,andi ni t subcommands.
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exit

Exits the system manager mode that was entered with a previous super command.
Syntax
exit

Additional Information

When you enter this command, the CLI changes your user 1D back to the ID you had
before entering the last super command. It aso changes the system prompt back to
the prompt in effect before the super command.

Error Messages

exit, allowed only in super node
Y ou invoked this command without previously invoking the super command.

<par anet er >, unexpected paraneter
Y ou entered a parameter; the exit command does not take any parameters.

<condi tion code: menoni ¢c>, during exit execution
Aninternal system problem occurred which prevented the CLI from setting the
default user.
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find

Searches a directory tree for files with names that match a given pattern. For each
matching filename, the full pathname is displayed.

Syntax

find pattern [directory [to|]over|after outpath]]

Parameters

pattern
A pattern filename that may contain wildcards.

directory
The pathname of the directory to search for matching filenames. All subdirectories
are also searched.

to| over|after outpath
Writes the output to the specified file rather than to the screen.

Additional Information

The find command recursively descends a directory hierarchy comparing the pattern
with each data or directory filein the tree. If you do not specify adirectory, find
searches the current working directory. However, you must specify a search
directory if you direct the output to afile using thet o, over, or af t er parameter.

This command finds all files under the current directory that begin with term. It
writes their pathnames to the findlog file in this directory:

find ternt $ over findlog
This command displays the pathnames of all files on this volume that end in doc:

find *doc /
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findname

Finds the spokesman system on the network that has cataloged a specified object
namein its Name Server table.

Syntax
fi ndnane obj ect _nanme [P=property] [R=retries] [L]

Parameters

obj ect _name
The name of the object to locate. This may be the name of afile server or virtua
terminal server, or any other object in the Name Server object tables.

property
The property type of the object to be located; assumed to be a hexadecimal value.
Y ou need not specify an H after the value unlessiit contains the letters A-F. Any
lettersin the hexadecimal value must be entered in upper-case (but the H need not
be). If aproperty typeisnot specified, 5H is the defaullt.

retries
A decimal number of times the Name Server should try to find the spokesman using a
different dlot ID (necessary only for Multibus Il spokesman systems). The maximum
is21. Thedefaultis8.

L Additionally display the Ethernet address of the spokesman system.

Additional Information

Table 2-4 shows some of the property types defined by Intel. Typeswith values
8000H and higher are available for user definition.
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Table 2-4. Property TypesUsed in Name Server Entries

Type Value Kind of Entry

0000H File server TSAP ID

0001H File client TSAP ID

0002H Name of client

0003H File server transport address
0004H Configuration objects

0005H Host unique ID
0000H-7FFFH Reserved by Intel
8000H-0OFFFFH Available for user applications

The findname command provides information about the system whose Name Server
has catal oged the specified object. The findname command returns the name of the
system where the given object isentered. If an object by the same name is catal oged
on multiple systems, only the first system found islisted. Y ou may specify an object
by its name or by name and property type.

The findname command tries up to eight timesto find the name of the system where
the given object is entered. Thisis necessary because in Multibus 11 systems, the host
can be located in any one of the dlots, and the dlot ID is used as part of the unique ID
for the object. If the Multibus 11 system contains more than eight dots, specify the
retries option to increase the number of trials. Repeated trials are indicated by this
message, where n stands for the number of trials:

finding i RMX Systemnane - Trial n

In Multibus | and PC systems, the findname command finds the name of the host in
thefirst trial.

See dso: Format of names and addresses, setname and loadname commands, in
this chapter

Error Messages

<obj ect _nane>, illegal nane
The name given in the command line is longer than 16 characters. Execute the
findname command again with a valid object name.

<obj ect _name>, illegal property
The property type of the object specified in the command lineis longer than four
characters. Execute the findname command again using a valid property type.
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<obj ect _nane>, illegal option
The switch specified in the command line is not correct. Execute the command again
giving the correct switch.

Spokesnan nane for object not found
The name of the host with the property type 0005H is not entered in the object table
of the spokesman. The findname command could not find the name of the
spokesman; it displays the Ethernet address of the spokesman system.

<nane>, nane does not exi st
The given object does not exist in the network.
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format

Formats an iRM X or DOS volume on an attached device, such as a diskette or hard
disk. The format command cannot format a device across a network.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

format : 1 ogical _name:[vol ume_nane] [ nanmed| DOS| physi cal
[ options]]

format : | ogical _nanme: getbadtracks [> pat hnane]
format : | ogical _nanme: bootstrap [nsaboot| pcboot]

Use one of the three forms of the command shown above. The main optiona
parameters for formatting nanmed, DOS, and physi cal devices are shown below.
The options for physi cal and DOS are a subset of the options for narmed.
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Optionsfor Formatting Named Devices

Optionsfor Formatting DOS Devices
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Optionsfor Formatting Physical Devices

Parameters

I ogi cal _nane:
Logical name of the physical device-unit to be formatted. Y ou must surround the
name with colons.

vol une_nane
An optional aphanumeric ASCII name, of up to 6 characters without embedded
spaces, to be assigned to a named volume. Y ou must not leave spaces between the
logical name and the volume name.

na(med) The volume can store only named files; that is, it can hold many files that can be
accessed by individual pathnames. Diskettes and hard disks are typically formatted
for named files.

DOS The volume can store only DOS files.

p(hysi cal ) (or pi )
The volume can be used only asasingle, physical file (thef i | es, ext ensi onsi ze,
granul arity, mapstart,andreserve parameters are not meaningful). If neither
naned nor physi cal is specified, the volume is formatted for the file type specified
when the device was attached.

qui ck
An option for named and DOS devices that bypasses the normal low-level format and
simply writes the file system to the device.
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fi(les) = num
A decimal number, 1-65528, defining the maximum number of user files that can be
created on anamed volume. (The maximum may be limited by different
combinations of gr anul ari ty and ext ensi onsi ze.) The default number is 200.
Ther eser ve and nsaboot parameters each require one of the files allocated.

force Forcibly deletes any existing connections to files on the volume before formatting the
volume. If connections exist and you do not specify f or ce, you cannot format the
volume.

e(xt ensi onsi ze) (or es) = num
A decimal number, 3-255, specifying the number of bytes in the extension data
portion of each file. If not specified, the default extension size is 3 bytes.

g(ranul arity) (or gu) = num
A decimal number, 1-65535, specifying the volume granularity. Thisisthe minimum
number of bytes to be alocated for each increment of file size on a named volume.
The value you specify is rounded up to the next multiple of the device granularity,
and becomes the default file granularity for every file created on the volume. If not
specified, the default granularity is the device granularity.

See also: Device tables, Appendix E

mapstart) (or ms) = num
The block humber on the volume where the fnodes file, bit map files, and root
directory should start. The size of the block is set by the gr anul ari ty parameter.
If no number is given, the OS puts the fnodes file in the center of the volume. If the
number istoo low, the OS places the map files at the lowest avail able space on the
volume.

i (nterleave) (or il) = num
A decimal number, 1-255, specifying the interleave factor for a named or physical
volume. If not specified, the default valueis 5. Track 0 is not affected by this value.

bt (or btfile or badtrackfile)
Names afile containing bad track/sector information to be written to the volume.
Unless you specify over wri t e, the information from the file is merged with any bad
track/sector information existing on the disk, and is written to the disk before the
volume is formatted.

bt onl y Identical to badt r ackfi | e, except that the rest of the volume is not formatted after
the bad track/sector information is written.

s(et badt racks) (or sbt)
Invokes a user interface that allows you to enter bad track/sector information from
the keyboard.
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o(verwrite) (or ow)

Bad track/sector information existing on the disk is overwritten by information you
provide. This parameter is only meaningful when used with the badt r ackfil e,
bt onl y, or set badt r acks options. If you do not specify over wri t e with one of
these options, the default is to merge the bad track/sector data you supply with the
bad track/sector information already on the device.

r (eserve)

Creates the special file r?save at the end of avolume after formatting. The volume
label file and the fnode file are copied to r?save. Thisfile may be used in
conjunction with the diskverify utility to back up the fnodes file on the volume. The
r?save fileis not updated when files are altered; you update the file by using
diskverify or by specifying backup in the shutdown command.

g(uery) Issuesthis prompt for permission to format the volume:

wor | d

<vol ume nane>, fornat?
Enter Y or Rto format the volume. Any other responseis considered to be ano.

Makes the World user the owner of the formatted disk's root fnode, regardless of
what user issues the format command.

msa(boot )

pcboot

Writes the Multibus I System Architecture (MSA) second stage bootloader in afile
named r?secondstage and initializes the Bootloader Location Table (BOLT) in the
volume label to point to it. When this parameter is used with boot st r ap, the
r?secondstage file is written without formatting the rest of the volume.

Writes the second stage bootloader for PC platformsto track O of the volume. When
this parameter is used with boot st r ap, the second stage is written without
formatting the rest of the volume.

gbt (or getbadtracks)

Existing bad track/sector information is read from the disk and displayed. This
option may be used only on a hard disk that is not the system device (:sd:). If this
option is specified, all other options are ignored. However, you can redirect the
output to afile (> pathname), and use the file when reformatting the disk.

bs (or boot strap)
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Writes the second stage of the Bootstrap L oader onto track 0 without formatting the
volume. When this parameter is specified, the only options that apply are nsaboot
or pchoot .
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Additional Information

|:| Note

Y ou cannot use this command with a device that you access
through NFS or through iRMX-NET.

Hard disks, diskettes, and RAM disks must be formatted as named or DOS volumes
before you use them to store and accessfiles. For example, you must format all
previously unused diskettes before storing files on them. Formatting avolume as
named or DOS also includes aphysi cal format, or low-level format.

If you do not specify named, DOS, or physi cal , the volume is formatted as
appropriate for the file driver attached to the connection specified when the device
was attached. For example:

format :c_rnx3: /*formats a named di sk*/
format :c_dos: /*formats a DOS di sk*/

Although you could use the format command to format a tape, the proper header
information is not created on the tape for use with the backup and restore
commands. Instead, usethef or mat option of the backup command.

Before formatting a volume, you must attach it with the attachdevice command.
When formatting a diskette, you must attach it by its physical name. The physical
name you specify determines the device characteristics used when you invoke
format.

See also: attachdevice, in this manual

Low-Level Format for Partitioning

A naned or DOS format of a complete (non-partitioned) volume includes alow-level
format, unless you also specify the qui ck option. On ahard disk where you want to
create partitions, you must first do alow-level format, then partition the volume, and
finally format each partition. To do the low-level format, specify named or DOS,
without the qui ck option. (Do not specify aphysi cal low-level format as
preparation for partitioning.) Then partition the disk with the rdisk command.

After partitioning, format each partition asananmed or DOS volume. The format
command performs only a high-level (file system) format when you format a
partition. Y ou can specify the qui ck option, but it is not necessary to prevent alow-
level format after partitioning.

Volume Name

Specifying a volume name makes a convenient volume reference (for example, it
identifies a diskette with alost or destroyed label). The volume nameis displayed
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when you list any directory of the volume. Once the volume is formatted, you don't
need to specify the volume name in commands; you only specify the logical name for
the device.

DOS Format Option

This option forces a DOS file system to be installed on the device. It overrides the
file driver that is attached to the logical device. A DOS file system can also be
installed by attaching to the device using the DOSfile driver.

These examplesillustrate the DOS format option:

attachdevi ce d_dos as d_dos DGCS
format :d_dos:

or
format :d_dos: DCS
Thisis the output message for DOS volumes:

vol une (<volume name>) will be formatted as a DOS vol une
devi ce gran = 512 interl eave = 5
root dir size = 512 vol une size = 30,719 K
vol une gran = 2,048 avail abl e bytes = 30,656 K
fat type = 16 number of clusters = 15,328
nunmber of fats = 2 sectors/cluster = 4
sectors/fat = 60

Where:

devi ce gran The low-level sector granularity of the device.

interl eave The sector interleave factor.

root dir size The number of file dots available in the root directory.

vol ume size The total volume size.

vol une gran The allocation granularity (size of a cluster).

avai | abl e bytes Thefree space on the device (total space - file system
overhead).

fat type Either a 12-bit or 16-bit FAT (file allocation table).

number of clusters
Total number of allocation unitsin the file system.

nunber of fats Isaways?2.

sectors/cluster Thenumber of disk sectors per each allocation cluster.
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sectors/fat The size of each fat, in sectors.

Quick Format Option (Named and DOS Only)

This option causes the for mat command to bypass the low-level format and simply
write the file system to the device. It isuseful for formatting devices that have been
previously formatted, either by the manufacturer, or by a previous use of either the
DOS or iRMX format command. A file system can be quickly changed from one
supported file system to another by using this option. All data on the deviceislogt,
just asinafull format. The qui ck optionisignored if you specify aphysi cal
format.

Thisis an example quick format command:
format :a_dos: QU CK
When performing a quick format, format displays this message:

volunme (xyz) will be quick-formatted as a [ DOS| NAMED] vol une

Files and Fnodes (Named Only)

The number of fnodes on a volume defines the number of filesthat can exist on the
volume. Each fnode is a data structure that contains information about afile. Each
time you create a file on the volume, the OS records information about the file in an
unused fnode. Later, it uses the fnode to determine the location of the file on the
volume. You can enter the mapst art option to locate fnodes anywhere on a volume.
If this option is not entered, the OS puts the fnodes in the center of the volume.

The number of fnodes created during formatting is the number you specify with the
fil es parameter, plus7. Six of the additional fnodes are for internal system files
and oneisfor the root directory. If you specify ther eser ve or nsaboot

parameters, one fnode is used for each parameter. For example, if you use the default
fi | es value of 200, 207 fnodes are established and you may create 200 files on the
volume. If you specify r eser ve and nsaboot , you may create 198 files.

Two of theinternal system files created during formatting are not listed in a
directory. The other four files (five if you specify r eser ve) arelisted in the root
directory as hidden files. The OS grants World read access to these files.
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Thefiles are listed below; the volume label file is a special file occupying the first
3328 bytes of the volume:

File Description

r?spacemap Volume free space map

r?fnodemap Free fnodes map

r?badblockmap Bad blocks map

r?volumelabel Volume label

r?save Save areafor fnodes and volume label (created by the
reserve parameter)

See also: Disk Verification, Appendix B

Owner of the Root Directory (Named Only)

The fnode for the root directory lists the user who formats the volume as the owner,
giving that user all accessrights. No other user has access to the root directory until
the owner explicitly grants access. The owner can grant other users access to the
volume with the permit command. However, because the owner has all accessrights
to the root directory, the owner can obtain exclusive access to the volume, and can
obtain delete accessto any file created on the volume, even files created by other
users.

Extension Data (Named Only)

Each fnode contains afield that stores extension data for its associated file. An OS
extension can access and modify this extension data by invoking the

a get_extension_data and a_set_extension_data system calls. Y ou can use the
ext ensi onsi ze parameter to set the size of the extension datafield in each fnode.
Although you may specify any size from 0 to 255 bytes, the HI requires al fhodesto
have at least 3 bytes of extension data.

See also: a get_extension_data and a_set_extension_data system calls, System
Call Reference

Volume Granularity (Named Only)
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The volume granularity is the minimum block assigned for files created on the
volume. For example, if the volume granularity is 128 bytes, the 1/0O System
automatically allocates permanent storage to each new file created on the volume in
multiples of 128 bytes, regardless of whether the file requires the full amount. The
default volume granularity is always the granularity of the physical device. When
you specify the granularity, the value is rounded to the next multiple of device
granularity. That number iswritten in the header of the volume, where it becomes
the default file granularity when afileis created on the volume.
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Using avolume granularity larger than 1024 might cause users to exceed their
memory limits when executing programs that reside on the volume. This error can
occur because the OS uses the volume granularity as a minimum buffer size when
reading and writing files.

Relationship Between Files, Extension Size, and Granularity (Named

Only)

Although thefi | es, ext ensi onsi ze, and gr anul ari t y parameters have the
maximum values listed in the parameter descriptions, the combination of these
parameters must also satisfy this formula:

(87 + extensionsize) * (files + 7) [/ granularity < 65535

The format command displays an error message if the combination of values you
specify for these parameters exceeds this limit.

Map Files (Named Only)

If you have specified a map-fileslocation (either implied or explicit) in an areawhich
has a bad track or for which an alternate track was assigned, for mat allocates these
filesto the nearest available area, and then asks for permission to move the filesin
one of these ways:

Map files located on a track assigned an alternate
Map files located on a bad track

A response of Y causes the files to be relocated and this message to be displayed:
map start relocated to <hex-location>

This means you do not have to compute the location of the maps.

Interleave Factor (Named and DOS Only)

The interleave factor applies to volumes formatted either for named or physical files.
Theinterleave factor specifies the logical sector sequence. If the consecutively-
accessed sectors of a disk are staggered (not physically consecutive), disk accesstime
can decrease considerably. The reason for this decrease is that although a controller
cannot read a sector and issue another read command in the time it takes for the next
sector to be positioned under the head, the controller can perform this operation in
lesstime than it takes for the disk to revolve once. Therefore, if consecutively-
accessed sectors are correctly interleaved, the next sector accessed will be positioned
under the read head just as the controller becomes ready to read it. Aninterleave
factor of two means that as the disk rotates, the controller consecutively accesses
every second sector. An interleave factor of five means that the controller
consecutively accesses every fifth sector.

Command Reference Chapter 2 183



format HI command

Theinterleave factor also implies the number of disk rotations necessary to access all
the sectors on a given track in order. For example, with an interleave factor of two
the controller might access sectors 0, 2, and 4 on the first rotation and sectors 1, 3,
and 5 on the second.

How to Select an Interleave Factor (Named and DOS Only)
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The interleave factor isimportant when large transfers of consecutive data take place
at speeds that approach the maximum transfer rate of the disk. For hard disks, the
revolution speed is high enough that the type of application does not affect the choice
of interleave factor. Format hard disks with an interleave factor optimized for the
turn-around speed of the disk controller. Recommended values for hard disks are
shown below.

System Controller Interleave Controller Interleave
DOSRMX SCSl 1 non-SCSl 2

Multibus 1 any 1

Multibus | SBC 221 1 SBC215G,514" 5

For diskettes with a slower revolution speed, the default value 5 is typically used.
Theideal interleave factor depends on the turn-around time of software that controls
I/O operations. The turn-around time is the time between reading a sector and
becoming ready to read the next sector.

In the cases listed below, the turn-around time between sector accesses is different,
indicating a different interleave factor:

«  When you bootstrap load the OS, the Bootstrap L oader instructs the disk
controller to read one sector at atime. The turn-around time depends on the
execution overhead of the Bootstrap L oader and is comparatively long. A large
interleave factor is optimum for diskettes used with the Bootstrap Loader.

+  When you load an application program, the Application L oader reads severa
sectors at atimeinto itsinternal buffer, taking a relatively long time to process
thedata. Theideal interleave factor for diskettes is somewhat smaller than for
the Bootstrap Loader.

+  When you invoke programs that transfer large amounts of consecutive data (such
as the copy command), data transfers can involve many sequential sectors. The
controller accesses sectors on a given track as fast as possible. Optimize the
interleave factor for the turn-around speed of the disk controller.

If you do not know the optimum interleave factor, it is better to specify too large a
value rather than too small. An interleave factor slightly larger than optimum causes
the disk to move only an extra sector or two before reaching the correct sector.
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However, an interleave factor smaller than optimum causes the disk to make nearly a
complete revolution before reaching the sector.

Getting Bad Track Information (Named Only)

When you use the get badt r acks parameter, the bad track information is displayed
(or written to afile) in thisform:

cyl head sector
XXX XXX XXX

If you use I/O redirection (> pathname) to write this information to afile, you may
edit the file to remove the header information and add your own data. Then re-
invoke format and specify this file with the badt r ackf i | e or bt onl y parameter.

Writing Bad Track Information (Named Only)

Thebadt rackfil e, bt onl y, and set badt r acks parameters allow you to enter

the manufacturer's bad track information before actually formatting the disk. With
thebadt r ackfi | e and bt onl y parameters, bad track information in the file must
bein thisformat, which congtitutes a triplet:

cylinder_nunber head_nunber sector_nunber <CR><LF>

Where:

cyl i nder _numnber
The cylinder number of the bad track or sector

head_nunber
Head number of the bad track or sector

sect or _nunber
The number of the bad sector on the track indicated by the cylinder and
head numbers. On devices that only support bad track information, this
value must be set to 0.

The triplets may be separated by spaces, commas, carriage returns, or line feeds.
Each triplet is terminated with a carriage return-line feed combination.

If you usethe set badt r acks parameter to enter bad track information, this message
is displayed:

Enter bad track information in <cylinder_nunber>, <head_nunber>,
<sector_nunber> triplets, one triplet per line. Nunbers can

be in decimal or hexadecimal form Entry of <sector_nunber>

is optional. An enpty line termnates the entry process.

<cyl i nder>, <head>, <sector> =
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Thelast lineisthe prompt line for the utility. Enter the cylinder, head, and sector
number in that order on one line and then enter a<CR>. The prompt isagain
displayed; enter either more bad track information or <CR>. A <CR> with no entries
indicates that all the bad track information has been entered. The system then
displays the entries you made, in this form:

n bad track triplets entered.

Entered bad track information:

entry cyl head sect or
1 nnnn nnnn nnnn
2 nnnn  nnnn  nnnn and so on

If you want to change or add to your previous input, type the entry, cylinder, and
head numbers (sector number is optional) of the new or existing information and
press <CR>. Repeat this process until all changes have been made. When you finish
entering information, press <CR> on aline by itself. A summary of the bad track
information is again displayed. If the bad track information is correct, press <CR>
again to begin formatting the disk.

Bad track information you enter (in afile or interactively) is not checked for validity.
Only the first 255 triplets are used when writing bad track information to a non-ESDI
drive configuration.

When writing to an ESDI drive on an SBC 221 controller board, the first 202 bad
track entries per head are used. If you have greater than 2048 defect entries, you
must invoke the format command with the bt onl y parameter and either the

badt r ackfi | e or set badt r acks parameter. Do this multiple timesin 2048 defect
blocks, until al the bad track information is written to the disk. When writing
multiple defect blocks, use the over wri t e parameter the first time you invoke the
format command. This overwrites any old bad track information. Omit this
parameter in subsegquent executions of the format command.

Bootstrap Loader and the Format Command (Named Only)
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The Bootstrap Loader operatesin three stages on a Multibus | system, in two stages
on aMultibus Il system, and in three stages on a PC system. On all three buses, the
first stage of the Bootstrap Loader resides in the system firmware and areal mode
second stage resides in areserved areaon Track O of the disk. OnaMultibusl|
system, an additional MSA second stage resides as a named file somewhere on the
hard disk. ThisMSA second stage is pointed to by an entry in the Bootloader
Location Table (BOLT) located in areserved area on Track 0 of the disk. The third
stages on Multibus | and PC systems are named files located on the disk.
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To avoid forcing you to reformat entire disks when the second stage of the Bootstrap
Loader changes, you can specify the boot st r ap parameter to write the second stage
of the Bootstrap L oader onto track O without reformatting the rest of the volume.

A CAUTION
If you fail to specify the boot st r ap parameter, format will
format the entire volume.

Y ou can also add the M SA second stage to an existing iIRM X disk by using the
msaboot parameter with the boot st r ap parameter. In this case, both second
stages, (real mode and MSA) are added to the disk. The real mode second stage
overwrites the existing one on track 0, and the MSA second stage replaces any
existing MSA second stage, in the /r?secondstage file.

Y ou can replace the second stage for PC platforms on an existing iRMX disk by
using the pcboot parameter with the boot st r ap parameter.

Any of these commands copy the second stage of the Bootstrap Loader onto track 0
of adevice that was attached using :f: asthe logical name:

-format :f: BS <CR>

-format :f: bootstrap <CR>

-format :f: files= 300 granularity=200 force bootstrap <CR>
-format :f: BS MSA

The remainder of the files on the volume are unaffected. (In the third example, the
file,granul arity,andforce switches are ignored because the boot st r ap
parameter has precedence over any other format parameter.)

Output Display

The format command displays one of these messages while formatting. Thisisthe
message for physical volumes:

vol une (<volume name>) will be formatted as a physical vol une
devi ce gran = <numnber>
interl eave = <nunber >
vol une size = <k/m nunber>

vol une formatted
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Thisis the message for named volumes:

vol une (<volume name>) will be formatted as a naned vol une
granularity = <number> map start = <bl ock_nunber>
interl eave = <nunber > si des = <si des>
files = <nunber > density = <density>
extensionsi ze = <nunber> disk size = <d-size>

save area reserved = <yes/no>
bad track/sector information witten = <yes/no>

MSA bootstrap information witten = <yes/no>
PC Bus bootstrap | oader chosen = <yes/no>
vol une size = <k/m.nunber> K (or M

volune fornmatted

See also: DOS format option for the DOS output message
Where:

<vol une name>
Volume name specified in the format command

<nunber > Decimal number specified in the command (or the default)

<bl ock_nunber >
Volume block number where the fnodes file, bit map files, and the root
directory start

<k/ m_nunber >
Volume size in kilobytes (K) or megabytes (M) (the display isin K-
bytes unless the size is greater than 25 MB)

<sides>  For diskettes: 1 or 2 indicates the side being formatted (if for mat can
recognize this characteristic)

<densi t y> For diskettes. si ngl e or doubl e indicates the diskette density (if
format can recognize this characteristic)

<d-si ze> Fordiskettes: 3.5 or 5. 25 indicates the size (if format can recognize
this characteristic)

T One T isdisplayed for every 100 tracks formatted. These are not
displayed when formatting a SCSI device; SCSI controllers do not
allow individual tracks to be formatted.
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If you format a SCSI hard disk using the PCI driver, the volume size information is
automatically obtained by querying the SCSI device. If the capacity of the device
changes as aresult of the format, one of these messagesisdisplayed. Thefirst
message is for a physical format; the second for a named format:

formatted capacity = <size>
formatted capacity = <size> mapstart = <block_number>

If you specify the boot st r ap or bt onl y parameter, one of these messagesis
displayed (instead of vol ume f or mat t ed):

Boot strap Loader witten
Bad Track/ Sector Block witten

If theerror code E_I| O ALT_ASSI GNED is returned by a driver when formatting a
track, the track number is entered into a table and displayed when formatting is
complete. There should be an entry in thistable for every BTI track specified, except
those that reside in the alternate track area. The cylinder and head numbersarein
hexadecimal.

The follow ng tracks were assigned an alternate:
cyl hd cyl hd cyl hd cyl hd cyl hd
# # # # # # # # # #

If the E_I O_NO_SPARES error code is returned by a driver when formatting a track,
the number of reserved alternate tracks is exhausted. The sectors of that track are
marked in the Bad Block Map File and entered in the VV olume Space Map File as they
were assigned. Thetrack is entered into a table and displayed as follows when
formatting is complete:

The follow ng tracks were narked as bad:

cyl hd cyl hd cyl hd cyl hd cyl hd

# # # # # # # # # #
Formatting Uniform Versus Standard Granularity Diskettes

Previously, iIRMX OSs supported iNDX-based development. This required a special
diskette format to allow the various systems to read the same diskettes. Standard
granularity diskettes were attached using the wnrf 0 DUIB and formatted as follows:

format :f:disk extensionsize = 41 mapstart = 0

These switches provide an INDX compatible, standard granularity format, which can
be read by SCSI controllers.

Y ou should use uniform granularity format diskettes with newer Intel products such
as the System 520, and with newer boards. The SCSI interface in the newer Intel
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boards reads uniform granularity diskettes using the wdf 0 and wgf 0 DUIBs. With
these DUIBS, track 0 of a standard granularity diskette is unreadable.

Although the PCI device driver can read standard format diskettes if they were
formatted with the INDX-compatibility switches, these are not the default values for
the format command. If it ishecessary to transfer files to the System 520 from a
system which does not have a high density drive, use the wdf 0 DUIB to ensure
creating a uniform format diskette, readable on all iRMX systems.

Error Messages
<l ogi cal _name>, can't attach device

<l ogi cal _name>, <condition code: menoni c>
Format cannot attach the device for formatting, or it cannot reattach the device (that
is, restoreit toitsoriginal condition) after formatting takes place.

<l ogi cal _name>, can't detach device

<l ogi cal _name>, <condition code: menoni c>
Format cannot detach the device for formatting, which means that the volume does
not exist, the volume is busy, or the device on which the volume is mounted is not
currently attached to the system.

<l ogi cal _nane>, device is in use
Y ou cannot format the volume because there are outstanding connections to files on
the volume and you did not specify the f or ce parameter.

<vol _name>, fnode file size exceeds 65535 vol une bl ocks
The combination of values specified for fi | es, granul arity, and
ext ensi onsi ze istoo great. Seethe formula described earlier.

<nunber >, invalid nunber
Y ou specified an out-of-range number for any of thefi | es, granul arity,
ext ensi onsi ze, ori nt er| eave parameters.

<l ogi cal _name>, map files do not fit
The volume istoo small for the map files or the map start block istoo high to allow
room for the map files.

map files do not fit with save area
Either the volume istoo small for both the map files and the save area, or the map
start block istoo high in disk storage memory to alow for the map files and the save
area

<l ogi cal _name>, outstandi ng connections to device have been del et ed
There were outstanding connectionsto files on the volume. However, because you
specified the f or ce parameter, format deleted those connections. Thisisawarning
message that does not prevent formatting the volume.
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0023 : E_SUPPORT PCBQOOT not supported for standard di skettes
An attempt was made to write the second stage of the bootstrap loader to a standard
format diskette.

0085 : E_LIST, too many val ues
Y ou entered multiple logical_name/volume_name combinations separated by
commas; format can format only one volume per invocation.

<l ogi cal _nane>: <condition code: menoni c>

unit status <unit status code> while witing block nunber
An 1/O error occurred while writing the label, map files, or save areato a named file.

<l ogi cal _nane>: <condition code: menoni c>

unit status <unit status code> while formatting track
An /O error occurred while physically formatting the volume. If an
E IO_ALT_ASSIGNED error code is returned, you can consider this message a
warning.
<vol une_nane>, volume nane is too |ong
The volume name must not be longer than six characters.

Track zero bad, cannot wite
The volume label track (track 0) is marked in the Bad Block Map.

cannot relocate
Thisis awarning message displayed when the map files are located on one or more
sectors which have been assigned an alternate, and a suitable location cannot be
found on the disk.

cannot relocate...aborting
The map files are located on a sector or sectors which have been marked in the Bad
Block Map and an alternate location cannot be found.

Save file |located on a bad track, cannot wite
The save areais located on a sector or sectors which have been marked in the Bad
Block Map.

<fil ename>, cannot open bad track/sector information file
<fil enane>, <condition code: menoni c>
The file containing the bad track/sector information cannot be opened for reading.

too many bad track/sector information entries
The file containing the bad track/sector information has too many entries, or the
combination of file entries and information on the volume cannot be merged.

<filename>, illegal bad track/sector information
The file containing the bad track/sector information has the wrong format.
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badtrackfile option mssing, cannot replace Bad Track/ Sector

I nformati on Bl ock
Y ou entered the over wr i t e option without the badt r ackf i | e parameter.
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ftp
The user interface to the File Transfer Protocol (FTP), which allows you to transfer
filesto and from a remote network site.
|:| Note
Y ou can use this command in an esubmit file if the form of the
command does not require user input. 1f the command requires
user input, you must use the esubmit eor esponse and
cor esponse subcommands to get the user input. In either case,
errors from FTP will not percolate to the esubmit variable
commandexcep.
Do not use thiscommand inanrqg_c_send_command system call.
See also: esubmit command, in this chapter
Syntax
ftp [-d] [-9] [-i] [-n] [-t] [-v] [host [port]]
Parameters

-d Enables debugging (see debug).
-g Disables filename globbing (see glob).

-i Turns off interactive prompting during multiple file transfers (see prompt).

-n Disables autologin upon initial connection.
-t Enables packet tracing (seetrace).
-V Enables verbose mode (see ver bose).

host A host name or Internet address.
port A port number or aport name defined in the /etc/servicesfile.

Most options correspond to an ftp command and are discussed in more detail in the
description of the referenced command.

Additional Information

The ftp client includes a command interpreter which interactively executes file
transfer commands. The command interpreter prompt isf t p>.
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If no host isspecified on the command line, ftp entersits command interpreter and
awaits further instructions from the user. If ahost isspecified, ftp immediately
attempts to establish a connection to an FTP server on that host. If the host is
followed by aport, ftp attemptsto contact an FTP server at that port; otherwise it
uses the default FTP port number.

If autologin is enabled (the default), ftp checks the netrc file in the user's home
directory for an entry describing alogin on the remote host. If such an entry exists,
ftp automatically logsin to that account. If no entry isfound, ftp usesthe local user
name as the login on the remote host and prompts for a password (and account, if
appropriate) to complete the login. If autologin is disabled, ftp establishes the initial
connection to the remote host and returns to the command interpreter. The user
command must then be invoked to log in to that host.

Filenames specified as arguments to ftp commands are processed according to these
rules.

1. If thefilenameis-, stdin isused for reading and stdout is used for writing.

2. If thefirst character of the filename is a pipe symbol (]), the remainder of the
argument isinterpreted as a shell command. Ftp will fork a shell with the
supplied argument, and pipe the output of the ftp command to the shell. If the
shell command includes spaces, the entire argument must be enclosed in
guotation marks (for example, " | I's -1t"). There can be no space between the
pipe symbol and the shell command.

3. If globbing isenabled, local filenames are expanded according to shell
metacharacters (see the glob command).

4. Thetransformations defined by case, ntrans, and nmap are applied whenever a
destination filename is derived from a source filename. When you use mget or
get with an unspecified local filename, case, ntrans, and nmap are applied.
When you use mput or put with an unspecified remote filename, ntrans and
nmap are applied. These transformations are of particular interest when
connecting to a remote host with different file naming conventions or practices.

5. If runique or suniqueison, aunique local or remote destination filenameis
created by appending a unique numeric extension to the filename.

An FTP command works only if the remote FTP server supportsit. Userhelp to see
which requests the remote server recognizes. Commands may be abbreviated, so
long as they remain unique. Ftp will prompt for required arguments omitted from a
command. Command arguments that have embedded spaces should be enclosed in
double quotation marks.
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A CAUTION

Use the mget and mdelete commands with caution. Y ou may
overwrite or remove files you did not intend to.

Specifying a directory where a plain filename is expected could
produce unexpected results. For example, the ftp command

I's -1 filewill putalong directory listing of the current working
directory intofi | e instead of returning along listing of that file.

Commands
These commands are recognized by the ftp command interpreter.

account passed
Specify the supplemental password or account name required by some
systems for access to system resources. This command has no meaning
on theiRMX and Unix OSs; they do not implement account
information.

allbinary  Toggle the use of binary type for non-file transfer operations.
Normally, these operations are done in ASCII mode regardless of the
file transfer type. If allbinary ison and the file transfer type is binary,
non-file transfer operations will aso be done in binary mode.

append local-file [remote-fil €]
Append local-file to afile on the remote host. If remote-fileis not
specified, the remote file will be named local-file. Ftp usesthe current
settings for file type, format, transmission mode, and structure.

ascii Set the data representation type to ASCII. Thisisthe default type.

bell Toggle sounding of a bell after each file transfer command is
completed. By default, the bell isturned off.

binary Set the data representation type to binary.

bye Terminate the FTP session with the remote server and exit the ftp
program.
case Toggle case-mapping of remote filenames during a get or mget

command. When case-mapping is enabled, uppercase lettersin the
remote filename are changed to lowercase lettersin the local filename.
By default, case-mapping is turned off.

cd remote-directory
Change the working directory on the remote host to remote-directory.
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cdup Change the working directory on the remote host to the parent of the
current working directory.

chmod mode remote-file
Change the permission mode on the remote file or directory to mode
(interpreted by the remote server). AniRMX FTP server acceptsonly a
3-digit octal value; for example, 777 grants all permissions.

See also: chmod( ) function, C Library Reference

close Terminate the FTP session with the remote server and return to the
client FTP command interpreter.

cr Toggle stripping of carriage returns during ASCI|I fileretrieval. When
enabled, the carriage return is stripped from each carriage
return/linefeed pair encountered in the file, leaving the linefeed record
delimiter recognized by Unix. By default, carriage return stripping is
off.

debug Toggle debug mode. When debug mode is on, each ftp protocol
command sent to the remote server is displayed, preceded by the string
- ->. By default, debug mode s off.

delete remote-file
Delete the file remote-file on the remote host.

dir [remote-file [local-fil€]

dir [options[local-file]]
List the current remote directory or a specified file or directory on a
remote host. Specified options are supplied to the remote list command
(for example, Unix Isor VMSdir). If alocal fileis specified, thelist is
written to that file. Note that if the first argument is options, the second
argument is assumed to be local-file.

disconnect A synonym for close.

form format Set the vertical format control for ASCII and EBCDIC file transfers to
format. Valid formatsarecarri age- control ,non-print (the
default), and t el net . Only the non-print format is supported.

get remote-file [local-file ]
Retrieve the specified remote-file and store it on the local host. If local-
fileis not specified, the local file will be named remote-file. Ftp uses
the current settings for file type, format, transmission mode, and
structure.

glob Toggle local filename globbing. With globbing disabled, all local files
and pathnames are treated literally. With filename globbing enabled,
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each local file or pathname is processed for the shell metacharacters* ?
[1and~. Anadditional pair of metacharacters,

{ and }, may enclose several commarseparated strings, for each of
which amatch is sought. Globbing is always on with referenceto
remote files; it is on by default with reference to local files.

hash Toggle hash mark (#) printing for each data block transferred. The size
of adatablock is 4096 bytes. By default, hash mark printing is off.

help [command)]
Display alist of the ftp commands (no argument) or information about
the specified command.

idle [seconds]
Display the current inactivity timer on the remote host or set it to
seconds.

image Same as binary.

Icd [directory]
Change the working directory on the local host to the user's home
directory (no arguments) or to the specified directory.

Is[remote-file [local-fil€]]

Is[options [local-fil€]]
Same asdir. Notethat if the first argument is options, the second
argument is assumed to be local-file.

macdef mname
Define a macro that will be invoked by using the name mname.
Subsequent lines will be stored as the macro definition. A null line
(consecutive newlines or carriage returns) ends the macro definition.
Within the macro definition, adollar sign specifies substitution of
arguments from the macro invocation line. The sequence $n, wherenis
anumber, will be replaced by the n argument (for example, $1 isthe
first argument). The sequence $i will cause the macro to loop
automatically, executing once with each argument. Escape the dollar
sign with a backslash (\$) to prevent this special treatment. The
maximum number of macrosis 16. The maximum definition length is
4096 characters. A macro definition isvalid only for the duration of a
connection to a remote host; all macros are automatically deleted when
the connection is closed.

macdel mname
Delete the macro mname.

Command Reference Chapter 2 197



ftp

TCP/IP command

198

macls [mname]
List the names of defined macros or list the definition of the macro
mname.

mdelete remote-file ...
Delete the specified files on the remote host. If globbing is enabled,
each filename isfirst expanded.

mdir remote-file ... local-file
Obtain an extended directory listing of multiple files on the remote host
and place the result in local-file. Globbing must be turned off when
using this command. Note that the specification of local-fileis
mandatory.

mget remote-file ...
Retrieve the specified files from the remote host and place them in the
current local directory. If globbing is enabled, the specification of each
remote file will first be expanded.

mkdir directory-name
Make a directory on the remote host.

mlsremote-file ... local-file
Obtain an abbreviated listing of multiple files on the remote host and
place the result in local-file. Globbing must be turned off when using
this command. Y ou must specify alocal file.

mode [mode-name]
Set the file transmission mode to mode-name. Valid modes are bl ock,
conpr essed, and st r eam(the default). Only the stream mode is
supported.

modtime remote-file
Display the last modification time of the remotefile.

mput local-file ...
Transfer multiple files from the current local working directory to the
current working directory on the remote host.

newer remote-file
Get the specified remote file if alocal file of that name does not exist or
if the remote file has alater modification date than the local file of the
same name.

nlist [remote-file [local-fil€]]

nlist [options [local-fil€]]
List name(s) of the current directory or a specified file or directory on a
remote host. Specified options are supplied to the remote list command
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(for example, Unix Isor VMSdir). If alocal fileis specified, thelist is
written to that file. Note that if the first argument is options, the second
argument is assumed to be local-file.

nmap [inpattern outpattern]
Remove (no arguments) or set the filename mapping mechanism.
Filename mapping automatically derives a destination filename from
the source filename during get, mget, put, and mput commands. This
isof particular interest when connecting to a non-Unix remote host with
different file naming conventions or practices.

The input pattern consists of the variables $1 through $9 and literals.
This pattern is matched against a source filename to extract the portions
of interest. Theinput pattern cannot contain spaces.

The output pattern specifies the manner in which the variables derived
by the input pattern are used to create the destination filename. The
variables $1 through $9 are replaced by their derived values. The
variable $0 is replaced by the original source filename. The pattern
[stri,str2] isreplaced by strlif strlisnot anull string or by str2 if strl
isanull string. All other spaces and characters are treated as literals.

For example, the command nmap $1;$2 $1.$2 can be used to create a
Unix equivalent of the VM S version number extension by replacing the
semicolon with a period.

ntrans [inchars [outcharg]]
Remove (no arguments) or set the filename character trandation
mechanism. Character trandlation automatically derives a destination
filename from the source filename during get, mget, put, and mput
commands. Thisisof particular interest when connecting to a remote
host with different file naming conventions or practices.

If acharacter in the source filename matches the n character in inchars,
it is replaced by the corresponding character from outcharsto create the
destination filename. If the inchars string islonger than the outchars
string, the characters without a corresponding output character are
ignored in the source filename.

For example, the command ntrans ;$-% . will translate semicolons to
periods wherever they appear and ignore al dollar signs, hyphens, and
percent signs.

open host [port]
Establish a connection to the FTP server on the specified remote host.
Port is used to specify an alternate FTP server; it can be the actual port
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prompt

number or the service name. If autologin is enabled (the default), ftp
will also attempt to automatically log the user in.

Toggle interactive prompting, which isturned on by default. Interactive
prompts occur during multiple file transfers, to allow the user to
selectively retrieve or store files. If prompting is turned off, mget and
mput transfer all specified files.

proxy ftp-cmd

Execute an FTP command on a secondary control connection. This
command enables you to open simultaneous connections to two FTP
servers and transfer files between them instead of between the local
client and aserver. Theoriginal FTP connection is called the primary
control connection; the connection made through the proxy command is
called the secondary control connection. The server on the secondary
connection must support the FTP protocol command PASV.

Thefirst proxy command should be open, to establish the secondary
connection. The proxy command ? displays the list of commands that
can be used on the secondary connection. These FTP commands
behave differently when executed as proxy commands:

Command Difference

open will not define new macros during autologin

close will not erase existing macro definitions

get, mget transfer files from the primary server to the secondary
server instead of to the local host

put, mput, transfer files to the primary server from the secondary

append server instead of from the local host

put local-file [remote-fil€]

pwd
quit

Copy the local file to the remote host. If remote-file is not specified, the
remote file will be named local-file. Ftp usesthe current settings for
file type, format, transmission mode, and structure.

Display the pathname of the current remote working directory.
A synonym for bye.
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guote arg ... The specified arguments are sent, verbatim, to the remote FTP server.
A single FTP reply code is expected in return. This command is used to
avoid processing of acommand by the local FTP client, and facilitates
the sending of an explicit FTP protocol command to the remote server
when the client does not implement the related command.

recv remote-file [local-file]
A synonym for get.

reget remote-file [local-fil€e]
Similar to get, but if local-file already exists and is smaller than remote-
file, it is assumed to be a partially transferred copy of thefile. The
transfer is resumed from an offset into the remote file equal to the byte
count of the local file.

rename remote-file new-name
Rename the remote file to new-name.

reset Clear the reply queue to resynchronize the command/reply mechanism
between the FTP client and server.

restart marker
Restart the file transfer immediately following get or put at the
indicated marker, which is a byte offset into the file.

rhelp [command]
Request alist of the FTP protocol commands implemented by the
remote server (no arguments) or an explanation of the specified
protocol command.

rmdir directory-name
Delete a directory on the remote host.

rstatus[file] Show the status of the remote host or of the specified file on the remote
host.

runique (receive unique) Toggle the creation of unique local filenames when
using get and mget; receive unique is turned off by default. If runique
is on and the destination filename already exists, a numeric extension is
added to the name, incrementing the number sequentially until a unique
nameis created. For example, if the target local filename is fortune and
that file already exists, the target name becomes fortune.1. If fortune.1
already exists, the target name becomes fortune.2, and so on with
extensions 1 through 99. If all versions of the file already exi<t, the
transfer fails. If the transfer succeeds, the unique filename will be

displayed.
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send local-file [remote-file ]
A synonym for put.

sendport  Toggle the use of the FTP protocol PORT command when establishing
adata connection. When enabled (the default), ftp sendsa PORT
command to inform the server which local port the client usesto listen
for the data connection. The server will then connect to that port.
When disabled, ftp listens for all data connections on the default port.
This command is particularly useful when connecting to FTP
implementations that do not support the PORT command.

stearg... Sendthe arguments, verbatim, to the remote server asa SITE
command. These SITE commands are supported by theiRMX FTP
server; the CHMOD, ULIMIT, and UMASK commands operate like
the corresponding Unix commands:

CHMOD modefile Change the permission mode on the remote file.

HELP List the SITE commands supported by the server.
IDLE [secs] Display (no arguments) or set the current idle
time limit.

ULIMIT [blocks] Display (no arguments) or set the current file size
limit.

UMASK [mask] Display (no arguments) or set the current file-
creation mode mask.

size remote-file
Display the size of the remote file.

status Show the current status of ftp.

struct [struct-name]
Set the structure of the file to be transferred to struct-name. Valid
formatsarefi | e (the default), page, andr ecor d. Only thefile
structure is supported.

sunique (send unique) Toggle the creation of unique remote filenames when
using put and mput; send unique isturned off by default. This operates
the same asrunique.

system Display the type of OS running on the remote host.

tenex Set the data representation type to t enex, which corresponds to the
local logical byte size. The only byte size supported is 8 bits, making
this data type virtually the same as binary.

trace Toggle packet tracing. Packet tracing is turned off by defaullt.
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type [type-name]
Display the data representation type of the file to be transferred (no
arguments), or set it to type-name. Valid typesare ASCl | (default),
bi nary, EBCDI C, i mrage, andt enex (loca byte size). The binary and
image types are identical. The EBCDIC typeisnot supported. The
t enex type, in which the logical byte sizeis 8, isvirtually the same as
binary.

umask [mask]
Display (no arguments) or set the user file-creation mode mask on the
remote host.

user login [password [account]]
Log in to the remote FTP server as user login. Ftp will prompt for the
password and account if they are required and not specified.

verbose Toggle verbose mode. When enabled, all responses from the FTP
server are displayed along with statistics regarding the efficiency of
each filetransfer. By default, verbose mode is enabled for an
interactive session and disabled for a background or batch session.

? [command)]
A synonym for help.

$mname[arg ...]
Invoke the macro mname with the specified arguments.

I [command] Invoke a shell on the local host. To return to ftp, exit from the shell
with an EOF (inthe iRMX OS, a<Ctrl-Z>). If an argument is
specified, that command is executed and the shell exits automatically.
Do not execute any iIRMX command that doesan attachfile : $.

Diagnostics

Exit statusis O for normal termination or a positive number for error termination.
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getaddr

Returns the local system'’s Ethernet address.

Syntax
get addr

Additional Information

The getaddr command displays the Ethernet address of the local system. The
command looks up the value for the local object named myhostid and returns it.
iRMX-NET enters the myhostid object with the Name Server during initialization.
The addressis reported as shown below:

Et hernet address : 00 AA 00 02 5A 70
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getname

Returns the network name of the local system or of any iRMX-NET system specified
by its Ethernet address.

Syntax
get name [A=net _addr] [R=retries]

Parameters

A=net _addr
A 12-digit ASCII string representing the hexadecimal Ethernet address of a system.
Spaces are not alowed. If this parameter is omitted, the name of the local system is
returned. Thisisan example address:

00AAQ00025A70
R=retries

A decimal number of times the Name Server tries to find the system, using a different
Multibus 1 slot ID. The maximum is21. The default is 8.

Additional Information

The getname command displays the name of the specified hogt, if the nameis
cataloged under property type 5H in any Name Server object table. 1f no object with
the specified Ethernet addressis found cataloged under property type 5H, gethame

displays an error message.

If an input parameter is not specified, the local host nameis returned. Thisisthe type
of name catal oged with the loadname command from the : sd: net/data file (assuming
it is entered as property type 5H in that file). The name could also be cataloged with
a sethame command.

In Multibus | and PC systems, the gethame command finds the name in the first trial.

In Multibus Il systems, a host can be in any one of the Multibus Il dots. To identify
different hostsin the system, the Name Server appends the slot ID with the Ethernet
address for the host-unique ID (property type 5H). For example, if ahost CPU isin
dot 4 of aMultibus 11 system, the host-unique ID might be as follows, where 04 is

appended to the Ethernet address:
Name Type Value
SLOT4SYS 0005H 00AAOQ0025A 7004
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To obtain the names of Multibus |1 hosts with gethame, you may specify the dot ID
as part of the address, as follows:

get namre A=00AA00025A7004

If the dot ID isnot known, it need not be specified. In this case, gethame attempts to
find the host name up to 21 times (depending on the number of retries specified),
each time with adifferent dot ID. For example, this command contains no slot ID:

get namre A=00AA00025A70

The getname command tries five times with different appended slot numbers before
it finds the name, as shown below:

Getting i RMX Systemnanme ... Trial 01 (dotO)
Getting i RMX Systemnanme ... Trial 02 (dotl)
Getting i RMX Systemnanme ... Trial 03 (dot2)
Getting i RMX Systemnane ... Trial 04 (dot3)
Getting i RMX Systemnanme ... Trial 05 (dotd)

Host name is: SLOT4SYS

See also: findname command, in this chapter

Error Messages

<net _addr>, illegal Ethernet address
The Ethernet address specified in the command lineisinvalid. Execute the gethame
command again using the correct Ethernet address.

<net _addr>, nanme does not exi st
An object with the property type 0005H matching the given Ethernet addressis not
found in the entire network.

<net _addr>, maxi num responses received
More than one name is found to match the given Ethernet address. This happens if
the setname command is executed more than once and different names are used. In
this case, the number of such duplicate names found by the Name Server can be too
large to handle. The maximum number of responses that can be handled by the
Name Server is a configurable option.
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grep
Searches the specified file(s) for a string matching the given pattern. For each
matching string, grep displays the lines and/or filenames.

Syntax

grep pattern pathname [to|over|after outpath] [nofile]
[line] [exact] [unique] [plmM

Parameters

pattern
The pattern for which amatch is desired.

pat hnane
Thefileto search. Wildcards are permitted.

to| over|after outpath
Writes the output to the specified file instead of to the screen.

nofi | e Don't display the filename when a match isfound. The default isto always display
the filename.

line Display theline number when a match is found.

exact Searchesfor the pattern as entered with regard to upper- and lower-case. The default
isto search without case-sensitivity.

uni que When amatch isfound, displays only the filename, and only once for each file.

pl m Ignores $ charactersin the file when searching for a match.

Additional Information

Unless you specify the exact parameter, the search is caseless; all occurrences of the
matching string, in any combination of case, are reported.
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Examples

Tofind all occurrences of rg$send$messagein al files ending with p38, regardless
of PLM coding style, enter:

grep rgsendnessage *p38 plm
To find all occurrences of a distinctly spelled variable in the same files, enter:

grep SillyVar *p38 exact
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help

Displays information about one or more commands. If no parameters are given,
information about the help command is displayed.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

hel p command_|ist [to|over|after outpath list] [q] [p = num

Parameters

conmand_| i st
One or more command names for which you want help. Separate multiple names
with commas. Wildcards are permitted. Only utilities added to the OS have help
screens available.

to|lover|after outpath_Iist
Writes the output to the specified file(s) rather than to the screen. If you specify
multiple input files and one output file, the output is appended.

q(uery) Prompts for permission to display each help file. Respond to the prompt with:

Y Display thefile

R Display remaining files without further query
E Exit the command

N or other Don't display the file; query for the next

p(agel engt h)=num
The maximum number of lines in the output page; the default is66. A formfeed
(OCH) isinserted in the output every nlines, wheren = pagel engt h- 3. If the
output is not directed to afile, this parameter isignored. The default valueis
decimal, but you can specify octal or hexadecimal by appending an O or H.
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HI command

Additional Information

210

If no output pathnames are given, the output is sent to the screen using the skim
command. For help on commands used by skim, type H or ? at the mor e? prompt.

See also: skim command, in this chapter

The help command displays the contents of a help file with the same name asa
command. Each help file has the extension .hlp. If the filename becomes too long
the excess part of the .hlp extension is truncated.

Not all commands have help files. The help command is used primarily to give
information about utilities added by users; many of these utilities are now shipped
with the OS and described in this manual.

The help command determines the location of the help files by entriesin a help.mac
file, which isin the same directory as the help command. The help.mac file contains
the names of directoriesto search for help files. The directories should be on
separate lines or separated by commas. If you add directories, use these types of
entries; note the trailing slashes on the directory pathnames:

. prog:
: sd: hel ps/ systen!
:sd: hel ps/utils/
: sd: hel ps/ uprocs/
»sd:util 286/
%
If no help file for acommand is found in any of the directories listed in help.mac, an
error message to that effect is displayed.

Indirect help files may be created by using an at sign (@ asthe first character in the
help file, followed by the indirect command name. To use this capability, there must
be an actual help file referenced by the indirect command name. For example, if
there is an actual skim.hlp file, and you want to provide help for an alias neski m
create a file named m.hlp that contains only thisline:

@kim
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history

Displays the last 40 command lines in chronological order. Y ou can use the
associated number with the ! command to recall one of the displayed command lines.

Syntax
hi story

Additional Information

The command lines are displayed a screenful at atime, including the history
command, and are numbered from 1 to 999. After 999, the numbers start over at 1.
When displaying the command lines, the CL1 lists the first page (20 lines) of
commands followed by the query:

display nore ? ([y] or n)

The default isY. If you enter anything other than N, the CL 1 displays the next page of
command lines (assuming there are more command lines in the history buffer).

Y ou can use the history command with the ! command to recall a specific line
number or command line. For example, you might enter the history command to see
the last 20 command lines. To recall line 10 so you can modify and execute it, you
would enter:

110 <Cr>

Thiswould display line 10 as the current line. Y ou can then edit the line; however,
the original line 10 remains unchanged in the history buffer. The edited line becomes
the last (newest) line in the history record.

If you have entered a command line that includes continuation lines, history displays
it as shown for command 2 below:

1 copy x to y
2 copy z &
** 1o &
** t.asm
3dir
4 history
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Examples
Assume that you enter these commands:

- copy Xto Y.PLM <CR>
- dir <CR>

- AEDIT Y.PLM <CR>

- history <CR>

The response to the history command would be:

1 copy X to Y.PLM
2.dir

3 AEDIT Y. PLM

4 history

To edit line 1, use the! command. Line 1 isdisplayed with the cursor at the end:

- 11 <CR>
- copy X to Y.PLM

If you edit thelineto read copy NEW PLM t o Y. PLMand execute the command,
the lineis entered into the history buffer asline 5. Now if you enter the history
command you see:

copy X to Y.PLM

dir

AEDI T Y. PLM

hi story

copy NEWPLMto Y.PLM
hi story

o0 WNBE

Error Messages

<par anet er >, unexpected paraneter
Y ou entered a parameter; history does not accept parameters. If you want to recall a
specific line, enter the ! command.

<condi ti on code: menoni ¢c>, while history displayed
An error occurred when the CLI tried to write the history buffer to the screen.
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ic
Reads or writes interconnect space to perform one of several functionson a
Multibus Il system. Theic command must be invoked separately for each
subcommand function.

Syntax

ic -c agents [-5s]

ic -c fpi [-s] armdisarm

ic -c get [-s] slot register count

ic -c help

ic -c kill [-s] slot

ic -c nmyslot [-5]

ic -cnm [-S] [-e] slot nmitype

ic -c record [-s] [-o0 occurrence] slot record

ic -c reset [-s] [-p nonitor|bootstrap|index] slot type

ic -c set [-s] slot register value

Parameters
The parameters after - ¢ arein alphabetical order, with hyphens ignored.

-C Specifies that one of the ic subcommands follows.

a(gent s)

Displaysthe dot ID and product code for each board (agent) in the system, including
add-on (extension) boards. With the - s switch, the dot ID isrepeated for extensions.

count A decima number specifying the number of registers to display.

-e Enables the NMI source specified by nmi t ype. The - e is unnecessary if the NMI
sourceis already enabled.

f(pi) armdi sarm
Arms or disarms notification from the Front Panel Interrupt (FPI) server. This server
notifies when you turn the front panel keyswitch to Interrupt. By default, all boards
are disarmed when the system starts, and the interrupt switch has no effect. If you
arm the server, the board where you issue the command is given a non-maskable
interrupt (NMI) when you turn the keyswitch.

g(et) Displaysthe contents of one or more interconnect registers on the board in the
specified dot.

h(el p) Displaysic syntax.
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k(i I'l) Disablestheboardin the specified dot by applying alocal reset. To re-enable the
board it must be reset with the ic command or ther eset switch.

m(ysl ot)
Displaysthe dot ID of the board whereic is executing.

n(m ) Issuesan NMI on the board in the specified dot.

nm type
The following; to specify the whole string, use underscores (_) not spaces:
di agnosti cs(_request)
debugger (_entry)
sof tware(_nmi _source)

-0 occurrence
A decimal number specifying which occurrence of the record to display, where there
are multiple occurrences. The default is 1, the first record.

-p nonitor| bootstrap|index
For alocal or warm reset, specifies a program to run after the reset:

moni t or invokes the firmware debug monitor
boot st rap invokesthe firmware bootstrap loader

i ndex isanumber in the range 0-7, invoking a program in the Program Table
Index Register (PTIR)

rec(ord)
Displays the contents of an interconnect space function record on the board in the
specified slot, or displays information about extension boards on it.

record A decimal number specifying the interconnect space record, or, to indicate extension
boards, the literal 20 or HW

register
A decimal number specifying the (beginning) interconnect register.

r es(et ) Resets the board in the specified dot.
-s Shortens output to the value requested, not a message, except for error messages.

s(et) Writesavalueinto an interconnect register on the board in the specified dot. The
value written is verified and displayed.

type Thetypeof reset: col d, recovery,warmorl ocal . Local causesa processor
reset if the specified dlot iswhereic is executing.

slot A decimal slot number specifying which board to act upon.
val ue A one-byte hexadecimal value to write (don't specify the H).
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Additional Information

Interconnect registers and the logical records that comprise a group of registers are
defined differently for different boards. Refer to the hardware reference manuals for
the boards you use.

See also: Records, reset, program table index register, NMI, Multibus 1
Interconnect I nterface Specification

The table below shows default aliases defined for the ic command in Multibus [
systems. These are not defined for DOSRMX installed in a Multibus |1 system.

Subcommand  Aliases

agents agents = ic -c agents
myslot myslot = ic -c mydot
reset agentreset = ic -c reset #0 local

coldreset =ic-c reset O cold

sysreset = coldreset

monitor = ic -c reset -p monitor #0 local
reboot = ic -c reset -p bootstrap
warmreset = ic -c reset 0 warm

nmi nmi = ic -c nmi #0 software
nmiforce = ic -c nmi -e #0 software

get icread = ic -c get #0 #1 #2

set icwrite = ic -c set #0 #1 #2

kill offline=ic-c kill #0

Values written to aregister with theset subcommand are hexadecimal. All other
numeric values you specify in theic command are decimal. Valuesdisplayed by ic
follow the same convention. If you enter an invalid command, ic displays the syntax
of ic commands.
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Examples

agent s In this example the commands are for a system that includes an SBC 386/258 board
indot 1, with a CSM/002 module attached.

ic -c agents <CR> or agents <CR>
AGENTS COMVAND -
SLOT: 00 386/ 258
- CSM 002
SLOT: 02 186/ 410
SLOT: 03  386/116
SLOT: 07 186/ 530

ic -c agents -s <CR> or agents -s <CR>
00
00
02
03
07

nmysl ot Inthis example the command isissued from the board in dot 1.

ic -c nyslot <CR> or nysl ot <CR>
MYSLOT COMVAND - SLOT: 01

ic -c nyslot -s <CR> or nyslot -s <CR>
01

get This example returns the value from the board in slot 1, interconnect register 100,
with the contents of two registers returned.

ic -c get 1 100 2 <CR> or icread 1 100 2 <CR>
GET COMVAND - SLOT: 01
100 - O3H 101 - OOH

ic -c get -s 1 100 2 <CR> or icread -s 1 100 2 <CR>
03
00
set This example writes to the board in dot 2, interconnect register 0, value 1.
ic -c set 201 <Cr> or icwite 2 0 1 <CR>
SET COWAND - SLOT: 02, REG STER 0, VALUE: 01H
ic -c set -s 201 <CReor icwite -s 2 0 1 <CR>
01

216 Chapter 2 Command Descriptions



HI command

record

This example returns information from the board in dlot 1, record 1. The
corresponding interconnect register numbers are shown in parentheses.

ic -crecord 1l 1 <CR>

RECORD COMVAND -

2(038)-3fH
6(042) - f 1H

ic -c record

01
05
3f

00
01
al
fl

record

3(039) - 00H

-s 11 <CR>

4(040) 01H

SLOT: 01, NAME: MEMORY, TYPE: 001,

5(041) - alH

LENGTH: 05

This example returns information about the hardware extension board attached to the

boardin dot 0. Theliterals 20 or HW used as a record number, specify hardware
extensions. Notice the prompts to display more information between each record.

-ic -c rec 0 20 <CrR>

RECORD COMVAND - SLOT: 00,

02(103)
06(107)
10(111)
14(115)
18(119)

O0H
43H
30H
00H
O0H

03(104)
07(108)
11(112)
15(116)
19(120)

-MRE ([Y]/N) ? <CR>
RECORD COMMVAND - SLOT: 00,

02(124)

00H

03(125)

-MORE ([Y]/N) ? <CR>
RECORD COMVAND - SLOT: 00,

02(128)
06(132)
10( 136)

40H
15H
O0H

03(129)
07(133)
11(137)

-MRE ([Y]/N) ? <CR>
RECORD COMMVAND - SLOT: 00,

02( 140)
06( 144)

Command Reference

00H
00H

03(141)
07( 145)

NAME: HW EXTENSI QN, LENGTH: 20

00H  04(105)
53H  08(109)
30H 12(113)
00H 16(117)
00H 20(121)

O1H
4dH
32H
01H
O0H

05(106) - O0OH
09(110) - 2fH
13(114) - OOH
17(118) - OOH

NAME: CSM TYPE: 008, LENGTH: 02

23H

NAME: TI ME_DATE, TYPE: 009, LENGTH: 10

10H  04(130)
31H  08(134)
03H

NAME: ALARM  TYPE: 032,

00H  04(142)
00H  08(146)

27H
01H

00H
00H

05(131) - 16H
09(135) - 90H

LENGTH: 07
05(143) - O0OH

Chapter 2

217



ic HI command

-MORE ([Y]/N) ? <CR>

RECORD COMVAND - SLOT: 00, NAME: N\VRAM TYPE: 033, LENGTH: 28
02(149) - 00H 03(150) - O0H 04(151) - 00H 05(152) - O0OH
06(153) - 00H 07(154) - O0H 08(155) - OOH 09(156) - OOH
10(157) - O0OH 11(158) - 00H 12(159) - 00H 13(160) - OOH
14(161) - O0H 15(162) - 00H 16(163) - 00H 17(164) - OOH
18(165) - O0H 19(166) - 00H 20(167) - 00OH 21(168) - OOH

22(169) - 00H 23(170) - 00OH 24(171) - O0H 25(172) - OOH
26(173) - 00H 27(174) - 00OH 28(175) - O0H 29(176) - OOH

-MORE ([Y]/N) ? <CR>
RECORD COMVAND - SLOT: 00, NAME: CHASSI S I D, TYPE: 034, LENGTH: 02

02(179) - 00H 03(180) - OOH

Error Messages

GET COWAND - Invalid count argument
The count value entered isinvalid.

GET COWAND - Invalid register argunent
The register offset isinvalid.

SET COWAND - |nterconnect wite error
The value written to interconnect space could not be read back to validate it.

RECORD COVMAND - Invalid record type
The record value entered isinvalid.

<slot>: Invalid slot ID argunent
The ot valueis not avalid Multibus Il sot.

<slot>: Interconnect not initialized
The specified Multibus 11 host had not initialized its interconnect space.

<slot>: Invalid conmand argunent
The major option entered was not a valid ic subcommand.

E_NOT_CONFI GURED
The system on which the ic command was invoked is not a Multibus |1 system.
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inamon

Performs several network functions chosen from a menu, including reading and
setting Network Management Facility (NMF) objects, performing echo tests, and
managing network routing.

Syntax

i nanopn

Additional Information

Inamon is a menu-driven utility that provides these functions:

Determines and changes the iINA 960 configuration through NMF objects and
monitors Remote Boot Server activity. If the NMF is configured for remote
object support, you can use inamon to monitor NMF objects on a remote system.
Except for the ina961.31L download file, the default NMF configuration for iNA
960 files shipped with iIRMX-NET allows remote object manipulation.

Performs echo tests of the Data Link Layer to determine if the physical link
between two systemsisin place and if the iNA DataLink Layers are
functioning. A remote system's Ethernet address and a Data Link Layer LSAP
ID of 08 are used to reach the remote Data Link Layer.

Attachesto iNA 960 on aremote system to determine whether the iNA
Transport software is functional on the two systems. Y ou must provide the
transport address for the remote system.

Notifies the user of alocal event.

Provides routing management for both static |P and ES-1S dynamic routing.

See also: NMF objects, Network User's Guide and Reference

When you invoke inamon, this menu is displayed:

TYPE 0 FOR : READ/ SET/ CLEAR OBJECTS

TYPE 1 FOR : ECHO TESTI NG

TYPE 2 FOR : EVENT NOTI FI CATI ON

TYPE 3 FOR : ROUTER MANAGENMENT

TYPE 4 FOR : ATTACH REMOTE AGENT

TYPE 5 FOR : DETACH REMOTE AGENT

Enter Option (TYPE H FOR HELP, E FOR EXIT) -->

At this menu, enter Hfor help information about the command. Once you enter the
help screens, you must page through (using <CR>) to the end.
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initstatus
Displays the initialization status of all HI-managed terminals.
Syntax
i ni tstatus
Additional Information
Thisisthe format of the initstatus display:
term nal config device init term job user user user
devi ce nane excep excep excep state 1D 1D POOL name
. TO. 0000 0000 0000 D-E 1 0 1, 400K rnx
. TL. 0000 0000 0000 SLE 2 65535 1,400K rnx
. T3. 0000 0002 D--
. T4. 0021 D--
Where
term nal The physical name of the terminal, as defined during the configuration
devi ce of the Basic I/O System and as attached by the HI. Periods surround
name each name.
config Hexadecimal condition code that the HI received when it attempted to
excep interpret the terminal definition and user definition files. A 0 value
indicates anormal condition. Nonzero values indicate exceptional
conditions.
devi ce Hexadecimal condition code that the HI received when it originally
excep attached the terminal as a physical device.
init Hexadecimal condition code that the HI received when it created ajob
excep for the interactive session.
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term Three characters that indicate the current state of the terminal. The
state first character can be either:

D adynamic logon terminal
S a static logon terminal
The second character can be either:
L the terminal islocked
- the terminal is unlocked
See also:lock and unlock commands, in this chapter
dynamic and static terminals, System
Configuration and Administration
The third character can be either:
E the HI interactive job associated with this terminal
exists
- the interactive job does not exist
job A sequential number that the HI assigns to the interactive job during
I D initialization. Y ou specify this number as the parameter in the
jobdelete command to del ete the corresponding interactive jab.
user The user ID that the HI associates with the interactive job when the
I D user beginsa HI session.
user The maximum size of the memory pool associated with the interactive
POOL job.
user The logon name of the user who is accessing this terminal.
name
See also: L ogon names and terminals, System Configuration and Administration

Error Message

not a nulti-user system
The HI cannot return information about terminals because it is not configured as a
multi-user system.
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jobdelete

Deletes one or more running interactive jobs, which are the HI jobs that manage user
sessions. The Super user can delete any interactive job. Other users can delete only
those jobs with the same user ID as their own.

Syntax
jobdelete job_id_list

Parameter

job_id list
One or more job ID numbers separated by commas, specifying the interactive jobsto
be deleted. Use the initstatus command to display the current job IDs.

Additional Information

Deleting an interactive job causes the HI to terminate the corresponding user session.
The jobdelete command cannot be used to del ete background jobs; for those, use the
kill command.

When you invoke jobdelete, it first attempts to delete the interactive job's offspring
jobs (for example, a submit file or a program invoked as aresult of an

rqe create io_job system call). It deletes multiple levels of offspring jobs.
However, jobdelete cannot delete any interactive or offspring job that contains
extension objects.

See also: Deleting offspring jobs, System Concepts

Normally, when a user'sinteractive job is deleted, the HI logs the user off the system
and issues a new logon prompt. If the job ison a static terminal, the HI automatically
re-creates the interactive job, with no logon prompt. However, if the lock command
has been invoked for the terminal, the HI does not reissue a prompt or re-create
interactive jobs after ajobdelete command. The system manager can use the
combination of lock and jobdelete to remove users from the system before a system
shutdown.

Unless you delete your own interactive job, jobdelete displays this message as it
deletes each job:

<job_I D> deleted

If you delete your own interactive job, the logon prompt is displayed (for dynamic
terminals) or your interactive job isrestarted (for static terminals).
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Error Messages

<job_I D>, does not exi st
Theinteractive job associated with thisjob ID does not exist. It has already been
deleted or never existed.
<job_ID> invalid job id
The specified job ID is not associated with any terminal managed by the HI.
<job_ID> job does not belong to you
Y ou do not have the same user ID asthe interactive job, or you are not the system
manager.

<job_I D> not deleted

<job_I D>, <condition code: menoni c>
Theindicated condition code was encountered, preventing jobdelete from deleting
the jab.
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jobs
Displays the current background jobs and their job ID numbers, in last-in first-out
order.

Syntax

j obs

Additional Information

Thejob IDs are displayed in alist of four-digit hexadecimal 1D numbers. These are
the job 1Ds assigned when the background command was invoked. To cancel a
background job, use the kill command.

Thisisthe type of display produced by the jobs command, where <j ob> isa
truncated copy of the command line running in the background:

Background Jobs:

9B08 "<j ob>"
1FFO "<j ob>"
10A8 "<j ob>"

Error Message

<par anet er >, unexpected paraneter
Y ou entered a parameter; jobs does not accept any parameters.

224 Chapter 2 Command Descriptions



HI command keyb

keyb
Configures the console keyboard for a specific country, in iRMX for PCs and
DOSRMX. The default keyboard setting is US.

Syntax

keyb [country-abbreviation]

Parameters

count ry- abbrevi ation
Two-character abbreviation of the country indicating which keyboard is being used,
asfollows:

Abbreviation  Country

FR France

GR Germany

IT Italy

LA Latin America
sV Sweden/Finland
UK United Kingdom
us United States

Additional Information

Without a country abbreviation, keyb displays the syntax and list of countries
supported.

For keyboards with keys that support three characters, you can type the third
character only by pressing the <Ctrl+Alt+key> combination.

Currently, <Alt+Shift+key> and the <Alt Gr> key are not supported by the keyboard
command.

Error Messages

I nval i d Language Abbrevi ation
Y ou did not enter a correct country abbreviation as listed above.

Invalid Comand Tail
Y ou entered a single letter instead of atwo-letter country abbreviation.
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Kill

Cancels the specified background job or all background jobs.

Syntax
kill [job_id|*]

Parameters
j ob_i d The hexadecimal job ID number established when the background job was invoked.
* Cancels all background jobs.

Additional Information

The Super user can cancel any job. Other users can cancel only background jobs
started by themselves or by the World user.

If you cancel several background jobs at once and then immediately issue the jobs
command, some of the canceled jobs may be listed. Even though these jobs are
displayed, they have been canceled. Verify thiswith another jobs command.

When ajob has been canceled, this message is displayed:
Background job <job_id> cancel ed

If you use the asterisk (*) parameter with the kill command, all background jobs are
canceled and this message is displayed:

Al'l background jobs were cancel ed

Error Messages

kill, the job paraneter is not a valid background job of the caller
You tried to kill a background job that is not in your list of background jobs.
kill, a job parameter is required

The command you entered has a syntax error.
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killjob
Displays current system job tree information and allows the user to specify ajob to
be deleted.
Syntax
killjob

Additional Information

The killjob command displays the following job tree information:

Used Avai
1394K 29156K
9K 0K
39K 34K
166K 345K
39K 34K
41K 1K
5K 0K
0K 23K
21K 2K
31K 0K
0K 10K
144K 15K

Which job to delete (RETURN to exit) ?

Root Job

Human I nterface Job
/ rmx386/ j obs/ any. j ob
CLI Job

:UTILS: Killjob

/ rmx386/ j obs/ keybd. j ob
El CS Job

RTE Job

Di spat cher Job

Bl GS Job

Shared C Library Job
Nucl eus Comm Servi ce

To delete ajob, smply specify the ID of the job you wish to delete.. In this example,
assume you want to delete /rmx386/jobs/any.job. Simply specify 7178 followed by
<Enter>. If the job does not have a deletion mailbox catalogged in its object
directory, or doesn’t respond to the message sent to its deletion mailbox, you will
receive the following query:

See dso:

deletion message.

Job cannot unload itself.

sysload command, in this chapter, for information on the format of the

Attenpt to delete it?

If you specify “y” followed by <Enter>, the job will be deleted with the following

message:
Del eting job 7178

The resulting job tree will then be displayed.
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lanstatus

An diasfor the netinfo command. The features of the former lanstatus command
are included in the netinfo command.

See also: netinfo command, in this chapter
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listhame

Lists the names and values of objectsin the local network Name Server object table.

Syntax

listname [to| over|after outpath]

Parameters

to| over|after outpath
Writes the output to the specified file rather than to the screen.
Additional Information

This command lists only objects cataloged on the local system, not on remote
systems. The output can be directed to aterminal, afile, or aprinter. The output has

the form:

Nare Property Unique PV_Type Value
FSTSAP 00000H NO SIMPLE 10 OOH
FCTSAP 00001H NO SIMPLE 11 OOH
| NARELNUM 00004H NO SIMPLE 0O3H

I NANLNUM 00004H NO SIMPLE 01H
NSCOMVENG NE 00004H NO SIMPLE  FFH
TLCOMVENG NE 00004H NO SI MPLE  OOH

The following entries depend on the number of subnetsin theiNA 960 job. For
example, there can be up to 4 MYHOSTID entries, 1 for each subnet, where xx
varies from O1 to 03.

MYHOSTI D 00004H NO SIMPLE 00 AA 00 02 57 86H
MYHOSTI Dxx 00004H NO SIMPLE 00 AA 00 02 57 86H
I NASUBNET 00004H NO SIMPLE 00 O1H
I NASUBNETxx 00004H NO SIMPLE 00 O1H

The following entries are added by file servers from the /net/data file. The BSMB2
entry isfor the server in dot 0 and the BSSLOT2 entry is needed by the client in slot
2 (note that the last two digits of addresses in the VValue column are the slot number
for these entries).
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NET command

RNETSRV 00004H NO SIMPLE 52 4E 45 54 53 52 56 00 AA OOH
02 57 86H

BSMVB2 00003H YES SIMPLE 0B 49 00 00 00 AA 00 02 57 86 FEH
00 02 10 OOH

BSMVB2 00005H YES SIMPLE 00 AA 00 02 57 86 OOH

BSMVB2 00006H YES SIMPLE 0B 49 00 00 00 AA 00 02 57 86 FEH
00 02 30 OOH

BSSLOT2 00005H YES SIMPLE 00 01 00 AA 00 02 57 86 02H

NSDONE 00004H NO SIMPLE 52 4D 58 00 AA 00 02 57 86H

The following entry isfor the client (file consumer), taken from the /net/data file.
72 6D 78H

MYNAMEOO

00002H

NO

SI MPLE

230

In the object table, Name means the name of the abject, such as the server name
BSMB2 in this example.

The Pr opert y column lists the property type, a numeric code that tells what kind of
information is represented by the property value in the last column.

See also: Name Server property types, Network User’ s and Reference Guide

Uni que indicates whether this combination of object name and property type are
unique on the network. The fixed entries are not unique; the object table on every
node in the network includes these objects. Other non-unique objects can be added to
the object table through the programmatic interface. Non-unique objects are, in
effect, local abjects. Each computer can read the value of the object in its own object
table, but it cannot access the object with that name on aremote node. The Name
Server guarantees the uniqueness of any object entered through the Human Interface.
Before it accepts a new object, it checks all the other object tables on the network for
objects with the same name and property type.

SI MPLE in the PV_Type column means that the property value in the last column is
asimple string, rather than a complex structure in which each element is an object,
such asamail list made up of network users. Structured property types are not
supported in iINA 960/iRMX-NET.

The Val ue column isthe property value, afield containing specific information
about this object, usually based on the network address. For objects of property types
3, 6 and 8, the Val ue column contains the server's transport address. For objects of
property type 5, that column contains the host-unique 1D, combining the Ethernet
addressand aslot ID.

See also: findname and sethame commands, in this chapter
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Error Messages

illegal option
The option specified in the command must bet o, over, orafter.

<pat hnanme>, illegal path
The pathname specified in the command line is longer than 255 characters.
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load

LoadsiNA 960 network software into memory on the network controller board and
starts the controller running.

Syntax

| oad pat hnane

Parameter

pat hname
The name of the file containing iINA bootable network software.

Additional Information

The iIRMX-NET software loads the iINA boot software onto the network controller
board during initialization, so the load utility is generally not needed on iRMX 111
systems. However, if iIRMX-NET isunableto find the iNA file and cannot load the
software, IRMX-NET initialization stops. iRMX continues to initialize, and you may
then invoke the load command to load iNA and resume iRMX-NET operation.

TheiNA file being loaded must be in aformat as processed by the xlate utility. In
previous releases of iNA 960, the load utility had the capability that xlate has; it
could be used for trandating an OMF86 file to the iINA boot file format. However,
the xlate utility should now be used to perform the trand ating function, and the load
utility should be used to load the LAN controller. Attempting to use the load utility
to perform the trand ation function produces unpredictabl e results.

See also: Remote Booting and ccinfo file, Network User's Guide and Reference
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loadname

Adds the names and addresses of network serverslisted in a specified file to the local
Name Server object table.

Syntax

| oadname [ pat hnane]

Parameter

pat hnane
The name of the file containing the list of network servers. The default fileis
:sd:net/data. If you specify ancther file, it must use the format defined for the
/net/data file.

Additional Information

The loadname command reads the names and addresses of objects from a file and
enters them into the Name Server object table. A template file, /net/data.ex, is
provided with the iIRMX-NET software. Copy the template file to : sd: net/data and
editit. You may instead copy the /net/data file from a Unix or Xenix system that has
an edited file containing required servers. To do this, use the sethame command to
specify the network address for the Unix system, then establish a connection to the
system and copy the file.

See also: Chapter 11, Network User’s Guide and Reference, for the format and
syntax of the /net/data file

When you invoke loadname, a message is displayed indicating the success or failure
of loading each object. If afailure occurs, the message indicates the name of the
object and the cause of the failure. After failing to enter an object, loadname
continues entering other objects from the file. Filelinesthat areinvalid are ignored.

A server object only needs to be entered in the object table of one iRMX system to be
accessible to the entire subnetwork. The system that contains the names and
addresses of other systemsis called the spokesman for those systems. If the system
that executed the loadname command is shut down, the command must be
reinvoked. The number of objects that can be loaded into a single system’s Name
Server object table is configurable; the default is 50.
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Changes to the /net/data file are not reflected on the network until the file is rel oaded
using the loadname command. If you intend to change afile loaded with loadname,
you should first invoke the unloadname command to remove the objects from the
name table. Then edit the file and reinvoke loadname. This ensuresthat only the
current entriesin the file are cataloged with the Name Server.

To display the entries loaded after invoking loadname, use the listname command.

See also: sethame command, in this chapter

Error Messages

<pat hnanme>, illegal input file fornat
Theinput format of the fileis not correct. Check the contents of the input file and
correct the format.

<obj ect _name>, syntax error. TYPE not found
The entry in the input file for this object does not contain the keyword TYPE=. The
entry isignored and loadname processes the next entry.

<obj ect _name>, property type too |ong
The property type or the system type field for this object is not in the correct format.

<obj ect _nanme>, not valid property type
The system type field for this object does not contain a valid value for the property or
system type.

<obj ect _nanme>, syntax error. ADDRESS not found
The entry for this object does not contain the keyword ADDRESS.

<obj ect _nane>, value too |ong
The transport address specified for this object istoo long.

<obj ect _name>, illegal property val ue
The transport address specified for this object contains invalid characters.

<obj ect _nanme>, nane al ready exists
The object namein the input file is already present on the network.

<obj ect _nane>, illegal nane
The object name specified in the input file is more than 16 characters long.

<obj ect _name>, nane table full
Thelocal object tableisfull. Each server specified in the input file occupies one
entry in the object table. Y ou can delete some objects from the object table or
reconfigure the Name Server to increase the size of the table.
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loadrmx

Loads theiRM X OS after DOS has booted. Use only with the DOSRM X OS.
Invoke rmxtsr before loadr mx.

Syntax

| oadrnx -n bootfile_name -s systemdevice [-f d|n|r]
[-i init_file_name] [-W

Parameters

-n Specifies the bootfile name; insert a space between - n and the name.

bootfil e_nanme
Name of the iIRMX bootfile.

-s Specifiesthe IRMX system device; insert a space between - s and the name.

system devi ce
Name of the iIRM X system device. The system device may be a DOS-formatted
drive (C_DOS, E_DOS, etc.), an iRMX-formatted drive (C_RMX or D_RMX), or a
remote iIRMX-NET file server. The device must have been set up correctly at
installation time, with the correct iIRM X OS directories and system files; otherwise
the iIRMX OS will not initialize properly.

See also: Device names, Appendix E
-f Specifies the file system type. Values and corresponding file system types are:

d DOS partitions such as C_DOS

n named iRM X partitions such asC_RMX

r remote file systems using iRMX-NET
The r option invokes network remote load operations and requires the
EtherExpress 16 or EWENET module. The bootfile name parameter then
specifies the remote load class code (hexadecimal class code nnnn encoded as
CC_nnnn). See examples.

Insert a space between - f and the value. If you do not specify afile system, EDOS is
the defaullt.

-1 Specifiesthe iIRMX initidlization file name; insert a space between -i and the name.
If you do not specify - i , the default is\rmx386\config\rmx.ini.

init_file_name
Name of the iRM X initialization file. If not specified, the default is : config: r?init.

-w Wait for iRMX initialization to complete.
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Additional Information

During theiRM X installation process, iIRMX files are copied from the installation
diskettesto the hard disk. That hard disk is known to the IRMX OS as the System
Device and hasthelogical name :sd:. Toload the iRMX OS, specify the physical
device name of the system device.

L oadr mx delays DOS execution until RMX isfully initialized.

Any DOS application that requires resetting the system (such as fdisk) or
reconfiguring CMOS RAM must be run prior to loading DOSRMX. Evenif you
have shut down DOSRM X, reset the system before running such software.

Load theiRM X OS before starting large applications, such as word processors, so
that memory allocation, which is done by the iRMX OS, is adequate for the
application. If you load the iRM X OS from within an application, the encapsul ated
DOS task will have only that amount of memory available at load time, even if you
quit the DOS application.

Examples
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1. ToloadtheiRMX bootfile located in the DOS subdirectory c:\dosrmx, and to
use thefirst IRM X partition on the first hard drive asthe iIRM X system device,
enter:

| oadrmx -n C. \ DOSRMX\ bootfile_nane -s C R -f n <CR>
2. ToloadtheiRMX bootfile located in the DOS subdirectory c¢:\dosrmx, and to

use the primary DOS partition on the first hard drive as the iIRMX system device,

enter:
| oadrmx -n C. \ DOSRMX\ bootfile_nane -s C DOS -f DOS <CR>

The two batch filesin the \dosrmx directory, rmx.bat and rmxnet.bat, use the
mechanism in this example. Y ou can modify these batch filesif you need to.

3. If youarein the\dosrmx directory, this command will default to loading the file
dosrmx with the current DOS drive as the system device, and using the EDOS
filedriver:

| oadr nx <CR>

4. Thiscommand provides an example of aremote load invocation, where the
name of the remote file systemisfi | esrv and the remote load class code is
4003H:

| oadrmx -n CC 4003 -s FILESRV -f r <CR>
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Error Messages

ERROR -->Boot file is not OW-386 type, |oading aborted.
The Object Module Format (OMF) of the specified bootfile isnot valid. Thefile's
OMF header is not present or not correct. Y ou specified the wrong file or the file has
become corrupted.

ERROR - ->Exception interrupt error, |oading aborted!
BIOS error.

ERROR -->file -n is enpty
The specified bootfile is empty (0 bytes). Use the DOS command chkdsk to scan
your disk, then reinstall your iRM X bootfile.

ERROR -->file -n is too short!!
The specified bootfile must be greater than 75 bytesto be avalid OMF bootfile. You
specified the wrong file or the file has become corrupted.

ERROR -->Gate Address A20 Fail ed, cannot run i RVX
Cannot access memory above 1 Megabyte, or BIOS error.

ERROR -->I RWX Interface TSR is not present.
Invoke rmxtsr before using loadr mx.

ERROR -->i RMX Operating Systemis present in menory, cannot overl oad.
TheiRMX OSisalready loaded. Y ou cannot |load more than one bootfile at any one
time. Reboot the system, then invoke rmxtsr before using loadr mx.

ERROR -->Menory configuration error; cannot |oad i RMX
The reported memory size was either less than O or greater than 640K .

ERROR -->No extended nenory present; cannot |oad i RMX
L oadr mx loads the specified bootfile into extended memory and requires at least 1.5
Megabytes. If insufficient extended memory is present, the iRM X OS cannot load.

ERROR -->Can't allow i RMX to | oad bel ow 1MB, | oadi ng aborted
The specified bootfile does not contain code to load the iIRM X OS in extended
memory. The bootfileis probably aregular iRMX 111 bootfile without the DOSRM X
enhancement.

ERROR - ->Prot ected node software al ready | oaded.
L oadr mx has detected that the microprocessor is running in Protected mode.
Products that use Protected mode services cannot be used with DOSRMX.

Determine what DOS application program or utility is using Protected mode services,
remove it from config.sys (or wherever it is being invoked), reboot the system, then
invoke loadr mx.

ERROR -->RAM parity error, |oadi ng aborted!
BIOS reported a parity error.

ERROR -->Target file read error.
The file may have been corrupted.
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ERROR -->Unable to open file: <fil enane>
The specified bootfile is not in the specified directory. Invoke loadr mx again and
specify the correct drive, directory, filename, and extension of the bootfile.

ERROR - ->Unknown error from BICGS, | oadi ng aborted!
Run the system tests for your system.

***WARNI NG ** Avai | abl e Extended menory is | ess than 2 negabytes.
Thereisless than 2 Mbytes of extended memory in your system. The requested
bootfile will load and the iRMX OS may run, depending upon how much memory is
available. Some toals, application programs, compilers, etc. may not execute
because insufficient memory is available.

***\WARNI NG***PC j uni or Not supported.
The platform isa PC Junior. Loadrmx will attempt to load the bootfile but will
return an error and abort.

***WARNI NG*** PC Not supported.
The platform is not a supported PC. Loadr mx will not attempt to load the bootfile.

***\WARNI NG*** PC/ XT 8088 base Not support ed.
The platform is an 8088-based PC. L oadr mx will not attempt to load the bootfile.

***WARNI NG***PS/ 2 Model 30 Not support ed.
The platform isaPS/2 Model 30. Loadrmx will not attempt to load the bootfile.

***\WARNI NG** * Unknown PC Not support ed.
The platform is not an Intel 386, Intel486™, or Pentium microprocessor-based PC.
L oadr mx will not attempt to load the bootfile.

***\WARNI NG** * Unknown system type, |oadi ng aborted.
The platform is not compatible. Loadrmx will not attempt to load the bootfile.
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locdata

Transforms a data stream, such as a physically attached RAM disk, into alocated
datafile (afile that identifies the absolute memory address where the Bootstrap
Loader loads the file). Y ou then use the addloc command to integrate the located
datainto an existing application system.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c _send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

| ocdata i npath to|over outpath address=val ue

Parameters

i npat h
Thelogical name of the physically attached RAM disk. Multiple or wildcard
pathnames are not allowed.

t o] over outpath
Pathname of the file to receive the output of locdata. Multiple or wildcard
pathnames are not allowed. Specifyingt o guards against overwriting an existing
file. If you receive a message that the file exists, enter Y or Rto overwrite thefile, or
N or E (exit) to exit the locdata command and preserve the existing file.

addr ess=val ue
The address at which the Bootstrap L oader is to load the data stream (for example,
the address of aRAM disk). The address must specify a WORD boundary. Be
careful not to assign an address that overlays any part of the system or the third stage
of the Bootstrap Loader. By default, the valueis decimal, but you may specify octal
or hexadecimal by appending an O or H.
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Additional Information

The locdata and addloc commands can be used together to create an application that
automatically loads part of itself into a RAM disk when the system boots. Generally,
to use aRAM disk you configure a system with an area of RAM dedicated to the
RAM disk. When the system boots, you attach the RAM disk memory to your
system, format it, and move data into and out of it just as you would with any other
secondary storage device.

If you want to use a RAM disk to store part of the application system (for instance,
the HI commands), the stored data must be available in the RAM disk area when the
system boots. This data cannot be copied into the RAM disk until you have
configured the application system into a bootable file, because the RAM disk area
doesn't exist until you define it through the configuration process. Therefore, you
must integrate a copy of aRAM disk data structure into an existing application
system boot file.

Using the address assigned to the RAM disk during the configuration process,
locdata creates a located data file containing the image of the RAM disk. (A located
fileisafile that specifies the starting address at which it isto be loaded by the
Bootstrap Loader.) Addloc integrates the located data file with an existing
application boot file, creating afile that contains a new bootloadable version of the
application system. When this new file is booted, the RAM disk data structure is
loaded into memory in the area defined for the RAM disk during configuration.

Y ou own and have full access to any remote files created by the locdata command.
(Read, append, and update access permissions constitute full access for remote files.)

Example
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To create an application system with a RAM disk that isinitialized by the Bootstrap
Loader, perform these steps:

1. Configure aversion of the OS that includes a RAM disk. Make a special note of
the starting address you specify for the device.

Seedlso: ICU User's Guide
2. Bootstrap load this new version of the OS.
3. Attach the RAM disk as anamed device. For example:
attachdevice RAMAS :r: <CR>
4. Format the RAM disk asanamed file. For example:

format :r: <CR>
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5. Create adirectory structure on the RAM disk and copy the files that you need,
such asthe HI commands, to the appropriate directory. An error message is
displayed if you run out of room on the RAM disk.

6. Detach the RAM disk. For example:
det achdevice :r: <CR>

7. Attach the RAM disk as aphysical device. Thisalowsyou to accessall the data
in the device, including the formatting information. For example:

attachdevice RAM AS :r: physical <CR>

8. Usethelocdata command to process the information from the RAM disk and
place the output in afile on the hard disk. Use the RAM disk starting address
(specified during configuration) as the value for the address parameter. If you
configured the RAM disk to have a base address of 0100000H, this example

applies:
|l ocdata :r: to comands address = 0100000H <CR>

9. Usethe addloc command to add the processed output (the commands file) to the
file that contains the bootstrap loadable version of the OS. For example:

addl oc commands, RMX86. 286 to /boot/RAMIi sk. 286 <CR>

The processed output file of the locdata command (the commands file) is
combined with a bootloadable file (RMX86.286 ) to produce a new bootloadable
file (RAMdisk.286). The addloc process generates a print file (RAMdisk.mpa).

10. Create a Bootstrap Loader third stage for the new bootable file. For example:
copy /system RMX86 to /boot/RAMIi sk <CR>

When you bootstrap load this new version of the OS, the RAM disk contains the
commands and files copied to it during Step 5.
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Error Messages

<pat hname>, is a keyword not a file nane
One of the pathnames you specified was a command keyword, not afile.

| ocdata, one input file only
L ocdata requires one input file; you specified more than one.

| ocdata, one output file only
L ocdata requires one output file; you specified more than one.

after, is an illegal preposition for |ocdata

Theaft er preposition isnot alegal locdata parameter.
<string>, illegal preposition

The preposition you entered is not alegal locdata parameter.

| ocdata, address paraneter is mssing
Y ou omitted the address parameter in the invocation line.

| ocdata address value is mssing
Y ou omitted the address value in the invocation line.

| ocdata, no nore than one address val ue
Y ou entered more than one address value in the invocation line.

| ocdata, illegal address val ue
The address value you specified is not within the range of 0 to OFFFFFFH.

<pat hnanme>, output file sane as input file
L ocdata does not allow the same name for both the input and output files.

<pat hname>, wite error
A system error caused an incorrect number of bytesto be written to the output file.
Retry the command.

<pat hnane>, physical address exceeded 16M bytes
The base address added to the size of the input file you specified exceeds 16 Mbytes
(thisisfor IRMX Il systemsonly).

<pat hname>, read error
A system error caused an incorrect number of bytesto be read from the input file.
Retry the command.
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lock

Locks the terminal (s) after the current interactive job is deleted; cannot be used for
virtual terminals.

Syntax

lock [term nal _nanme_list]|*]

Parameters

term nal _nanme_|i st
One or more physical device names of the terminals to be locked. Multiple names
must be separated with commas. To display the terminal device names, invoke the
initstatus command.

* Specifiesthat all configured terminals should be locked.

Additional Information

The lock takes effect as soon as there is no interactive job on the terminal. L ock
prevents the HI from re-creating an interactive job or issuing alogon prompt once the
current interactive job isdeleted. Asaresult, users cannot access the HI through that
terminal.

One use of the lock command (in conjunction with connect) is to take the terminal
off-line for use with amodem. Note your terminal’s attributes before changing them
for modem use; you must restore them before the HI can use the terminal .

The Super user can lock any terminal; other users can lock only those terminals
whose interactive jobs have the same user ID as their own.

The system manager can use the lock command followed by a jobdelete command
either to selectively delete users from the system or to shut down the entire system.
Interactive jobs are deleted with the jobdelete or the logoff command.

This message is displayed on each locked terminal as the lock takes effect:
Term nal is now | ocked and unavail able for use

Aseach terminal islocked, this message is displayed at the terminal where lock was
invoked:

| ocked
<term nal _nane>, | ocked

See also: Terminals, System Configuration and Administration

Command Reference Chapter 2 243



lock HI command

Error Messages

| ock not all owed
Y ou attempted to lock your own terminal, which can only be done by the Super user.

<term nal _nanme>, not found
No terminal with the indicated name is configured into your application system.

<term nal _nane>, already | ocked
Theindicated terminal is aready locked.

not a nulti-user system
Thelock command does not function if the HI is configured as a single-user system.
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logicalnames

Listsall the current logical names available to the user, including local and remote
names.

Syntax

| ogi cal names [to]|over|after outpath] [f|s|I[ r]] [u]sy]

Parameters

to| over|after outpath
Writes the output to the specified file rather than to the screen.

f (ast) Liststhelogical nameswithout any additional information. Thisisthe defaullt.

s(hort) Listslogical names along with their type, the physical device name, the current
connections, and the owner.

| (ong) Inaddition to the information displayed by short, lists the complete pathname
associated with each logical name.

r (oot ) If specified with | ong, displays the pathname beginning at the root device.

u(ser) Listsonly thelogical names associated with the current user.
sy(stem

Listsonly the logical names of system-defined files and devices.
Additional Information

Y ou own and have full access to output files created by the logicalnames command,
including any remote files.

When invoked with the | ong or short parameter, logicalnames displays these
abbreviations for the standard file driver names:

Named file driver: NAM
DOSfiledriver DOS
EDOSfiledriver EDOS
Physical file driver PHYS
Stream file driver STR
iRMX-NET Remote file driver REM
NFSfiledriver NFS

L ogicalnames also displays the loadable file driver names.
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Without any parameters, logicalnames displays the logical names defined by the user
and by the system. Inthis (f ast ) type of display, asterisks are shown beside logical
names that refer to adevice. Logical names without an asterisk refer to files.

Example

This example shows the output listing when you use the | ong parameter. Itemsin
the example are described below it. Thislistingisthe sameasashort listing, with
the addition of the pat hnanme column.

User Logi cal Nanmes:

name type
PROG dir
TERM file
$ dir
Cl file
CO file
HOVE dir

REMOTEL file

fdvr con dev nanme owner  pat hnane

EDCS 2 C_DOs VWORLD : $: PROG

PHYS 5 T1 : TERM

NAM 3 scw_0p2 WORLD : $:

PHYS 5 T1 G

PHYS 5 T1 . CO

EDOS 3 C _DCs WORLD : SD:user/world

REM 0 serverl WORLD : REMBYS: SD/ renot el

System Logi cal Nanes:

name type fdvr con dev nanme owner  pat hnane
SYSTEM dir EDOS 1 C_DOS #0 : SD: sys386
WORK dir EDOS 1 C_DGCs WORLD  : SD: wor k
Sb | dev EDOCS 1 C_DGCs #0 : SD:
BB | dev PHYS BB #0 : BB:
STREAM | dev STR 1 STREAM #0 . STREAM
REMSYS | dev REM 0 serverl WORLD  : REMBYS:
w | dev NAM 1 scw_0p2 #0 DWW
Where:
type Specifiesthe kind of logical name: fi | e, di r (directory), map (system
file), or | dev (logical device).
fdvr Filedriver: Specifiesthe abbreviation for the named, physical, stream,
remote, EDOS, DOS, NFS, or loaded file driver.
con The number of connections afile or device has. For remote filesthe
con field always contains a 0.
dev name The physical device name associated with the logical name. In the case
of adirectory or file, the name shows on what device the file or
directory exists.
owner The originator of the connection to the logical name.
pat hnane The pathname of the logical name.
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When you specify ther oot parameter with the| ong parameter, the pathnameis
displayed beginning from the root device. If the displayed pathname has ellipses
beforeit (.../user/dir 1/dir2/dir 3/filename), logicalnames truncates the pathname
because it istoo long to fit in its column; only the last el ements are shown.

Command Reference Chapter 2 247



logoff CLI or HI command

logoff

Logs the user off of adynamic terminal and frees the terminal for use by other
operators.

Syntax
| ogof f

Additional Information

L ogoff also deletes the user's interactive job, executes the : prog:r?logoff file, and
issues a new logon prompt (if the terminal has not been locked). If there are any
active background jobs when you invoke logoff, you receive the message:

background jobs are running, do you want to exit ?

([n] or y)
If you respond with Y, your background jobs are canceled and you are logged off.
If you usethe CLI, thisisan internal CLI command. It isalso supplied asan Hl
command for systems that use a custom interface. Regardless of whether you use the

CLI, invoking : syst em | ogof f invokesthe HI command. The HI version of the
command does not check for the existence of background jobs.

On static terminals, logoff simply terminates the session and restarts a new session
for the same user, unless the terminal has been locked.

See also: Dynamic and Static Terminals, System Configuration and
Administration

Error Messages

:prog:r?logoff, file does not exist
The CLI could not find the logoff file. This message is only awarning, not an error;
logoff completes successfully.

<par anet er >, unexpected paraneter
Y ou entered a parameter; logoff does not accept any parameters.
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make (mk)

Automates the creation of large programs.

Syntax

make [option] [macdef] [target]

Parameters

option
One or more switches that modify program operation.

|:| Note

Many of these switches produce status codes, warnings, or errors:

« Status codes provide useful information.

« Warnings provide vital information that may affect
programming decisions. However, warnings will not stop the
creation of object files.

 Errorsarefatal to the compilation process and stop the creation
of object files.

-i IgnoresiRMX errors.

-w System exits when it receives awarning from iRM X tools.

-n Displays commands but does not execute them.

-p Prints the complete set of macro definitions and dependency linesin a
makefile.

-q Returns an iRM X status code based on the updated file.

-r Ignores the built-in rules.

-e Specifies that environment variables override makefile assignments.

-f fil ename

Specifies the name of the makefile. For filenames, you must supply a
full path name if the fileis not in the current directory.

-s Executes makefile commands without displaying them.

-t Changes the modification date of each target file without recreating the
files. Thisissimilar to the touch command, where the date is made
current so that the object files are not unnecessarily created again.

-u Forces an update.
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-? Requests help messages for various switches and version information
for this command.

-d[ dd] DEBUG makefile. Eachd (up to three) provides more information.

See dso: Additional Information section of this command for information on
macros, dependencies, built-in rules, environment variables, and
commands

macdef
A macro definition that provides value or meaning to a macro.

See also: Using Macros section of this command

t ar get
Name of afileto be updated. Must correspond to one of the target namesin the
makefile. M ake processes target names from the command line from left to right.

Additional Information

The make command helps you to quickly create makefiles and object files without
leaving the iIRMX OS. M ake reads commands from a user-defined makefile that
lists the files to be created, the commands that create the files, and the files from
which they are created. This command is similar to the Unix make command.

When you use the make command to create a program, it ensures that each file on
which the program depends is up-to-date. If necessary, it then creates the program by
executing the given commands in the makefile. If afileisnot up-to-date, make
updates it before creating the program by executing explicitly given commands or
one of the many built-in commands.

See also: Using Built-in Rules section of this command

Creating a Makefile

A makefile contains dependency lines, command lines, and comments. A
dependency line shows how a given file depends on cther files and what commands
arerequired to bring afile up-to-date. Y ou can add comments as notes for the
programmer or anyone reading the makefile.

Keep the makefile in the same directory as the given source files. The filename
makefile is provided as the default filename if you do not give an explicit name at
invocation.

Dependencies

A dependency line lists the filename, its dependencies, and commands using this
form:
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target ... :[dependent ...]
[ command ...]

wheret ar get isthe name of afile to be updated, dependent isthe name of afile
on which the target depends, and conmand isthe iIRMX command needed to create
the target file. The command line(s) should be on anewline, and should begin at the
first tab stop. If a dependency lineistoo long, you can continue it by typing a
backdash (\) immediately followed by a newline.

Y ou can give more than one target name or dependent name if desired. Separate
each name from the next by at least one space. Separate the target names from the
dependent names by a colon (:). Filenames must follow iRMX naming conventions.

See also: iRMX file-naming conventions, in Chapter 1

|:| Note

Names are case-sensitive within a makefile.

Commands

Y ou can give a sequence of commands on lines following the target by beginning
each line with atab character. Specify commands exactly as they would appear on
an iRMX command line. Use the ampersand character (&) in front of acommand to
prevent make from displaying the command before executing it.

Comments

Y ou can add a comment to a makefile by starting the comment with a pound sign (#)
and ending it with anewline. All characters after the pound sign are ignored.

Example

A program named test is made by linking three object files, x.obj, y.obj and z.obj.
These object files are created by compiling the C language source files x.c, y.c, and
z.c. Furthermore, the files x.c and y.c contain the line;

#i ncl ude <def s>

This means test depends on the three object files, the object files depend on the C
source files, and two of the source files depend on the include file def s.
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Here is a makefile representing these relationships:

test: x.obj y.obj z.obj
$(BND) $(CSTART), &
X.0bj, y.obj, z.obj, &
$(SD)intel/lib/cifc32.1ib, &
$(SD) RMX386/1ib/rmkifc32.1ib &
renameseg(code32 to code) &
segsi ze(stack(+8192)) rc(dn(10000,5000000)) &
obj ect ($@ $(DEBUG) $(TYPE)

X.0bj: x.c defs
$(CC) $*. C $( CFLAGS)

y.obj: y.c defs
$(CC) $*. C $( CFLAGS)

z.obj: z.c
$(CC) $*. C $( CFLAGS)

In the first dependency line, test isthe target file and x.obj, y.obj, and z.obj areits
dependents. Thisisthe command sequence:

$(BND) $(CSTART), &
X.0bj, y.obj, z.obj, &
$(SD)intel/lib/cifcf32.1ib, &
$(SD) RMX386/1ib/rmkifc32.1ib &
renameseg(code32 to code) &
segsi ze(stack(+8192)) rc(dn{(10000,5000000)) &
obj ect ($@ $(DEBUG) $(TYPE)

The next linetells how to create test if it is out-of-date. The program is out-of-date if
any one of its dependents has been modified since test was last created.

The second, third, and fourth dependency lines have the same form, with the x.obj,
y.obj, and z.obj files as targets and x.c, y.c, z.c, and defs files as dependents. Each
dependency line has one command sequence that defines how to update the given
target file.

Specifying a Makefile

252

This example make command reads the dependency lines of the makefile named
maketest found in the current directory:

nk -f maket est

Y ou can direct make to read dependency lines from the standard input by giving a
hyphen (-) asthe filename. Make will read the stdin until an end-of-fileis
encountered (Ctrl-Z if stdin is the console).
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If you specify only atarget on the command line and no makefile is present, make
will attempt to create the target using only built-in rules. Thisis especially useful for
small, single-module programs.

Updating Makefiles

When you invoke make, you can update and modify one or more target files in the
directory. You can also direct make to update the first target file in the makefile by
typing just the command make. In this case, make searches for the makefilein the
current directory.

For example, assume that the current makefile contains the dependency lines givenin
the last section. This command compares the modification dates of the test program
and each of the object files x.obj, y.obj, and z.obj and recreates test if any changes
have been made to any object files since test was last created:

mk

It also compares the modified dates of the object files with those of the four source
files, x.c, y.c, zc, and defs, and recreates the object files if the source files have
changed. It does this before recreating test so that the recreated object files can be
used to recreate test. If none of the source or object files has been altered since the
last time test was made, make stops and all files are unchanged.

You can direct make to update a given target file by giving the filename of the
target. For example, this command causes make to recompile, creating the x.obj
filesif the x.c or defsfiles have changed since the object file was last created:

mk x. obj

Similarly, this command causes make to recompile, creating x.obj and z.obj if the
corresponding dependents have been modified:

nk x.obj z.obj
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Using Pseudo-target Names

Y ou can include dependency lines that have pseudo-target names, i.e., names for
which no files actually exist or are produced. Pseudo-target names allow make to
perform tasks and execute iIRM X commands not directly connected with the creation
of aprogram, such as deleting old files or printing copies of source files. For
example, this dependency line removes old copies of the given object files when the
pseudo-target name cl eanup is given in the invocation of make.

cl eanup:
del ete x. obj
del ete y. obj
delete z.obj

Since no file exists for a given pseudo-target name, the target is always assumed to be
out-of-date. Thus the associated series of commands are always executed.

This command causes the creation of makefile.new which will have adynamically
created dependency section formed by the mkdep command:

depend:
copy nakefile over makefile.new
nkdep -p -f makefile.new -i $(CDR) \
nkdep. ¢ $( SRC)

See also: mkdep command
M ake also has built-in pseudo-target names that modify its operation.

The pseudo-target name . | GNORE causes make to ignore errors during execution of
commands, allowing make to continue after an error. Thisisthe same asthe- i
option. Make also ignores errors for a given command if the command string begins
with ahyphen (-). To cause make to stop on warnings, the pseudo-target name

. WARNI NG has the same effect as the - w option.

The pseudo-target name . PRECI OQUS prevents dependents of the current target from
being deleted when make is terminated by an error condition or user-input <Ctrl-C>.

The pseudo-target name . SI LENT has the same effect asthe - s option.

Using Macros

254

A makefile can contain macros. A macro is a short name that represents a filename
or command option. The macros can be defined when you invoke make or in the
makefile itsalf.
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In amacro, the name (a string of letters and digits) to the left of the equal signis
assigned the string of characters following the equal sign. Except where noted under
concatenated macro definitions, leading blanks and tabs on both sides of the operator
areignored (on both sides of the equal sign, leading blanks and tabs are stripped).

The macro definition templates shown differ only in the operator they contain (=,+=
or :=). The operator distinguishes these three types of make macros:

NAME = [val ue] #standard nmacro definition
Defines a standard macro, where the value of the macro isthe val ue string,
which can contain other macros.

NAME += [val ue] #concatenated nmacro definition
Defines a concatenated macro, where the value of the macro is the concatenation
of its current value and val ue. If you omit whitespace after the operator in the
definition, make pastes the concatenated value immediately after the current
value; otherwise make converts any whitespace to a single space between
current and concatenated val ues.

NAME : = [val ue] #i mmedi ate nmacro definition
Defines an immediate macro, where all macrosin val ue are expanded and the
expanded line is the value of the macro.

These examples are valid macro definitions:

CFLAGS = optim ze(3) debug
LIBS =

The last definition assigns LI BS the null string. A macro that is never explicitly
defined has the null string asits value.

Invoking Macros

Invoke a macro by preceding the name with adollar sign $ ; place macro names
longer than one character in parentheses () or braces{}. The name of the macrois
either the single character after the dollar sign or a name inside parentheses or braces.
These are valid macro invocations:

$( CFLAGS) $(xy) $Z ${z}
Theinvocations $Z and ${ Z} areidentical.
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Including a Standard Macro Definition in a Command Line

A macro definition argument has the same form as a macro definition in a makefile.
Macros in acommand line override corresponding definitions found in the makefile.
For example, this command assignsthe value i nt er nal to RELEASE:

nk RELEASE=i nt er nal

All environment variables are prel oaded as macros before reading the makefile. If
the - e switch is set, the environment variables override the makefile.

Using Built-in Macros

256

M ake has built-in macros that you can use when writing dependency lines:

$@

$~k

$?
$-

Contains the full pathname of the current target. It may be used in
dependency lines with user-defined target names.

Contains the name of the current target with the suffix removed. Thus
if the current target istest.obj, $* containstest. It may beused in
dependency lines that redefine the built-in rules.

Thevaueisthelist of prerequisites newer than the target.

Contains the filename of the dependent that is more recent than the
given target.

$(@),$(@),3(<D),$(<F),$(*D),$(*F),$(-D), $(-F)

$( MAKE)

These macros get directory and file portions of the respective macros
above.

By default, the value of this macro is the name with which make was
invoked, but you can changeit. Using this macro on any operation line
overridesthe/ n no execute control. Thisis useful in debugging
makefiles that invoke make recursively.

$( MAKEVERSI ON)

$( MFLAGS)

$( STATUS)

Thismacro is the version of make.

$( MAKEFLAGS)
This macro specifies the options that make starts with. Makefillsthis
macro with all options supplied, so you can use them to pass along
options when invoking make recursively.

Make fills this macro with the return code of operation lines that
contain the ignore prefix (-).

M ake supports a macro substitution feature:

$(macro: ol d_suf fi x=new_suffi x)

Thisisused as follows:
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SRC = x.c y.c z.cC
OBJS = $(SRC..c=.o0bj) OBJSisnow x.obj y.obj z.obj
OBJLI ST = $(SRC:.c=.0bj,) OBJLI ST isnow x. obj , y. obj , z. obj

vpath: Search Path for All Dependencies

The value of the make variable vpat h specifiesalist of directories that make should
search. Dependency files are usually in the current directory, but if afilethat islisted
as adependency does not exist in the current directory, make searches the directories
listed in vpat h for afile with that name. The first occurrence of that file is then used
as the dependency.

Thevpat h variableisalist of directory paths separated by colons. Because the
paths are colon-separated, iRM X logical names cannot be used.

For example, this command specifies two directory paths that make sequentially
searchesif it cannot find dependency filesin the current directory:

vpath = intel/ic386/inc:/rnx386/deno/c/intro

Using Environment Variables

M ake provides access to current values of the environment variables. Make
automatically assigns the value of each environment variable to a macro of the same
name. Y ou can access a variable's value in the same way that you access the value of
explicitly defined macros. For example, in this dependency line, $( SOURCE) will
have the same value as the user's SOURCE variable (assuming the user has defined
the variable SOURCE):

test:
$(CC) $( SOURCE) / x. ¢

M ake assigns the environment variable before it assigns values to the user-specified
macros. Thus, you can override the value of an environment variable by explicitly
assigning a value to the corresponding macro. For example, this macro definition
causes make to ignore the current value of the SOURCE variable and use /usr/pub
instead:

SOURCE=/ usr/ pub

For another example of changing environment variables, if you add thislineto the
:config:r?env file, makewill break to an AEDIT window if an error occurs during
compilation:

EDI TOR = AEDI T

The precedence of make macros is determined by where they are defined. You can
redefine an existing macro (i.e., change its value) if the redefinition has precedence at
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least as high as the existing definition. Thisisthe default precedence of macro
definitions:

«  Invocation command definition (highest)
«  Description file definition

«  Macros predefined by make

«  Environment definition (lowest)

The - e environment control causes environment definitions to have higher
precedence than makefile definitions (but lower precedence than make invocation
command definitions) for a particular invocation of make.

|:| Note

Some systems upper-case the name of an environment variable
while the value of the variable retains its case as specified in the
variable's definition. It istherefore recommended that all macro
names be in uppercase.

Using the Built-in Rules

M ake provides a set of built-in dependency lines, called built-in rules, that
automatically check the targets and dependents given in a makefile and create up-to-
date versions of thesefilesif necessary. The built-in rules are identical to user-
defined dependency lines except that they use the suffix of the filename as the target
or dependent instead of the filenameitself. For example, make can automatically
assume that all files with the suffix .obj have dependent files with the suffix .c.

When no explicit dependency lineis given in amakefile for agiven file, make
automatically checks the default dependents of the file, forming the name of the
dependents by removing the suffix of the given file and appending the pre-defined
dependent suffixes. If the given file is out-of-date with respect to these default
dependents, make searches for a built-in rule that defines how to create an up-to-date
version of the file and executes it.
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There are built-in rules for these files:

. obj Object file

.C C sourcefile

. p38 PLM 386 source file
.plm PLM 386 source file
.a38 ASM386 sourcefile
.asm ASM386 sourcefile

For example, if the file x.obj is needed and there is an x.c in the description or
directory, x.c is compiled.

The built-in rules are designed to reduce the size of your makefile. They provide the
rulesfor creating common files from typical dependents.

Reconsider the example given in Creating a Makefile. In this example, the program
test depended on three object files, x.obj, y.obj, and zobj. Thefilesx.c andy.c aso
depended on the include file defs. In the original example, each dependency and
corresponding command segquence was explicitly given. Many of these dependency
and command lines were unnecessary, since the built-in rules could have been used
instead.

Thisisall that is needed to show the relationships between these files:

test: x.obj y.obj z.obj
$(BND) $(CSTART), $(@.obj, &
$(SDintel/lib/cifc32.1ib, &
$(SD) RMX386/ i b/rmxifc32.1ib &
renaneseg(code32 to code) $(TYPE) &
segsi ze(stack(+8192))
rc(dm( 10000, 500000)) obj ect ($@ $( DEBUG)
X.0bj y.obj: defs
In this makefile, test depends on three object files, and an explicit command is given
showing how to update test. However, the second line merely shows that two object
files depend on the include file defs. No explicit command sequence is given on how

to update these files if necessary. Instead, make uses the built-in rules to locate the
desired C source files, compile these files, and create the necessary object files.

Changing the Built-in Rules

Y ou can change the built-in rules by redefining the macros used in these lines. You
can display acomplete list of the built-in rules and the macros used in the rules by

typing:
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nk -p

The macros of the built-in dependency lines define the names and options of the
compilers, assemblers, and other programs invoked by the built-in commands. Make
automatically assigns a default value to these macros when you start the program.

Y ou can change the values by redefining the macro in your makefile. For example,
this built-in rule contains two macros, CC and CFLAGS.

.C.obj:
$(CC) $*. C $( CFLAGS)

Y ou can redefine any of these macros by placing the appropriate macro definition at
the beginning of the makefile. Y ou may create your own built-in rule in your
makefile. A built-in rule has the form:

suffix-rule :
conmand

where suf f i x- r ul e isacombination of suffixes showing the relationships of the
implied target and dependent, and command isthe iIRMX command required to carry
our therule. If more than one command is needed, they are given on separate lines.

For a complete list of built-in rules, check:
:lang: bui l tins. nk

A pair of suffixesindicates arule that makes one file from the other. For example,
.c.obj isthe rule that creates an object file (.obj) from a corresponding C sourcefile

(.0).

If necessary, you can create new suf f i x- r ul es by adding alist of new suffixesto a
makefile with . SUFFI XES: this pseudo-target name defines the suffixes that may be
used to make suf f i x- r ul es for the built-in rules. Theline has the form:

. SUFFI XES: suffix ...

where suf f i x isusually alower-case letter preceded by adot (.). If more than one
suffix is given, you must use spaces to separate them.
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The order of the suffixesis significant. Each suffix is a dependent of the suffixes
preceding it. For example, this suffix list causes test.c to be a dependent of test.obj,
and test.plm to be a dependent of test.c:

.SUFFI XES: .obj .c .p38 .pIlm.a38 .asm

Y ou can create new suf fi x- r ul es by combining dependent suffixes with the suffix
of the intended target. The dependent suffix must appear first. If a SUFFI XES list
appears more than once in a makefile, the suffixes are combined into asingle list. If
SUFFI XES is given but has no list, al suffixes are ignored.

Troubleshooting

Most difficultiesin using make arise from its specific meaning of dependency. If the
filex. c hastheline:

#i ncl ude <defs>

then the object file x.obj depends on defs; the source file x.c does not. If defsis
changed, it is not necessary to do anything to the file x.c, while it is necessary to
recreate x.obj. To determine which commands make will execute, without actually
executing them, use the - n option. For example, this command prints out the
commands make would normally execute without actually executing them:

nk -n

If achangeto afileis absolutely certain to be benign (e.g., adding a new definition to
anincludefile), the -t touch option can save alot of time. Instead of issuing alarge
number of superfluous recompilations, make updates the modification times on the
affected file. Thus, this command, which stands for touch silently, causes the
relevant files to appear up-to-date:

nk -ts
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here Documents

M ake understands Unix-style here documents. This enables you to include datain
the makefile that would normally need to be placed in a separate file, and makes the
data available as the standard input of the command. <<- (strip leading tabs) and
<<\word (quoting) modes are both supported. If quoting is not specified, then the
datais subject to macro expansion, at the time of command execution.

date

ECF

/ sys286/ subnit heredoc.000 to :bb: <<-\EOF

ed today. h

v/l ocal /d

s/ local//

s/.*/static char xxxtine[] = "@\#) Conpiled: &";/
w

q
EOF

Error Messages

262

M ake does not generate error messages. However, it does pass through any error
messages generated by the iIRM X toolsit invokes.
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memory

Displays the amount of memory currently allocated to the user, and the total system
memory available to the user.

Syntax

nmenory [ e]

Parameters

e Also displays the total amount of initial and currently available system memory.

Additional Information
Thisisan example of the listing produced when you use the e parameter:

-menory e <CR>

User Private Menmory (pool mnimun) : 300 k Bytes
Avai l abl e Menory (Private + Shared): 1.545 M Bytes
Initial Avail able Shared System Menory: 13.99 M Bytes
Current Avail able Shared System Menory: 7.650 M Bytes

Where:

User Private Menory
The amount of memory currently allocated to the user

Avai |l abl e Menory
The amount of memory available for the user; that is, the private
memory and the amount of memaory the user job can borrow from
parent jobs. For example, if the private memory is 300 Kbytes and the
total memory is 1.545 Mbytes, as shown above, your interactive job can
still borrow 1.245 Mbytes.

Initial Avail able Shared System Menory
The amount of memory initially assigned to the Free Space Manager
after the root job allocates its memory.

Current Avail able Shared System Menory
The amount of memory currently available in the root job from the Free
Space Manager.
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mirror

Manages disk mirroring on a pair of matched hard disks. The mirror command
provides several distinct functions and must be invoked once for each function
desired. Thiscommand is supported in:

e IRMX Il systemsusing Multibus| and I1

* DOSRMX and iRMX for PCs systems using Multibus 11

e DOSRMX and iRMX for PCs systems using a PC bus with an
Adaptec 1542/1742 host adapter

rror create primary secondary

rror setopt prinmary read alt|prinmnsec
rror resync prinary p2s|s2p

wai t event prinary

rror getstat prinmary

rror attstat prinmary

rror disable primary

33333 3=
S

Parameters

create
Creates amirror set with a primary and secondary hard disk.

primary
Primary hard disk's logical name (for example, :w:).

secondary
Secondary hard disk's DUIB name (for example, M4380_3)

See also: physname command, in this chapter
device names, Appendix E

set opt Setsspecia options for the mirror set.

read Setstheread policy for the mirror set to one of the following:

al t Reads are performed aternately from the primary and secondary hard
disks. If set opt isnot specified, thisisthe default.

prim Reads are performed only from the primary hard disk.

sec Reads are performed only from the secondary hard disk.
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resync Enablesdisk mirroring on amirror set and resynchronizes the set's hard disks while
on-line. The direction of resynchronization is one of these:

p2s Primary to secondary.
s2p Secondary to primary.
wai t event

Waits for a disk mirroring event and returns when an event occurs.

get st at
Reports the mirroring status of amirror set.

attstat
Reports the attachment status of a hard disk.

di sabl e
Disables disk mirroring on amirror set.

Additional Information

|:| Note

Y ou cannot use this command with a device that you access
through NFS.

Disk mirroring is a hard disk configuration that maintains identical copies (mirrors)
of data on two disks for increased reliability. Disk mirroring requires you to create a
mirror set: apair of hard disks configured to write the same data to both disks, read
data from alternate disks (by default), and perform error checking for read and write
operations on the set.

A mirror set has a primary and secondary hard disk. The mirror set takes its name
from the primary hard disk, and disk mirroring operations are directed at that disk.
The primary hard disk must be already attached and isidentified by alogical name,
for example, :sd: or :m:. The secondary hard disk works together with the primary
hard disk to do disk mirroring operations. The secondary hard disk isidentified by its
physical (DUIB) name. The secondary hard disk should be formatted, but detached.

To create amirror set, use the mirror command with the cr eat e parameter. This
creates amirror set and specifies the primary and secondary hard disksin the set.

|:| Note

The two hard disks must have the same formatted capacity, device
granularity and should be the same model type to ensure the same
formatted disk capacity.
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To set the read policy for amirror set, use the mirror command with the set opt and
r ead parameters. This determines whether dataisread from one or both disks. By
default, datais read aternately from the primary and secondary disk; this gives the
best performance for multiple 1/0 requests.

To enable disk mirroring on amirror set, use the mirror command with ther esync
parameter. This enables disk mirroring and causes on-line resynchronization to
occur. Thepri mary parameter specifiesthe mirror set name. Resynchronizing a
mirror set involves copying data from one hard disk of the set to the other. The
resynchronization direction is specified in the command. This command must be
used only after amirror set is created or after arollover event (described later).
During execution, the command ensures that the destination hard disk is a good hard
disk. The resynchronization operation runsin the background and is done one track
at atime. 1/0 system read and write operations are allowed on the mirror set while
resynchronization isin progress. If an 1/0O system write is directed at the same disk
address where the resynchronization is being performed, the driver delays the write
operation. The write operation is resumed when the disk address no longer conflicts
with the resynchronization address.

Themirror resync command returns with either a completion or abort status. Use
the mirror command with the wai t event parameter to get the resynchronization
status. Issue this command as a background job.

To get mirroring status for amirror set, use the mirror command with the get st at
parameter. The status information includes the state of the mirror set, the names of
disksin the set, the name of the good hard disk after arollover event, the error status,
the error's address, whether resynchronization isin progress, and the percentage of
resynchronization completed. This example shows a display of disk mirroring status:

State = Mrroring Enabl ed
Primary Unit = W4380_2
Secondary Unit = W4380_3

Read Policy Alternate Read

For amirror set to be operational, the I/O system must successfully have attached the
hard disk. To get the attachment status for a disk, use the mirror command with the
att st at parameter. The status report contains such information as the name of the
mirror set and the state of the disk when it was last detached. The incarnation
number is aunique 9-digit number assigned at shutdown. This example shows a
display during a shutdown when you request attachment status:

Mrror Attach Status

Mrror Set Valid

O her Unit Nanme = wW4380_3
I ncarnati on Nunber = XXXXXXXXX
Di sk Status = Mar ked Good
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These events can occur for amirror set: rollover, resynchronization complete, and
resynchronization abort.

A rollover is an operation done by the device driver when a failure occurs on one disk
inthe set. All I/O isautomatically directed to the surviving disk. After fixing the
problem that caused the rollover, you must resynchronize the disks.

To get notification of an event, invoke the mirror command with the wai t event
parameter, as a background job. The command returns only when an event occurs.
After the command returns, you must reissue the command to continue event
notification. An example of the message returned by wai t event is:

Mrror Event Status = rollover

When the command returns, use the mirror command with the get st at parameter
to get more information about the mirror event.

To disable amirror set, use the mirror command with the di sabl e parameter. If
resynchronization isin progress on the set, the resynchronization is aborted. All
pending |/O operations on the mirror set are completed before mirroring is disabled.

See also: Disk mirroring, Appendix A, for more detailed information and a
tutorial
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mkdep

Assists the make command in creating makefiles or appending dependenciesto a
given makefile.

Syntax
nkdep -?
nkdep [-s] [-i include_path] [-f filenane] file ...

Parameters
-? Displays the correct format of the command.
-s Short form. Lists the dependencies from filesin the current directory.

-i include_path
The path to the include files.

-f filename
Name of the output file (default is makefile).

file... Filesthat contain dependencies.

Additional Information
Thismkdep example:
nkdep -f nkfile x.c y.c

will either create a makefile named mkfile or it will append to a current filename
mkfile these dependencies:

#DO NOT DELETE THI S LI NE
#These dependenci es cane from nkdep

#1f you place information here, it will go away
X.0bj: x.c
y.obj: y.c

If the name mkfile is used in another mkdep call, the dependencies bel ow the three
comment lineswill be deleted and replaced with the new dependency lines. To avoid
this condition and append further dependency lines, either delete the comment lines
or move the dependencies above the comment lines.
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To use mkdep with a makefile, set up this structure in your makefile. 1f you call
your makefile anything other than the default name makefile, be sure to include the -
f filename inthemkdep line.

depend:
nkdep -i $(INC\
$(SRCDI R) check.c &
$(SRCDIR)error.c

Then, running make depend will append this to the makefile:

#DO NOT DELETE THI S LI NE
#These dependenci es cane from nkdep
#1f you place information here, it will go away
src/ check. obj :\
src/ check. c\
: I NCLUDE: st di 0. h\
: I NCLUDE: r eent . h\
: I NCLUDE: | ocal e. h\
: I NCLUDE: stdl i b. h\
# h.h
src/error.obj:\
src/error.c\
: I NCLUDE: st di 0. h\
: I NCLUDE: r eent . h\
: I NCLUDE: | ocal e. h\
: I NCLUDE: stdl i b. h\
: I NCLUDE: stdl i b. h\
: I NCLUDE: r mxerr. h\
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modcdf
A menu-driven utility that displays, adds, or deletes information about network client
systemsin the Client Definition File (CDF). Only the Super user can use modcdf.
Syntax
nodcdf

Additional Information

The modcdf utility allows the system manager of an Administrative Unit (AU, or
subnetwork) to add and delete iIRM X client systems from the Client Definition File
(CDF) of aserver. The name and password of aniRMX client are defined in the
User Administration configuration source file or the CDF screen of ICU. The client
nameis limited to eight characters.

When you invoke modcdf, this message is displayed:

The followi ng conmands are avail abl e

A - Add a client

D - Delete a client
L - Li st the CDF
Q - Qui't

E - Exi t

Enter the conmmand:

To add aclient system, enter A. The utility prompts for the client's name and
password. The name and password are both case-sensitive. The name of the client
must be unique within the CDF; a client with the same name must not be already
defined. The password you enter is not echoed to the screen.

To delete aclient system, enter D. The modcdf utility prompts for the name of the
client to be deleted from the CDF. The name is case-sensitive.

Enter L to display the contents of the CDF.

Enter Qto quit without updating the CDF. Any changes made during the current
session are lost.

Enter E to exit the utility and save changes made during the current session.

Error Messages

invalid command
The command is not recogni zed.
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cannot add a client nanme to the CDF which exceeds 8 characters

in |ength.
The specified client name exceeds the maximum length of eight characters.

invalid password
The second password entered while adding a client does not match the first.

client <nane> is not defined in the CDF
The name specified for deletion does not exist in the CDF.

CDF is not in the proper format. Delete the CDF and start again.
Improper format for the CDF file was used. This might be aline terminated by a
carriage-return/line-feed rather than just with aline-feed.

The CDF is too big to add a new client.
The CDF has a 5000-byte buffer maximum. Adding the specified new client would
exceed the buffer maximum.

client <name> is already defined in the CDF
The client being added already existsin the CDF.

CDF is too big to handl e

The CDF aready contains 5000 bytes of information. The CDF buffer isfull.
cannot attach :config: COF

An error was encountered while attempting to access the CDF.

Only the System Manager can access the CDF.
Accessisonly permitted to user ID 0. Enter the super command, then invoke
modcdf again.
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modinfo
Displays or changes the sizes of memory pool valuesin OMF86 or OMF286 object
modules.

Syntax

nodi nfo inpath_list [to]over|after outpath_list]
[ mermpool = min,max] [a] [q]

Parameters

i npat h_Ii st

Pathname(s) of one or more OMF86 or OM 286 object modules, separated by
commas. Wildcards are permitted.

to|lover|after outpath_list
Writes the modificationsin the output file(s) rather than in the original file(s). If
multiple pathnames with separating commas are specified inthei npat h_I i st, use
the same number of pathnamesin the out pat h_li st . If you do not specify this
parameter, but do specify changed values, the input files are modified.

nmenpool
New minimum and maximum values to be established for the dynamic memory pool
parameters in the object module. By default the values are decimal, but you may
specify octal or hexadecimal by appending an O or H.

a(sk) After displaying current pool values, prompts for new values.

q(uery) Prompts for permission to process each file. Enter Y or Rto process the file, E to exit
the command, or any other letter to indicate ano.

Additional Information

If ask or menpool isnot specified, the current static and dynamic segment sizes of
the given object module are displayed, rather than modified. If an output pathnameis
specified, the values are changed in the output file, not in the input file. 1f no output
pathname is specified, the input file is changed.

A CAUTION
Avoid using wildcards to specify input files, especialy if you don't
specify corresponding output files. Y ou might modify files you did
not intend to change.
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netinfo

Displays the Ethernet address, subnet ID, and iNA 960 information for each network
controller in a system.

Syntax

netinfo

Additional Information

Netinfo does not indicate if iINA 960 software is running properly. Usetheinamon
command to get the status of INA960. Netinfo displays a message similar to thisfor
each network controller board in the system:

i RMX TI/111 N A Board NETINFO Wility Version x.Xx
Copyright Intel Corporation 1995

I NA 960 OSl-Transport COWputer Configuration
I NA 960 OSl-Network Layer : NULL2
I NA 960 Runni ng On . Local Board - 486/ 166SE
Subnet (1)
ID : 0001
Nane: SBx586
Address: 00 AA 00 06 A4 9E

i NA 960 OSI - Transport
Lists the type of hardware environment iNA 960 isrunning in. This
entry is either COWput er Confi gur ati on or COMMENgi ne
Confi gurati on.

i NA 960 CSI-Network Layer
The network layer addressing scheme. Thisentry iseither NULL2 or

ES-1S.
See also: ES-1S and Null2 addressing, Network User’s Guide and
Reference

i*.job, ES-IS and Null2 jobs, System Configuration and Administration

i NA Runni ng ON
The type of board iNA 960 is running on.

Subnet Lists the subnet 1D and Ethernet address of each subnet. In the case the
ES-IS network layer, the subnet name also is listed.
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netstat

Symbolically displays the contents of TCP/IP network-related data structures. The
command can show the status of active connections (the default), configured
interfaces, routing tables, network statistics, Streams buffer allocation failures, and
packet traffic.

Syntax

netstat [-A] [-a] [-n] [-p protocol]
netstat -i [-n]

netstat -r [-n]

netstat -s [-r|-p protocol]

netstat -S netstat interval

Parameters
-A Adds the associated protocol control block (PCB) to the connection display.
-a Includes the inactive connections (listening servers).

-n Disables the symbolic trandation of local and remote addresses, causing both to be
displayed in their Internet dot notation.

- p protocol
Limits the display to the specified protocol.

-i Shows the status of configured network interfaces. The display includes the interface
name, the maximum transfer unit (MTU) in bytes, the network and interface
addresses, the number of packets received and sent, and the number of send and

receive errors.

-r Shows the status of the configured routes.

-s Displays network statistics for the ip, icmp, tcp, and udp protocols.

-S Shows the Streams display.

i nterval
Displays packet traffic at given intervals, in units of seconds. Interrupt the display
with a<Ctrl-C>.
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Additional Information

The netstat command symbolically displays the contents of a number of

TCP/IP-related data structures. Although netstat is an administrative command, it
can be used by anyone to check on the status of the network. If several options are
used, they can be concatenated with one leading hyphen; for example, netstat -an.

Where local and remote addresses are part of the display, they are shown as host.port
or network.port. The latter format is used if a transport endpoint's address specifies a
network but no specific host address. The port designates a network service, either
well-known or local, as defined in the /etc/servicesfile.

The symbolic names of host, network, and port are displayed where they are
available from the network databases (hosts, networks, and services). The domain
names are stripped from the host and network names. If the symbolic name for an
address cannot be determined, the addressis displayed in the Internet dot notation.
Where applicable, the - n option to netstat disables the symbolic trandation of the
addressfields. Unspecified or wildcard addresses and ports are identified by an
asterisk (*).

The Connection Display

Active
Proto
tcp
tcp
tcp
udp
udp

The connection display shows the status of active Internet connections. For this
display, invoke netstat with no parameters or with any combination of the - A, - a, -
n, or - p parameters. With no parameters, the display is similar to:

I nternet connections
Recv-Q Send-Q Local Address Forei gn Address (state)

0 0 napal mt el net flamex1. 1817 ESTABLI SHED
0 0 *. tel net *o¥ LI STEN

0 0 * ftp *o¥ LI STEN

0 0 * tftp * ¥

0 0 * . boot ps *o*

The first column identifies the protocol through which the connection was made. The
second and third columns show the number of bytes of data currently in the local
receive and send queues, respectively. The fourth and fifth columnsidentify the local
and remote transport endpoints of the connection, showing the host and port
addresses. An asterisk (*) in either part of the endpoint addressis awild-card
character. The sixth column shows the state of the connection.

The effect of the parametersis described above. The - A option displays a PCB,
which isan addressin kernel space not generally useful except for debugging
purposes. When listening servers are displayed with the - a option, the local transport
endpoint has a wildcard address and the port assigned to the server. Both parts of the
remote transport endpoint are wildcards.
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The Interface Display

en0
| 00

Specify the interface display with the - i parameter. The display is similar to:

M u Net wor k Addr ess | pkts lerrs Opkt s Cerrs
1500 129.84.25 129.84.25.13 179843 O 122361 O
4096 127 127 12 0 10 0

Onelineisdisplayed for each interface configured in the inetinit.cf file. The first
column is the interface name as specified in that file. The second columnisthe
maximum transfer unit (MTU) for the interface. The MTU is the largest number of
bytes that can be delivered to the device driver from the ip module. It should be
equal to or evenly divisible by the maximum size of the actual physical transmission
unit to minimize the amount of packet fragmentation in the driver and maximize the
throughput. This number is generally 4096 for the loopback interface and 1500 for
an Ethernet interface.

The third and fourth columns show the network and interface Internet addresses. The
fifth and sixth columns show the number of packets received through the interface
and the input errors, while the seventh and eighth columns show packets sent and
output errors.

The Routing Table Display

When the network is brought up, a direct route for each configured interface is
automatically added to the routing table. Routes can also be added with the route
command. Y ou display the routing table with anetstat -r command. Thedisplay is
similar to:

Routi ng tabl es

Desti nati on Gat eway Fl ags Ref cnt Use Interface
def aul t 129.84.25.4 uG 0 1964 en0
129.84. 25 129. 84. 25. 13 u 0 120422 en0
127 127 UH 0 10 | 00

276

Onelineisdisplayed for each route in the routing table. The first column contains
the address of the destination host or network, or the word def aul t . The second
column is the address of the gateway through which packets for that destination are
routed. The third column shows flags that indicate the status and type of the route.
The flags have this meaning:

Flag Description

U Route is up and usable

G Route is a gateway to another network
H Destination of the route is a host
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The fourth and fifth columns are the number of active connections using the route
(Ref cnt ) and the number of packets that have been sent (Use). The Ref cnt valueis
always shown as 0. The sixth column shows the name of the local interface through
which the packets are sent, as assigned in the inetinit.cf file.

See also: route command, in this chapter, for information about the default route

The Statistics Display

The network statistics display shows the current values of the statistics maintained by
the kernel for each protocol. Specify this display with the - s parameter. The default
display includes statistics for the ip, icmp, tcp, and udp protocols. The full display
scrolls of f atypical monitor screen; redirect it to afile that you can view with the
skim command. Usethe-p protocol parameter to limit the display to statistics
for a specified protocol.

This command displays statistics about the ip protocol:
- netstat -spip
i p:
0 bad header checksuns
0 with size smaller than mni mum
0O with data size < data length

0 with header length < data size
0 with data length < header |ength

The Streams Display

The Streams display shows the number of failed requests for Streams buffers. There
isoneline for each TCP/IP kernel Streams module or driver. Modules and drivers
that are not configured into the TCP/IP kernel, such asthe SLIP driver in the
example, are identified by messageslikecan't open /dev/slip. Sucha
message does not necessarily indicate an error; it means that the indicated driver or
module could not be accessed by netstat to retrieve the statistics.

The columns in the display represent the size in bytes of the requested buffers,
rounded to the next higher power of two. A counter isincremented each time a
buffer of a defined size is requested and cannot be obtained. For example, if theip
module requests a Streams buffer of 1500 bytes and that request is refused, theip
module counter for buffers of 2048 bytes is incremented.

The counters are reset only when the system is shut down and rebooted. They are not
reset when you stop and restart the network jobs without rebooting.
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Modul e
arp
ip

| oop
raw
can't
sonod
tcp

t el net
udp

Specify the Streams display with a- S parameter. The output is similar to:

0 2 4 8 16 32 64 ... 1024 2048 COher
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0
open /dev/slip
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0
0 0 0 0 0 0 0 0 0 0

If any entry in the Streams display contains a number other than O, adjust the
allocation of Streams buffersin the kernel to prevent future failures. The failure of
even one or two buffer requests can have a very noticeable effect on the overall
performance of the network. Y ou can change the available number of buffers of each
size with tunable parameters in the stune.ini file.

See also: Streams tunable parameters, TCP/IP and NFSfor the iRMX Operating
System

The Packet Traffic Display

The packet traffic display is arunning summary of packet transmission statistics.
Specify this display by invoking netstat with a single numeric argument

(i nt er val ), indicating the number of seconds between updates to the display. No
options can be used with this command. The display issimilar to:

i nput (en0) out put i nput (Total) output

packet s errs packet s errs packet s errs packet s errs

180212 0 122496 0 180224 0 122506 0

1 0 2 0 1 0 2 0

1 0 1 0 1 0 1 0
Thefirst line of each screen of information is a summary of activity since the
network was last started. Subsequent lines show values accumulated over the
precedingi nt er val . Thefirst four columns show the input and output statistics for
the primary interface (in this example, the first Ethernet interface, en0). The columns
show the number of packets sent and received and the number of input and output
errors. The second set of four columns shows the total statistics for all configured
interfaces.
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The heading for the packet traffic display is repeated approximately every 24 lines of
output, asthe monitor screen scrolls. Thefirst line under the heading always contains
cumulative totals since the network was last initialized. The display continues until
you interrupt the command with a <Ctrl-C>.

Diagnostics

Exit statusis 0 for normal termination or a positive number for error termination.

Themessagecan't open devi ce inthe Streams display indicates that netstat
cannot open the device to obtain the requested statistics, either because the module or
device has not been configured into the kernel or because all of the allocated minor
devices are already in use.
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offer

Gives remote iRMX-NET users public network accessto alocal directory.

Syntax

of fer pathnane as public_nane

Parameters

pat hname
The actual pathname of the local directory.

publ i c_nane
The pathname assigned for use by remote users.

Additional Information

The number of public directories that may be offered at any onetime is configurable,
in the Public Directory Screen (PDIR) of the ICU.

See also: publicdir and remove commands, in this chapter

Example

These commands make available the : sd: utils directory, your :bb: device, and a
diskette installed in your machine. Remote users can access these as files named
utilities, byte_bkt, and floppy.

offer :sd:utils as utilities
of fer :bb: as byte_ bkt

attachdevice a as :f:
offer :f: as floppy

Error Messages

nm ssi ng paraneter
Theact ual - nane or publ i c- name parameter was omitted.

<name>, unrecogni zed control
The keyword as in the command was omitted, or extrainformation was supplied
after publ i c- nane.

illegal public nane
Colons are not permitted in the syntax when specifying the public name.
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<name>, invalid pathnanme
The specified pathname does not exist as given in the act ual - name parameter.

<name>, cannot | ook up prefix
The prefix (logical name) part of the pathnameisinvalid.

cannot offer <actual _name> as <public_nanme>
Select another public name.

cannot of fer <actual _nane> as <public_name> <condition code: menoni c>
A typical example of the condition codeis E_LIMIT, which means the limit for
public directories has been reached.
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paginate

Displays or copies the input file(s) in page-sized parts, optionally putting atitle, date
and time, and page number on each page.

Syntax

pagi nate inpath_list [to]over|after outpath_ list] [q]
[n] [ti=text] [pw=nun] [pl=num [ta=nuni

Parameters

inpath_list
One or more pathnames of text files, separated with commas. Wildcards are
permitted.

to|lover|after outpath_list
Writes the output to the specified file(s) rather than to the screen. If you specify
multiple input files and one output file, the output is appended.

g(uery) Prompts for permission to process each file. Respond to the prompt with:
Y Display the file
R Display remaining files without further query
E Exit the command
N or other Don't display the file; query for the next
n(otitle)

Do not display thetitle, date or page number.

ti(tle)=text
Specifies text to be used as the page heading. The default title is the filename.

pw (or pagew dt h) =num
Maximum number of charactersin the output line, 132 by default.

pl (or pagel engt h)=num
Maximum number of lines on the output page, 66 by default.

ta(bwi dth) (or |g)=num
Number of spacesto print for atab character, 4 by default.
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Additional Information

The command inserts formfeeds (OCH) into the output so it can be printed in pages.
Several lines are added to each page as header information; adjust the pagel engt h
parameter accordingly. If the input file contains a formfeed, a new page is started.
The values you specify for page width, page length, and tab width are decimal by
default. Y ou can specify an octal or hexadecimal number by appending an O or H.
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password

A menu-driven utility that only the Super user can invoke to add or delete users or to
change alogon password. Other usersinvoke password to change their own
passwords, assuming the User Definition File (UDF) has World read access.

Syntax

passwor d

Additional Information

284

If you are not the Super user, you can invoke the password command to change the
password you enter when logging onto the HI from a dynamic terminal. However, if
your system's UDF resides on a remote system, the Super user must change your
password for you, or allow you to do it while logged on as Super. When you invoke
the command, these messages are displayed:

Enter your user nane -
Enter the old password -

In response, enter your logon name and your current password. The password is
case-sensitive. For security reasons, the password you enter is not echoed on the
screen. The command then prompts you for the new password and asks you to repeat
it:

Enter the new password -

Repeat the new password -

Enter your new password at each prompt. The password must be no longer than eight
characters (more will beignored). After confirming that both entries of the new
password are identical, the command associates the new password with your logon
name and displays the messages:

Password change successful
Updating the master UDF .......... Done

The next time you log on to the system, you must use the new password. Continue
using it until you change your password again with the password command.

If you are the Super user, the password command performs a variety of functions,
including maintaining the User Definition File (UDF). The UDF contains the logon
name, user ID, and password of all users who can access the HI using a dynamic
terminal. Becausethisfileisalso used to validate user access to the network, the file
isanonstandard format; do not use an ordinary text editor to maintain thefile. The
passwords listed in the UDF are encrypted to prevent unauthorized access. The
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password command is the sole mechanism for maintaining the UDF, and only the
Super user can accessit. The password command maintains the format of the file
and automatically encrypts the passwords.

When you invoke the passwor d command as Super, this menu is displayed. Enter
the letter corresponding to the operation you want to perform:

The followi ng conmands are avail abl e:

- Add a user

- Delete a user

- List the UDF
Change password
- Quit

- Exit

moO Or- o>

Enter the conmmand:

Adding a User to the UDF

Choose the A option to add a new user; passwor d prompts you to enter information
about the new user. The prompts and valid answers are as follows:

Enter the user nane -

Enter the logon name of the new user. This nhame must be three to eight characters
long, and is not case-sensitive. If you respond with more than eight characters, the
command ignores the extra characters.

Enter the new password -

Enter the password for the new user. The password must be eight characters or less
(additional characters areignored), and it is case-sensitive. The password is not
displayed. If you enter <CR> at the prompt, the new user's password is a carriage
return. Y ou may enter, in upper or lower case:

NO LOG N

This entry prevents the user from logging onto the system using a dynamic terminal.
This can be useful for restricting a user to a static logon terminal .

Repeat the new password -

Enter the password again. This validates the password and ensures that you spelled it
correctly. Password returns an error message if the two passwords don't match and
re-prompts for the new password. This continues until you enter the new password
the same way twice.

Enter the user ID -
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Enter a decimal number in the range 0 to 65535 as an ID to associate with this user.
If you enter <CR>, password assigns the next higher unassigned user ID and
responds with:

Assi gned user | D of <ID>

Assigning a user ID that is not unique can cause problemsin a network environment.
If there are no unique user 1Ds available or the ID you enter is not unique, passwor d

displays:
Warning - Not a unique user ID
Entering any other value causes the command to display an error message and repeat

the prompt. This continues until you enter avalid user ID, <CR>, or a Q (to abort
this session of adding a user).

Enter the group ID -

If your system is part of the OpenNET network and includes Unix workstations,
assign agroup ID consistent with the group access you want for this user (refer to the
Unix documentation for more information). Otherwise, enter a second user ID which
will be added to this user'siRMX user object. If neither user ID is 65535 (World),
the HI automatically adds athird ID of 65535 to the user object when this user logs
on, providing World access.

Enter the comment -

Respond with <CR> unless your system isan OpenNET workstation. TheiRMX OS
does not use thisfield. It istypically used for aname or other information; refer to
the Unix documentation.

Enter the default UNI X directory -

For OpenNET workstations, enter the complete pathname of the user's home
directory on Unix systems. Otherwise, respond with <CR>.

Enter the default UN X shell -

For OpenNET workstations, supply the new user's default Unix shell (for example,
/bin/sh; refer to the Unix documentation). Otherwise, respond with <CR>.

Once you have responded to all the prompts, password summarizes and displays
your answers. At the bottom of the summary is this prompt:

Do you want to add this user to UDF?

If the summary is correct, respond with a Y to add the user. If you respond with any
character other than Y, password disregards your previous input and returnsto the
initial menu.
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If you enter Y, passwor d updates the copy of the UDF it maintains in memory (the
permanent copy will be updated when you invoke the Exit command), and displays

this message:
Do you want to create the user directories?
A No response means you must manually create the user's home directories. In this

case, password only creates the user configuration file : config: user/< username>
(unlessit already exists).

If you enter Y, passwor d creates user directories, copies the alias.csd and r?logon
files from the : config: default directory, and creates an empty r?logoff file in the new
user's prog directory. (Y ou can modify the default files so that each time you create a
new user, the user getsthe initial configuration you want.) After the files are created,
you are prompted for the pathname of the initial program:

Initial-program pathnane =

Enter <CR> to give the new user the standard CLI interface. If you do not use the
standard CL I, enter the full pathname of the command interface you use. After
adding the new user, password displays:

Default Initial Programis RWX H CLI
Added user <user nane>

Then the main menu isdisplayed. Y ou may add another user or start another
operation, but the UDF is not updated until you enter the Exit (E) option.

Deleting a User from the UDF
Choose the D option to delete a user from the UDF. Password displays:
Enter the user nane -

Enter the logon name of the user to be deleted. If the name you enter is currently
listed in the UDF, password deletes the entry from the copy of the UDF it maintains
in memory and responds with this message:

Del et ed user <l ogon name>

The permanent copy of the UDF will be updated when you invoke the Exit option.
Y ou must manually delete the user's logon directory and : config: user/< username>
file.
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Listing the Contents of the UDF

Choose the L option to list the contents of the UDF. Password displays a table of
entries containing this information:

<l ogon name>: <passwor d>: <user id>:<group

i d>: <comment >: <di r >: <shel | >

Where:

<l ogon nane>
The name that the user entersto log on to the system.

<passwor d>
The encrypted password. No entry indicates that the user does not
require a password to log onto the system. The charactersNO LOG N
indicate that the user is prohibited from logging on.

<user id> A decimal number representing the user ID. Vaue 0 is Super, the
system manager, and value 65535 is the World user.

<group id>
A second ID that can be implemented as a group convention, and
corresponds to Unix group file accessin OpenNET systems.

<coment > The comment field, used only in OpenNET systems.
<di r> The Unix home directory, used only in OpenNET systems.
<shel | >  The Unix shell, used only in OpenNET systems.

Changing Passwords

Choose the C option to change the logon password for yourself or for another user.
Theinstructions for changing the password are the same as shown at the beginning of
this description. However, as Super you have the option of entering:

NO LOG N
as the new password for another user. This prevents the user from logging onto the
system.
Quitting the Password Command

To abort the password command without saving any of the changes you made during
this session, choose the Qoption. If you have made changes that will be lost,
password displays:

Do you really want to quit without saving your changes?

If you want to abort the session and lose the changes you made, enter Y. Entering any
other character returns you to the main menu without discarding your changes. If you
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quit a session where you have added a user, you must manually delete the logon
directory and the : config: user <username> file (the logon directory is created if you
answer Yes tothecreat e user directories? prompt).

Exiting the Password Command

To leave the passwor d command and save all of the changes you made during this
session, choose the E option. Passwor d writes the changes to the UDF.

Error Messages

Cannot attach to the UDF
The OS encountered an error, either when attempting to read the password you
entered or when attempting to access the UDF.

I'l'l egal name
The logon name you specified isinvalid. The name must be between three and eight
characters long, contain no embedded spaces, and contain no unprintable characters.

I nval i d command
Y ou entered an invalid command at the password menu. The valid commands are A,
D, L,C QandE.

I nvalid Password
Either the password you entered was longer than eight characters, or you made a
typing error when you confirmed the password by entering it again.

I nvalid response
Y our response to a prompt was invalid. For example, you might have entered
alphabetic characters when a numeric value was expected.

Maxi mum si ze of UDF reached
The UDF can grow to a maximum of 32 Kbytes. It has reached thislimit, and no
more new users can be added.

<Master/Local > UDF is not avail able
An error occurred while passwor d was attempting to attach the UDF. If your system
ispart of an iIRMX-NET environment, the error occurred while attaching the remote
master UDF. Otherwise, the error occurred while attaching the local UDF. In either
case, passwor d does not change the UDF.

A d Password is incorrect
The password you entered did not match the password listed in the UDF.

UDF does not exi st.
Y our system is not configured to support nonresident users; therefore, the UDF does
not exist.
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UDF does not exist. Creating new UDF.
The UDF did not exist on your system before, because your system is not configured
to support nonresident users. Asthe system manager, you can add aUDF. The
password command creates a UDF to contain your additions.

UDF is corrupted
The UDF has an invalid format that must be fixed. This might have been caused by
editing the file with atext editor. To correct this problem, the system manager might
need to delete the UDF (with the delete command) and use the password command
torebuildit. A copy of the original UDF isin the : config: default/udf file.

UDF is not avail able
The UDF can be written by only one user at atime. Someone elseis using the

password command now and has exclusive write accessto the UDF. Try againina
few seconds.

User <logon nane> is already defined in the UDF
The user you attempted to add is already listed in the UDF.

User <logon nane> is not defined in the UDF
The user you attempted to delete is not listed in the UDF.
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path

Liststhe full pathname of a data file or directory on local or remote systems.

Syntax
path [inpath_list] [to|]over|after outpath_list] [r]

Parameters

inpath_list
One or more filenames, separated by commas, whose pathnames you want to list.
Wildcards are permitted.

to|over|after outpath_list
Writes the output to the specified files rather than to the screen. If you specify
multiple input files and a single output file, path appends the remaining input file
pathnames to the end of the output file.

r (oot) Specifiesthat the pathname should start from the root directory of whatever device
holds the file or directory.
Additional Information

This command is useful for finding where you are located within the file structure.
The output is similar to this when invoked with no input file list:

-pat h <CR>
:sd: user/world
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pause
Displays an optional message and waits for you to enter a <CR>.

Syntax

pause [ nessage]

Parameter

nessage
The text that appears on the console when the pause command is executed.

Additional Information

This command works ideally when executed from within a submit or esubmit file.
Y ou cannot use pause as part of a background job. Invoking pause without a
message causes the console to display a blank line before waiting for the carriage
return.

The message is restricted to the length of the command line, but you may enter
command continuation lines, using the & character.
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pcCi
Displays or sets athreshold size for disk 1/0 read and write requests to be made
without Peripheral Controller Interface (PCI) server buffering, when the PCI client
and server are on the same host board.

Syntax

pci direct :logical_name: [threshold]

Parameters

di rect
Specifies that this board will make direct 1/O requests to the PCI server.

: 1 ogi cal _nane
Thelogical name of the PCI device, surrounded by colons; for example, :sd:.

t hreshol d
A number specifying the size in bytes of 1/O read or write requests to be made as
direct requests. The value isdecimal by default, but you may specify hexadecimal
with a0x prefix or by appending an H. If t hr eshol d is not specified, the current
threshold value is displayed. The default value is the maximum, OFFFFFFFFH,
which causes all read and write requests to use PCI buffering. A value of 0 causesall
read and write requests to be direct.

Additional Information

A PCI client and server may be on the same host board or on separate hosts. The
default communication method between the client and server assumes they are on
separate hosts. This method uses a buffer on the server host to hold the read and
write data associated with 1/0 requests. When a PCI client and server are on the
same hogt, it can be more efficient for the client to bypass the I/O request buffer and
make direct requests to the PCI server. Direct requests copy data directly between
the peripheral device and the user's buffer, and avoid buffering on the PCI server.

An 1/O request for an equal or greater number of bytes than the threshold value is
made as a direct request. A request for fewer bytes than the threshold value is
buffered by the PCI server.

Direct requests can only be made to hard disk devices. The device cannot be part of a
mirrored disk drive set. If you specify direct 1/O requests for a hard disk that
becomes part of amirrored set, the PCI server uses the default method for 1/0
reguests while the disk is part of the mirrored set.
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Generally, you should not do direct requests for al 1/0 requests. Bypassing the
buffers can be detrimental to performance for small 1/O operations. It is better to set
the threshold value close to the size of a cache linein the PCI server; 16 Kbytes or
18 Kbytes are reasonable threshold values.

See also: How to Use the Peripheral Controller Interface (PCl) Server
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pcn et
A NetBIOS driver that provides the interface to iINA960-based iIRMX-NET.

Syntax

pcnet [/s sessions][/c comands]

Parameters

/s sessions
The number of NetBIOS sessions supported. The default is 6, and the maximum
is32.

/ ¢ comands
The number of NetBIOS commands that can be queued to the NetBIOS driver
simultaneoudly. The default is 12, and the maximum is 32.

Additional Information

When you set up network access from DOS, this command is used in the process of
redirecting the MS-NET server and client through iRMX-NET, usually as part of a
batch file.

The option indicators, s and c, are not case-sensitive. If you enter invalid options, a
usage message is displayed.

See also: pcnet command, Network User's Guide and Reference
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permit

Grants or revokes user access to files that you own or filesin directories for which
you have change access.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

permt pathnane_|ist access[value][, ...] [u=id_list|world|*]
[data] [dir] [map] [q]

Parameters

pat hnane_|i st
One or more pathnames, separated by commas, of filesto have their access rights or
list of accessors changed. Wildcards are permitted.

access Oneor more access characters that grant or cancel the corresponding access to the
file(s), depending on afollowing val ue parameter. If specified with no value, each
access character grants the specified access. (The interpretation for DOS, NFS, and
remote file access is somewhat different; these are described later.) From thelist
below, you may use L or Rfor data files and directories; likewise C and U.

Access M eaning

D Delete

LorR List (for directories); Read (for datafiles)

A Add entry (for directories); Append (for datafiles)

CorU Change (for directories); Update (for data files)

N With no other characters, cancels al access. With other characters,

cancels access not explicitly granted.
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val ue A valuethat specifies whether to grant or revoke the associated access right.

Value M eaning
0 Cancel the accessright
1 (default) Grant the access right. Specifying an access character without a

value grants the corresponding access.

u(ser) = id_list
A list of decimal or hexadecimal user 1Ds for which the access rights apply, separated
with commas. Each fileislimited to three user IDsin the accesslist. If you omit the
user parameter, the default isyour user 1D (the ID associated with your interactive
joby).

wor | d
Specifies user 1D 65535, giving all users accessto the file.

= * The access rights apply to all users currently in the file's access list.

data  The accessinformation appliesto datafilesin the pathname list. If you omit both the
dat a and di r ect or y parameters, per mit assumes both.

dir(ectory)
The access information applies to directoriesin the list.

map The access information also applies to map files and volume label filesin the
pathname list. If you use the map parameter, you must specify the full pathname of
map or volume label filesin the list.

g(uery) Prompts for permission to modify the access rights associated with each file.

Respond to the prompt with:

Y Change the access

R Change access for remaining files without further query
E Exit the command

N or other Don't change access; query for the next
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Additional Information

Table 2-5 shows the possible access rights for files and directories, and describes how

they relate to each other.

Table 2-5. How Access Rights Apply to Filesand Directories

File Access Directory Access

Delete  Delete or rename the file Delete Delete or rename the directory

Read Read the file (if the parent List List the contents of the directory
directory has list access) and read files in it (if they have

read access)

Append Add information at the end of the | Add Add files or subdirectories to the
file, but no permission to overwrite directory, but no permission to
existing data change existing files in it

Update Overwrite information in the file or | Change Change the access rights or
truncate it, but no permission to accessors of files and
append data to the file subdirectories in the directory, but

not of the directory itself; no
permission to add or delete files
in the directory

298

Y ou can use per mit to perform one or both of these functions:

+  Add or subtract users from afile'slist of accessors. Thislist determines which
users have access to the file. Only three user IDs may be listed as accessors, but
one of these can be the World ID, which grants access to all users.

«  Set which accessrights are granted or revoked for the usersin the accessor list.

When you change the list of accessors for afile, specify the appropriate access for an
added user or N access for a user to be deleted. To change the access rights but not

the list of accessors, specify user =*.

The Super user can change accessors and access rights for any file. Other users can
only change access information for files owned by themselves or World, or for files
in directories where the user or World has change access. Y ou can display the access
rights for files and directories with the dir command.
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Specifying Access Rights

If specified without an accompanying value, each access character grants the
specified access. Y ou can concatenate access characters and val ues together or you
can use commas to separate individual access/value specifications. For example, if
you want to grant delete access and cancel add and update access, you could enter
any of these combinations; the order in which you specify access characters is not
important;

AODUO
A0, D, U0
AO0D1UO
A0, D1, WO

If there are multiple occurrences of an access character, per mit uses the last such
character to determine the access. For example, these specifications are equivalent;
inthefirst list, D1 overrides DO:

DO, A1, R1, D1
Al, R1, D1

Specifying N by itself revokes all access for the specified users and removes the users
from thefile'saccesslist. However, the N character can also be useful when
changing accessrights, if you don't remember the user's current accessrights. In this
case, specify the N character first, to clear all access rights, and follow it with other
charactersto grant the desired access. For example, if you want to grant list access
only, you could specify NL instead of DOAOCOL.

When changing access information for volume map files and volume label files,
always specify the full pathnames. For example, this command changes the access
rights for all map files and volume label files on the volume, except for r?save, which
is unaffected by the map parameter. In thisinstance the HI does not interpret the ? as
awildcard character:

permt :f0:r?* DLAU nmap

See also: Map files and volume label files, format command, in this chapter
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Access to Remote iRMX-NET Files

Value

LorR

CorU

File accessrights for remote iRMX-NET files are treated somewhat differently than
for local files. You may grant or revoke access by other users to remote files you or
World own, but change access for directories does not apply. Thislist shows how
access characters apply when you invoke per mit for remote files.

For Directories

Delete: The value of the delete bit
isalways 0. Attemptsto change
thevalueto 1 areignored. Add-
entry accessisrequired to delete a
directory.

List directories

Add entry: if setto 1, the user
may add entries to the directory or
delete the directory

Change: the value of the change
bitisalways 0. Attemptsto
change the hit to 1 are ignored.

Cancels access not explicitly
granted by avalue.

For Files

The value of the delete hit is aways 0.
Attempts to change the bit to 1 are ignored.
Users must have both append and update
access to delete afile.

Read files (if the directory has list access)
Append: must be set the same as Update

Update: when both Append and Update
bits are 1, the user can append, update, or
delete afile. If you attempt to set different
values for the append and update bits, an
error isreturned.

Cancels access not explicitly granted by a
vaue.

Accessor Fields in Remote iRMX-NET Files

300

When you access files on a remote system with iRMX-NET, your system obtains
from the remote system the user name associated with the accessor 1Ds for the files.
Y our system gets the user 1D that matches the name it receives from its own User
Definition File (UDF).

In one Administrative Unit (subnetwork), all the user names match the same user
IDs. However, different subnetworks may associate different user IDs with the same
user name. Therefore, the user ID displayed in the accessor fields of aremote
permit display may be different from the user 1D that the server would display
locally for the samefile. If the user name that is received from the remote server
does not exist in the client UDF, the user ID is displayed as 65534.
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The rules governing the N access character, multiple occurrences of the same access
character, access value defaults, and the interchangeability of access characters apply
to remote files in the same manner aslocdl files.

See dso:

Access to NFS Files

Remote files, Network User's Guide and Reference

File access rights are mapped between different operating systems when accessing
remote files through NFS. When you change access from an iRMX client, access
rights map as follows:

Setting any of these bits
on an iRMX client

Resultsin all of these bitsbeing set on
iRM X, Unix, and DOS servers

iRM X iRM X Unix DOS
Files D- AU D- AU - W read/write

-R- -R-- r-x read-only
Directories D- AC D- AC - W read/write

- L-- -L-- r-x read-only

For example, setting just the D access from an iRMX client resultsin D- AU access on

the iRMX server.

When you change access rights from another OS through NFS, the access

permissions on an iRM X server are set as follows:

Setting any of these bitson Unix and

Resultsin all of these
bitsbeing set on an

DOSclients iRMX server
uUnix DOS iRM X

Files - W read/write D- AU
r-x read-only -R--

Directories - W read/write D- AC
r-x read-only -L--

If, for example, you set theread (r) or the execute (x) bit from Unix, it resultsin a
filewith - R- - accesson the iIRMX server.

Command Reference

Chapter 2

301



permit HI command

File Ownership with NFS

File ownership mapping occurs between iRMX, DOS, and Unix files when using
NFS. Thefollowing list describes the mapping:

*  When you use NFS between two iRM X systems, file owners are maintained on a
one-to-one basis.

e When you use NFS between an iRM X system and a Unix system the following
mapping occurs regardless of which OSisthe NFS client:

iRMX Unix
First owner in accesslist “owner”
Second owner in access list “group”
Third owner in accesslist (ignored)
World owner is user |D 60000 and
group is user ID 1 (other)
Super owner and group user IDs are O (root)

|:| Note

Y ou can modify iRMX to Unix file ownership mapping values for
the World user by setting parameters in the /etc/stune.ini file.

Seealso:  Tunable Parameters, TCP/IP and NFSfor the iRMX Operating
System

e When you use NFS between an iRMX system and a DOS system file ownership
mapping does not apply. Thisis because DOS has no concept of file owners.
The NFS package you use on a DOS system may make certain assumptions. For
example, a DOS-based NFS product might translate a file owned by user ID 0
(Super) asread-only from the DOS side. See the documentation for your non-
iRMX NFS product for such details.

User ID Translation with NFS

User IDs map one-to-one across NFS except as noted for the Super and World users
between iRM X and Unix systems described in the previous section.

When you use NFS between two machines that happen to have different user login
names with the same user D number, the file's ownership is determined by the
client’saccount. For example, assume that afile on an NFS server is owned by Sam
with the login sam and user 1D of 33. User Sarah on an NFSclient also hasa user ID
of 33 but her loginissarah. If Sarah accesses the file on the NFS server through
NFS, the user IDs map one-to-one. However, Sarah’s access rights to the file will be
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whatever rights Sam has for the file on the server machine. Also, if Sarah lists the
directory that contains the file, the owner will appear as Sarah, not Sam.

This user ID mechanism works similarly between iRM X systems or between iRMX
and Unix systems.

See also: Accessing NFS Files, File Ownership, and User ID Trandation,
System Concepts

DOSRMX Systems

The DOS file system does not support users other than World, and supports limited
accessrights. For preconfigured DOSRMX systems, iRM X users and tasks can
change their DOS file access to correspond to the DOS read-only and read/write
attributes. DOS directories cannot be made read-only. Use these values with the
permit command (read and list access are not used):

Access Character  Value Access Granted
D, A, or U (any) NOT 0 Read and Write (including permission to del ete)
D, A,and U (al) 0 Read only

For example, these commands make afile read-only:
permit filel dOaOcO
permt file2 nr
iRMX for PCs Systems
If you are using the DOS file driver, you can use DOS accessrights only. If you are
using the iIRMX named file driver, you can use all iRM X access rights.
Output

After changing the access information for afile, permit displaysalist of changed
files, containing this information:

<pat hname>, accessor = <accessor |D>, <access>

Where:

<pat hname>
The name of thefile.

<accessor | D>
The user ID of one of the file's accessors.
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<access> That user'saccessrights, displayed as DLAC for directories and DRAU
for datafiles. If aparticular accessright is not allowed, the display
replaces the corresponding character with a dash (-). For example, the
display - L- Cindicates that the corresponding user has list and change
access, but not delete and add-entry access.

Error Messages

<pat hname>, accessor linmt reached
The OS permits only three user IDs in the accessor list of afile. Before you can add
another accessor, you must remove one of the current accessors by setting its access
rightsto N.

<pat hname>, directory CHANGE access required
Either you are not the owner of the specified file or you do not have change accessto
the file's parent directory. You must satisfy one of these two conditionsin order to
use the per mit command.

<user |D> duplicate user control
Y ou must specify the keyword and parameter combination user =user - 1 i st only
once during the permit command. However, you can specify multiple user I1Ds by
separating them with commasin the user list. Permit exits without updating the
accessrights.

<character>, invalid access switch
The character you entered to indicate the access rights for the file was not avalid
access character; per mit exits without updating the accessrights.

<invalid id> invalid user id
The user IDs you supply with the user parameter must consist of decimal or
hexadecimal characters, the characterswor | d, or the* character. Permit exitsif you
supply other characters.

nm ssi ng access switches
Y ou must specify one or more access characters with the per mit command; per mit
exits without updating the access rights.

no files found
There were no files of the type you specified (data, directory, or both) in the
pathname list.

pat hnanme, E_NAME_NEXI ST
The pathname is aremote file. The accessor whose access is to be changed is not
defined either at the Administrative Unit containing the local client or at the AU
containing the file server where the remote file resides.
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physname
Displays system DUIB names and information.

Syntax

physname *|target_device_nanme [-e€]

Parameters
* Listsall of the DUIBsin the system.

target _devi ce_nane
Displays DUIBs associated with the physical device name specified.

-e Displays extended information.

Additional Information
Use physname to obtain information about your system'’s available DUIBs.

If you specify at ar get _devi ce_nane that has more than one match in the system
physname lists the DUIBs that include the specified name. Do not use a* within a
t ar get _devi ce_nane parameter.

See also: Physical Device Names, Appendix E
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1. Toview alist of the DUIBsin the system, enter:

physnane *

The DUIBs are displayed as shown below. The names of loadable devices are
listed first, followed by the names of standard devices:

Dynamic DU B Cluster 1
D_CONS

Intel's Standard DU B O uster

BB STREAM comL cove B

BH BM BVH A AH

AM AMH C_RMWX C_RMX0 C_RWX1
C_RWX2 C_RWX3 C_RMX4 D_RMX D_RMX0
D_RMX1 D_RWX2 D _RWX3 D_RMX4 A DOS
B_DOS C_DOS D _DOS E_DOS F_DOS
G DOS H DOS | _DOS J_Dos K_DOS
L_DOS M DOS N_DOS 0 Dos P_DOS
Q DOS R DOS S _DOS T _DOS U_DOS
V_DOS W DOS X_DOS Y_DOS Z DOS

If more than one DUIB name matches the name you specify, physname displays
alist of fully or partially matching DUIB names. For example:

physnane c_rnx
This command displays:
Searching Dynamic DU B Cluster 1
Searching Intel's Standard DU B C uster
C_RWX C_RWX0 C_RWK1 C_RWK2 C_RWX3 C_RWX4
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3. Thiscommand returns extended information about the specified device:

physnane ¢c_rnx3 -e
Thisinformation is displayed:

Searching Dynamic DU B Cluster 1

Searching Intel's Standard DUl B Cl uster

Devi ce Nane: C_RMX3
Functi ons: ff
Device Granularity: 0200

Devi ce Size: 00000200
Unit: 03

Devi ce$l nf o$P: 09c¢8: 000000bd

Updat e Ti neout : 0064
Priority: 82
Fl ags: 31
Init$l o 09c8: 000031b4
Queue$l O 09c8: 00002cof
File Drivers: 0009

Physi cal TRUE

EDOS FALSE
See also:

Command Reference

DUl B addr ess:

Max Buf fers:
Devi ce:

Device Unit:
Uni t $I nf o$P:

Num Buf f ers:

Fi xed Updat e:

Fi ni sh$l O

Cancel $1 O

Named

Stream

09b8
ff
04
000a
09c8
0008
ff

09c8

09c8

TRUE

FALS

Chapter

: 000133af

: 000000e8

: 00003564

: 000030b4

E

DUIB structure and fields, Driver Programming Concepts
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TCP/IP command

ping

Tests communication between two hosts, at the lowest level of TCP/IP
communications, to determine whether a connection can be made and to assessits
reliability. Used primarily to manually isolate faults.

Syntax

ping [-r] [-v] host [packetsize [count]]

Parameters

-r

host

Bypass the normal routing tables and send datagrams directly to ahost. Anerroris
returned if the host is not on a directly attached network. Use this option to ping a
local host through an interface that has no route.

Display a message any time an ICMP packet other than an ECHO_RESPONSE is
received.

Name or Internet address of a host or gateway.

packet si ze

count

The size in bytes of data for the packet; the default is 56 (for a 64-byte packet).

Send the specified number of ECHO_REQUESTS and exit when all responses have
been either received or assumed lost. If count isnot specified, the command sends
datagrams until it isinterrupted. The value 0 isthe same as no parameter.

Additional Information

308

The Internet is alarge and complex group of network hardware connected by
gateways. Tracking a single-point hardware or software failure can often be difficult.
Ping uses the Internet Control Message Protocol (ICMP) mandatory
ECHO_REQUEST datagram to dlicit an ICMP ECHO_RESPONSE from a host or
gateway. The command sends datagrams at one-second intervals until it is
interrupted or until it has sent and received count datagrams.

Aseach ECHO_RESPONSE isreceived from the target host, the packet number

(i cnp_seq) and round trip timeis displayed. If ping cannot reach the target host,
nothing is displayed. Similarly, a gap in the sequence numbers of the packet display
indicates the ECHO_REQUEST failed to reach the target or the ECHO_RESPONSE
failed to make it back to this host. When ping ends or isinterrupted, it summarizes
the packet loss and round trip timing statistics for the session.
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The only mandatory parameter in the command isthe host . However, if you don't
specify acount parameter, ping continues until interrupted. This can significantly
increase the load on the network and prevent automated scripts from functioning as
intended. It is safer to supply ping with a packet size and iteration count. 1f you
don't specify count , interrupt the command with a <Ctrl-C>. This command
specifies 1024 bytes of data and 3 iterations.

- ping sophocles 1024 3

PI NG sophocl es.intel.com 1024 data bytes

1032 bytes from 128.215.12.22: icnp_seq=0. time=2 100th of sec
1032 bytes from 128.215.12.22: icnp_seq=1. time=2 100th of sec
1032 bytes from 128.215.12.22: icnp_seq=2. time=2 100th of sec
----sophocles.intel.comPING Statistics----

3 packets transmitted, 3 packets received, 0% packet |oss
round-trip (100th of sec) m n/ avg/ max = 2/2/2

When using ping for fault isolation, first ping the local host to verify that the local
network interface is up and running. Then ping hosts and gateways farther and
farther away to determine where afault occurs.

ECHO_REQUEST datagrams (pings) consist of |P and ICMP headers followed by a
struct timeval andan arbitrary number of bytesto fill out the packet. Determine
the maximum packet si ze by subtracting 48 bytes (for the UDP and I P headers
with options) from the value of the tunable parameter SOMOD_MSGSZ.

See also: netstat and ifconfig commands, in this chapter
Tunable parameters, TCP/IP and NFSfor the iIRMX Operating System

Diagnostics

Exit statusis 0 for normal termination or a positive number for error termination.
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publicdir

Displays pathnames of public iRMX-NET network directories on this system.

Syntax
publicdir [1]

Parameter

| (ong) Liststhedirectory including the full pathname and the device name where the
directories reside.

Additional Information

Invoking publicdir without parameters lists the server's public directories, but does
not list the pathnames and the device names. If you specify the | ong parameter, the
display issimilar to:

PUBLI C DI RECTORI ES OF THE SERVER

O fered Name Dev Nane Pat hnane
WORK QVAO [ WORK

LANG QVAO /| LANG286
SYSTEM QVAO / SYS386
WORLD QVAO / USER/ WORLD
SD QVAO /

BB BB

F A /

See also: offer and remove commands, in this chapter

Error Messages

cannot show public Directories
An 1/O error occurred while executing the command.

not enough user nenory
The system does not have enough user memory to satisfy the request.
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rdisk

Configures partitions on a DOS hard disk or an iRMX SCSI hard disk managed by
PCl. The DOS version of rdisk uses ROM BIOS functions to access hard disks to
retrieve disk configuration information and for reading and writing the partition table.

The DOS rdisk command runs on DOS Version 3.3 or later. In addition to standard
ROM BIOS-supported drives, you can set logical partition information for Logical
Block Address (LBA) drives that use Enhanced IDE. The DOS rdisk command is

used with the DOSRMX and iRMX for PCs OSs.

The iRMX rdisk command runson iRMX Version 2.2 or later and can be used with
theiRMX |11 OS. Rdisk supports both primary and extended iRMX partitions. You
must include the physical name (DUIB) of the hard disk drive being partitioned on

the command line with the iIRM X rdisk command.

A CAUTION
If ahard disk driveis partitioned with the DOS version of rdisk,
use only the DOS version of rdisk to view or modify the partition
table. The different OS versions of rdisk get the CHS (cylinder,
head, sector) information in two different ways. The two ways are
not consistent and trying to use the two different versions of rdisk
interchangeably will corrupt the hard disk drive.

See also: Appendix F, Partitioning PCI Hard Disk Drives, in this manual

Syntax

rdi sk (at the DOS prompt)
rdi sk physical _nane (at theiRMX prompt)
Parameter

physi cal _nane

The DUIB name for the disk to be partitioned. The DUIB must be for the entire disk,

not a partition. The DUIB nameis required for the iRMX version of rdisk.
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Options

Thisisthe main rdisk menu:

RDI SK Version Vx.y

(1) Display partition table

(2) Mdify partition table

(3) Set active partition

(4) Check partition table

(5) Reinitialize partition table
(6) Select next fixed disk

(7) LBA physical configuration

Enter Selection: 1

Option 1: Display Partition Table

This option displays the main partition table and any extended partitions. For
example, in the display of Extended Partition 4 below, there are three logical drives
defined. In other words, there are four master partitions, and in the fourth one, there
are three extended partitions defined. Note that the “Usage” column in the Extended
partition lists the percentage of the main partition used by each extended partition,
not the percentage of the total hard disk used.

Disk 1 LOd CAL Configuration: 518 cylinders 128 heads 63 sec/track

-- Partition Table For Fixed Disk 1 --
System Active Mytes Usage START: Cyl Head Sect END: Cyl Head

Sect

1 DO No 394 19% 0 1 1 99 127
63

2 DOS EXT No 394 19% 100 0 1 199 127
63

3 i RMK  Yes 394 19% 200 0 1 299 127
63

4 i RMX EXT No 854 42% 300 0 1 516 127
63

-- Partition Table For Extended Partition 2 --

System Active Mytes Usage START: Cyl Head Sect END: Cyl Head

Sect

-->Note: No |ogical drives defined...
-- Partition Table For Extended Partition 4 --
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System Active Mytes Usage START: Cyl Head Sect END: Cyl Head

Sect

1 DO No 197 23% 300 1 1 349 127
63

2 i RMX No 197 23% 350 1 1 399 127
63

3 i RMX No 394 46% 400 1 1 499 127
63

Option 2: Modify Partition Table

A CAUTION
Creating or deleting a partition or logical drive will make existing
files on the entire hard disk inaccessible.

When you choose option 2 from the main menu, you are presented with the menu
below. The“Display” choice isthe same as Option 1 above.

Enter selection: 2

(1) Display partition table

(2) Create a partition

(3) Delete a partition

(4) Create or delete |logical drives
<CR> Return to previous nenu

Enter selection: 2

If you choose item 2 or 3 to create or delete a partition or logical drive, the current

partition table is displayed and you choose the partition number to create or delete:

Disk 1 LOA CAL Configuration: 518 cylinders 128 heads 63
sec/track

-- Partition Table For Fixed Disk 1 --
System Active Mytes Usage START: Cyl Head Sect END: Cyl Head

Sect

1 DO No 394 19% 0 1 1 99 127
63

2 DOS EXT No 394 19% 100 0 1 199 127
63

3 None No 0 0% 0 0 0 0 0
0
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4 None No 0 0% 0 0 0 0 0
0

|Enter partition (<CR> for previous nenu): 3

Then, if you are creating a partition, you choose which type of partition to create, as
shown below. Choices 1 and 3 are primary partitions; choices 2 and 4 let you create
Extended partitions, which can hold one or more logical drives.

(1) DCS partition
(2) DOS EXT partition
(3) i RMX partition

(4) i1 RW EXT partition
<CR> previ ous nmenu

Enter selection: 3

A CAUTION

Do not create more than one DOS primary partition or more than
one DOS Extended partition.

Y ou can create DOS or iRM X Extended partitions on partition
numbers 2 - 4 of the partition table, but not on partition number 1.

Y ou can use the “ Create” option to change the OS on the partition or to change the
starting and the last cylinder number for the partition. Any new partition tables or
logical drivesthat you create are not written to disk until you exit rdisk.

At the prompt, enter the starting and the last cylinder number for the partition you are
creating. DOS Version 3.3 has a 32-Mbyte size restriction; DOS Versions 4.01 and
later have no size restriction.

If the starting cylinder is O, and the last cylinder is non-zero, the starting head will be
head one to avoid overwriting the master boot record. The last cylinder must be
greater than or equal to the starting cylinder and less than the total cylinders
configured for this disk. The ending head and sector will always be the maximum
values supported by this disk's configuration. The last cylinder is reserved by rdisk.

Sel ected partition type: i RW EXT
Enter starting cylinder: 300

Enter ending cylinder: 516
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|:| Note

If you define partitions with overlapping cylinder numbers, you
will be notified at either of these points:

*  When you check the partition table (option 4 on the main
menu)

*  Whenyoutry to exit rdisk, beforethe partition informationis
written
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If you choose item 4 to create or delete alogical drive, the main partition table must
already hold at |least one Extended partition. Specify which Extended partition on
which you want to create or delete the logical drive, as shown in the next set of
menus. Y ou are prompted whether to create or delete alogical drive.

(1) Display partition table

(2) Create a partition

(3) Delete a partition

(4) Create or delete |logical drives
<CR> Return to previous nenu

Enter selection: 4
Disk 1 LOA CAL Configuration: 518 cylinders 128 heads 63 sec/track

-- Partition Table For Fixed Disk 1 --
System Active Mytes Usage START: Cyl Head Sect END: Cyl Head

Sect
1 DCs No 394 19% 0 1 1 99 127
63
2 DOS EXT No 394 19% 100 0 1 199 127
63
3 i RMX No 394 19% 200 0 1 299 127
63
4 i RMX EXT No 854 42% 300 0 1 516 127
63

-- Partition Table For Extended Partition 2 --
System Active Mytes Usage START: Cyl Head Sect END: Cyl Head
Sect
-->Note: No |ogical drives defined...
-- Partition Table For Extended Partition 4 --
System Active Mytes Usage START: Cyl Head Sect END: Cyl Head
Sect
-->Note: No |ogical drives defined...

Enter partition (<CR> for previous nmenu): 4

(1) Create logical drive
(2) Delete logical drive
<CR> Return to previous nenu

Enter selection: 1

Y ou then have the choice of creating a DOS or iRMX logical drive.

Disk 1 LOd CAL Configuration: 518 cylinders 128 heads 63 sec/track

-- Partition Table For Extended Partition 4 --
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System Active Mytes Usage START: Cyl Head Sect END: Cyl Head
Sect
Ext ended Partition Table Enpty

(1) DOS logical drive
<CR> RWX | ogical drive

Enter selection: 1

|:| Note
On an iIRMX Extended partition you can create either or both DOS
and iRMX logical drives. However, on a DOS Extended partition,
you can create only DOS logical drives.

A logical driveis simply another partition within an Extended partition. Aswhen
creating a main partition, specify the starting and ending cylinders to define the
extent of the logical drive:

Enter starting cylinder: 300

Enter ending cylinder: 349

Option 3: Set Active Partition

Select this option from the main menu to specify which partition number is activated
for booting. Since only one partition can be active at atime, activating a new
partition automatically deactivates the last one. For DOSRM X, always make the
DOS primary partition active. After you activate a partition, the partition table is
displayed, similar to the display above for Option 1.

Y ou can make a primary partition active. Y ou cannot make an Extended partition
active.
Option 4: Check Partition Table
Select this option to verify that the partition table is valid, including checks for:
«  Overwriting the master boot record
« Partitions that have an ending address |ess than the starting address
«  Overlapping partitions
«  Partition addresses greater than disk size

Command Reference Chapter 2 317




rdisk DOS or HI command

Option 5: Reinitialize Partition Table

Select this option to read the partition table contents from the selected hard disk. If
the current contents of the partition table have been modified, a query asksif the
modifications should be saved.

318 Chapter 2 Command Descriptions



DOS or HI command rdisk

Option 6: Select Next Fixed Disk

|:| Note

The Select Next Fixed Disk option is not implemented for the
iRMX version of rdisk. To change disks from theiRMX OS,
invoke rdisk with the appropriate DUIB name for the disk drive.

Select this option in the DOS version of rdisk to switch between the two hard disks.
Therdisk utility defaults to hard disk one.

If the current partition table has been modified, a query asksif the modifications
should be saved. If the current disk is disk one and no second disk is configured, the
warning message shown below appears and the partition table for hard disk oneis
reestablished as it was before the option was selected.

Enter Sel ection: 6

Fi xed disk 2 not configured in ROM BI CS data area
Press any key to continue

Option 7: LBA Physical Configuration

|:| Note

The LBA Physical Configuration option is not implemented for the
iRMX version of rdisk.

Rdisk showsthe logical configuration of the drive, which isthe data maintained in
the partition table. If you use an LBA (Logical Block Address) drive, the Enhanced
IDE management sets up logical parameters appropriate for DOS, and hides the
actual physical drive parameters from DOS. However, the PC's setup program for
CMOS memory displays physical parametersfor an LBA drive. To display the
physical parameters within rdisk, enter option 7.

|:| Note

When configuring the partition table, you must enter logical
parameters, not physical parameters.
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If thedriveisan LBA drive, the display is similar to the following:

Enter Selection: 7

Di sk 1 PHYSI CAL Configuration: 1024 cylinders 32 heads 63 sec/track
NOTE: PARTI TI ON TABLE ACCEPTS ONLY THE LOGQ CAL DRI VE CONFI GURATI ON

Press any key to continue

If the driveis not an LBA drive, this message is displayed:

Enter Selection: 7

Sorry, but disk 1 is NOT an LBA (Enhanced I DE) drive
Press any key to continue

Exit
Press <CR> at the main menu to exit rdisk. At this point, if you have made
partitioning changes, rdisk writes the partition table to the hard disk. The partition

tableisfirst validated. If any errors occur, a warning message appears, and the
write/exit is aborted. If no errors occur, the partition table is written to the master

boot record on the hard disk and rdisk exits.

320 Chapter 2 Command Descriptions



DOS or HI command rdisk

Additional Information

|:| Note

Y ou cannot use this command with a device that you access
through NFS.

DOS-based rdisk providesthe full functionality of DOS-based fdisk for examining
and modifying a PC-based hard drive partition table.

See also: fdisk, in your DOS documentation

Rdisk usesthe ROM BIOS is used to acquire the hard disk parameters. Since ROM
BIOS supports only two hard disks, hard disk one and hard disk two are the only
disks supported. These disks must be configured in the CMOS RAM data storage
area of the ROM BIOS prior to invoking rdisk. Usethe ROM BIOS setup utility.

Use the fdisk utility to assign DOS logical drives.

If your version of DOS is older than Version 3.0, rdisk exits with awarning message
before executing any other functions.

Since the Version 3.3 or older DOS utility fdisk allows only two partitions, fdisk
displays partition numbers 3 and 4 as partition number 2.

Setting up a Partition
DOS and the iRMX for PCs OS each require their own partitions.

Set up the partition table using the rdisk utility. Each OSto be installed requires a
partition; no partition can share disk cylinders with another partition or overlap any
other partition. If youintend to install DOS, you must leave disk space for aDOS

partition when installing iRM X for PCs. See your DOS manual for information on
the size for this partition.

|:| Note

Systems with versions earlier than 2.2 of the iIRMX OS contain an
incompatible bootstrap loader. To install disks on these systems,
you must invoke the rdisk utility and update the partition table,
even if you do not make changes.

If you areinstalling your own hard disk drive, you must perform alow-level format
before partitioning.

To start the partitioning, invoke rdisk. When the rdisk screen appears, write down
the number of cylinders shown at the top of the screen; this number is the maximum
number of cylindersin your system. For example, if rdisk displays 518 cylinders,
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they are numbered O through 517. Rdisk always reserves the last cylinder, so the
highest number you can specify during partitioning would be number 516.

Four partitions are available; their locations cannot overlap. Enter the next unused
number for your partition number at the prompt. For example, if DOS s in partition
1, partition 2 isthe next available partition. MultipleiRMX partitions can exist on a
single hard disk.

Thefirst track of cylinder O isreserved for the partition table and the master boot
record. Rdisk reservesthe last cylinder. To decide how many cylindersto giveto
each OS partition, you can use an approximation:

Total Nunber of Cylinders/3 = one third of the disk for a given
partition

Or you can make a more exact determination using:
cylinders * heads * sectors * 512 = bytes in a given partition

If bad sectors are encountered at the start of a partition, rdisk decreases the size of
that partition by mapping out the bad sectors. This may result in a partition that is
smaller than you anticipated.

After you select the partition number, the system asks you to select the OS: enter 82
to indicate that this new partition will run theiRMX OS. The system prompts you
for the starting cylinder. This prompt and the next prompt define the size of the new
partition. If your system runs only the iRMX OS, the starting cylinder is 0 and the
ending cylinder is (maximum cylinders - 1).

If you aso have a partition for DOS, the Starting Cylinder Number for the iRMX
partition depends on the location of the DOS partition. Be certain that the cylinder
numbers do not overlap.

|:| Note

If your system contains both an iIRMX partition and a DOS
partition, you should leave one track between the ending of one
partition and the beginning of the next.

At the Enter Last Cylinder prompt, enter the last cylinder in the iRM X partition. If
the iIRMX partition fills the rest of the disk, this number is the number of cylinders
displayed on the first line of the rdisk main menu screen.

This description assumes only oneiRMX partition; to create more you must repeat
the process.
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The main screen is displayed again and now contains the information that you just
entered for the iRM X partition. Y ou must now activate the iIRMX partition. Select 3
from the main menu to activate one of the partitions. This causes the system to
bootstrap load the OS resident in that partition upon system reset.

Enter the number of your iIRMX partition at the prompt. This marks the iRMX
partition as active. The main screen isdisplayed again. To complete the process, at
the main menu press <CR> to exit and write the information back to the table.

If any errors are displayed on the screen, the partition table information you entered
may not be valid. Rdisk does not exit; reenter your information, making certain that
partitions do not overlap.

Once the partition table has been successfully written, you are ready to format the
iRMX partition.

See also: format, in this chapter

Error Messages

Disk X is NOT an LBA
Thisdisk drive is not controlled by the LBA mechanism.

Duplicate DOS EXT partition;
Y ou can define only one DOS Extended partition.

Error during ROM BI QS function execution
The ROM BIOS returned the indicated error.

Extended Partition #X, Bad Partition Signature Detected
Invalid information was detected.

Extended partition X address greater than extended partition cylinders
The specified cylinder number for alogical driveis greater than the highest defined
cylinder for the extended partition in which you are creating the logical drive.

Extended partition X contains |ogical device address greater than the

maxi mum nunber of free disk cylinders
Partition x address greater than maxi mum nunber of disk cylinders

The starting and/or ending address for partition x is greater than the maximum
address supported by this disk.

/O error while reading disk drive paraneters
The disk could not be read.

Il'legal partition table read fromfixed disk
Theinvalid tableis displayed and you can choose to modify it to correct the partition
table.

Illegal Partition: x
The starting address in partition x is greater than the ending address, or the ending
addressis greater than the disk size.
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Initialization Failed
TheiRMX version of rdisk could not get the partition table from the device specified
by this DUIB.

Invalid partition table, table not saved
Rdisk found an error in the changes you attempted to make and has not written the
partition table.

No | ogical drives to delete.
Y ou attempted to delete alogical drive, but there are none defined in this extended
partition.

Not a bootable partition
Y ou attempted to make an extended partition active; you can only make a primary
partition active.

Not allowed to start at cylinder=0, head=0, sector=1 in extended

partition x
Not allowed to start at cylinder=0, head=0, sector=1 in partition x

The specified partition address would overwrite the master boot record.

Not allowed to start at cylinder=0, head=0, sector=1 in partition
The specified partition address would overwrite the master boot record.

Not an extended partition.
Y ou attempted to create alogical drive on a primary partition, not an extended

partition.
Over | appi ng extended partitions
Overl apping partitions --> x : vy

Partition number x overlaps with partition number y.

Partition exists
Y ou attempted to create a partition that already exists. You must first delete the
existing partition.

Specified start_cylinder |ess than extended partition start cylinder.
The specified start address for alogical drive islower than the specified starting
address for the extended partition.
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remini

Trandates the rmx.ini file into the iNA 960 load file format (also known as remote
file format).

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

remni rnxinifile to|over renfile

Parameters
roxinifile
Name of the file to trandate.

to| over
Specify t o create anew file or over to overwrite an existing file.

renfile
Name for the file produced.
Additional Information

Y ou can use this command to create an rmx.ini remote load file for use in the remote
booting of iIRMX for PCs.

Example:

remni rnk.ini tornxini.rem
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remove

RevokesiRMX-NET public network access to one or more local directories.

Syntax

renove public_name_li st

Parameter

public_nane_li st
One or more public names, separated by commas, which were previously assigned to
local directories for access by remote users.

Additional Information

The remove command revokes public access to a directory that was previously
defined as public, either by configuration of the File Server or with the offer
command. Specify the public name, not the local directory name, if they are
different.

Error Messages

n ssi ng paraneters
The public name of the directory must be entered as part of the command syntax.

cannot renove <nane>
Thefirst public directory configured in the File Server is used for awork file, and
cannot be removed. The default for the first public directory is :sd: work.
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rename

Changes the pathname of one or more datafiles or directories. Therename
command may be used to move afile to a different directory on the same volume.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax

rename inpath_list to|over outpath list [(q]

Parameters

i npat h_li st
One or more pathnames, separated by commas, of files or directories that areto be
renamed.

to| over outpath_list
A list of new pathnames for the files, separated by commas. The number of
pathnames must be the same asin thei npat h_I i st. If you specify t o, you are
prompted to overwrite existing files of the same name. If you specify over , existing
files by these names are replaced by the input files. You cannot use over to rename
adirectory over an existing directory unlessit is empty.

g(uery) Prompts for permission to rename each file in the list. Respond to the prompt with:

Y Rename thefile

R Rename remaining files without further query
E Exit the command

N or other Don't rename thisfile; query for the next
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Additional Information

To userename, you must have delete access to the current file and add-entry access
to the destination directory. If you rename afile over an existing file, you must also
have delete access to the second file.

The rename command cannot be used across volume boundaries; that is, you cannot
rename afile to move data from a volume located on one secondary storage device to
avolume located on another device (for example, from one diskette to another).
Attempting to do so causes an E_NOT_SAME_DEVI CE error message. Use the copy
command or a combination of copy and delete commands to rename files or move
data across volume boundaries.

Y ou can rename an existing directory pathname to a new, nonexistent pathname
anywhere in the directory tree. Y ou cannot rename an existing directory over another
existing directory unless the destination directory isempty (an E_DI R_NOT_EMPTY
condition code is returned).

|:| Note

Changing the name of a directory also changes the pathnames of all
fileslisted in that directory. All subsequent accessto those files
must specify the new pathnames for the files.

With the EDOS file driver, you can use rename to assign a different nameto a
directory, but you cannot rename the directory to a different spot in the directory
hierarchy. If thereisadirectory structure /dir1/dir2/file_a, you cannot rename dir2
as/dir3 to place it under the root directory.

Y ou cannot rename a server's virtual root directory or public directories. Also, you
cannot rename afile into a server's virtual root directory.

Error Messages

<ol d pat hname>, del ete access required
Y ou cannot rename afile unless you have delete accessto that file.

<new pat hnane>, directory add ENTRY access required
Y ou cannot rename afile unless you have add-entry access to the destination
directory.

<new pat hname>, new pat hname sane as ol d pat hnane
Y ou specified the same name for the input pathname as you did for the output
pathname.

to or over preposition expected
Either you used the af t er preposition with the rename command or the number of
filesinthei npat h_I i st did not match the number intheout path_| i st.

328 Chapter 2 Command Descriptions



HI command rename

pat hnane, invalid access to renote file or directory
The pathname is either aremote file to be renamed or aremote output filename. One
of three conditions caused this error:

« You do not have add-entry accessto the file's parent directory.
« You do not have append and update access to thefile.

« A user at the server system has removed delete access to afile; you cannot
change delete access on aremotefile. A user at the server system must grant
delete access before this command will succeed.

<pat hnane>, 0023: E_SUPPORT
Y ou attempted to rename a DOS directory to a different spot in the directory tree,
which is not supported by the EDOS file driver.
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restore

Transfers files from a backup volume to a named, remote, NFS, or DOS volume.

|:| Note

Do not use this command in an esubmit file or an
rq_c_send_command system call, because queries for user input
will not be received.

Syntax

restore :backup_device: to|over pathnane [nane=nane] [verify]
[a] [select= (pathnane_l|ist)]

A CAUTION
While the restor e command is executing, no other activity should
be occurring on the volume you are restoring. If other users access
the volume during ar estor e operation, the volume's data could
become corrupted, possibly requiring the volume to be reformatted.
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Parameters

backup_devi ce:
Logical name of the backup device from which restore retrievesfiles. The backup
device must always be alocal device; it cannot be a remote device.

t o] over pathnane
Pathname of afileto receive asingle restored file, or of adirectory to receive
multiple files. If you specify alogical name for a device, restor e places the files
under the root directory for that device. To restore filesto the directory in which they
originated, specify the same pathname as you used with the backup command.
Specify over to overwrite existing files on the volume. |f you specify t o, and files
being restored already exist on the volume, restor e prompts:

<pat hnanme>, already exists, overwite?

Enter one of these in response:

Y or R Delete the file and replace it from the backup volume.

E Exit from the r estor e command.

N or other Do not restore the file; continue with the next file.
nane=nane

Specifies a particular named data set from the backup device. If no nameisgiven,
only the first logical volume encountered is restored.

verify
No files are restored; use this parameter to verify that backup has produced a
restorable set of volumes. When you specify this parameter, use :bb: (byte bucket) as
the output pathname. The data on the volume is validated and restor e displays:

<pat hname>, Verified or
<pat hname>, Directory Verified

q(uery) Prompts for permission to restore each file or directory. Respond to the prompt with:

Y Restore thefile

R Restore remaining files without further query

E Exit the command

N or other If adatafile, do not restore thefile; if adirectory, do not

restore the directory or any file in that portion of the directory
tree. Query for the next file, if any.
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sel ect = (pathname_list)
A list of pathnames, separated by commas, designating specific files or directoriesto
be restored. The complete list must be enclosed in parentheses. The pathnames
cannot include the logical volume name and must be the exact pathnames used in the
backup command. If you don't know the pathnames, use restore with theveri fy
parameter to display them.

Additional Information

Therestore utility copies files from backup volumes to target volumes in either local
or remote directories. Restore copiesthe filesto any directory you specify,
maintaining the hierarchical relationships of the backed-up files. Restore alowsthe
transfer operation to begin at any named data set or at any physical volumein a
backup volume set. By using the sel ect parameter you can specify individual files
or directoriesto be restored.

Each backup volume used as input to the restor e command must contain files placed
there by the backup command. If the backup operation required multiple backup
volumes, you must restore these volumes in the same order as they were backed up.

Y ou must have sufficient access rights in the target volume to allow restoreto
operate. To create new files, you must have add-entry accessto the parent
directories. To restore files over existing files, you must have add-entry and change
access to directories; and delete, append, and update access to data files. Normally,
when restor e copiesfiles, it copies only those files to which you have access. It
establishes your user 1D as the owner 1D, regardless of the file's previous owner 1D.
However, if you are the Super user, all files from the backup volume are restored
with the owner 1D and access rights intact.

When copying files, restor e reconstructs the filename, access list, extension data, file
granularity, and the contents of the file. However, when the destination is aremote
or aDOS volume, the extension data is not copied and file ownership is not
preserved. Restored files will be owned by the user who performed the restore.

When you invoke the restor e command, it displays this sign-on message, where vx. y
isthe version number of the utility:

i RMK Restore Uility Vx.y
Copyri ght <years> Intel Corporation
Al'l Rights Reserved
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Then the command prompts you for a backup volume. Whenever restor e requires a
new backup volume, it issues this message:

<backup devi ce>, Munt Backup Vol une #<nn>, Enter Y to
Cont i nue:

Where <nn> isthe number of the requested volume. (In some cases restor e displays
additional information to indicate problems with the current volume.) In response to
this message, place the indicated backup volume in the backup device and enter one

of these:

Y or R Continue the restore process.

E Exit from the restore command.
N Reprompt for a new volume.

any other Invalid entry; reprompt for entry.

If you supply the requested volume, restor e starts restoring files from that volume
and, if necessary, requests additional backup volumes. Once you supply the first
backup volume, you must supply all the other backup volumesin the data set, in
numerical order, when restor e requests them.

However, when restor e requests the first backup volume, you can supply a higher-
numbered backup volume, if you know that all the files you want to restore reside on
higher-numbered volumes. Restor e starts copying files from the higher-numbered
volume and maintains the proper directory structure for the filesit restores. Once
you supply the first volume, you must supply all the remaining backup volumesin
numerical order when restor e requests them.

Asit restores each file, restor e displays one of these messages:
<pat hname>, Restored/ Verified
<pat hnanme>, Directory Restored/ Verified

If anot restored messageisdisplayed, amore detailed error message is
displayed.
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Error Messages

<pat hname>, access to directory or file denied
Restor e could not restore afile; either you do not have add-entry access to the parent
directory or you do not have update access to the file. Restor e continues with the
next file.

<backup devi ce>, Backup Vol une #<nn>, <date>, Munted
<backup devi ce>, Backup Vol ume #<nn>, <date>, Required

<backup devi ce>, Munt Backup Vol une #<nn>, Enter Y to Conti nue:
Restor e cannot continue because the backup volume you supplied is not the one that
restor e expected. Either you supplied a volume out of order or you supplied a
volume from a different backup session. Restor e reprompts for the correct volume.

<backup devi ce>, Cannot Attach Vol une
<backup devi ce>, <condition code: menoni c>

<backup devi ce>, Munt Backup Vol une #<nn>, Enter Y to Conti nue:
Restor e cannot access the backup volume. This could be because there is no volume
in the backup device or because of a hardware problem with the device. The second
line of the message indicates the condition code encountered. Restor e continuesto
issue this message until you supply a volume that restore can access.

<pat hnane>, <condition code: menoni c>, error during backup, file not
restored
The backup utility encountered this condition code while attempting to save thisfile.
Restore isunable to restore thisfile.

<pat hnanme>, <condition code: menoni c>, error during backup, restore
i nconpl ete
The backup utility encountered this condition code while attempting to save thisfile.
Restor e restores as much of the file as possible to the target volume.

<backup devi ce>, error reading backup vol une

<backup devi ce>, <condition code: menoni c>
Restor e tried to read the backup volume but encountered an error condition, possibly
because of afaulty area on the volume. The second line of the message indicates the
condition code encountered.

<pat hnanme>, <condition code: menonic>, error witing output file
restore inconplete
Restor e encountered this condition code while writing afile to the named volume.
Restor e writes as much of the file as possible to the named volume.
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<pat hname>, extension data not restored, <nn> bytes required
The amount of space available on the named volume for extension dataiis not
sufficient to contain all the extension data associated with the specified file. The
value <nn> indicates the number of bytes required to contain all the extension data.
This message indicates that the target volume to which files are being restored is
formatted differently than the source volume which originally contained thefiles. To
ensure that you restore al the extension data from the backup volume, you should
restore the files to a volume formatted with an extension size set equal to the largest
value reported in any message of thiskind.

See also: Setting the extension size, format command, in this chapter

<backup device>, Invalid |Input Specification
Thelogical name you specified for the backup device was not alogical name for a
device. Exampleinvalid namesare:ci:, :co:, and :home:.

<backup devi ce>, |ogical nane does not exi st
The logical name specified for the backup device does not exist.

<backup devi ce>, Not a Backup Vol une

<backup devi ce>, Myunt Backup Vol une #<nn>, Enter Y to Conti nue:
The volume you supplied on the backup device was not a backup volume. Restore
continues to issue this message until you supply a backup volume.

<pat hnanme>, E_| FDR Not Restored
For some reason, restor e was unable to restore afile from the backup volume; it
continues with the next file. Another message usually precedes this message to
indicate the reason for not restoring the file.
out put specification mssing
Y ou did not specify a pathname to indicate the destination of the restored files.
<pat hnanme>, READ access required
Y ou do not have read access to afile on the backup volume; restor e cannot restore
thefile.

<pat hname>, too many input pathnanes
You entered alist of logical names for backup devices. Y ou can enter only one input
logical name per invocation of restore.

Sel ect List Too Long
The pathname list you supplied with the sel ect parameter exceeded 255 bytes.
Invoke restor e again with a shorter list of pathnames.

Invalid Select : select = (filenanme [, filelist])
The pathname supplied with the sel ect parameter was not enclosed in parentheses.

sel ect, unrecogni zed control
Y ou supplied alist of pathnames with the sel ect parameter and the list was not
enclosed in parentheses.
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cannot attach VOLUME
The backup device is aremote device.
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retension
Retensions a tape, which winds the tape evenly on the spool. This can eliminate
potential problems when reading or writing the tape.

Syntax

retension :1ogical _nane:

Parameter

I ogi cal _nane:
Logical name of atape device.

Additional Information

|:| Note

Y ou cannot use this command with a remote devices such as those
that you access through iRMX-NET or NFS.

Invoking this command does a fast-forward to the end of the tape, then rewinds the
tape back to the load point. Thiswinds the tape evenly. The command displays this
message:

Starting retension operation

Error Messages

Invalid | ogical nane
Thelogical name does not exist.

Devi ce does not support retension
The specified logical name refersto afile (condition code E_I FDR) or to a device
other than atape drive (condition code E_| DDR).
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rmextdbg

Improves binding (linking) efficiency by removing SRCLI NES entries
from OMF-386 linkable modules and producing a smaller version of the
file.

Syntax

rmext dbg filename.obj [filenanme.obj] [fil enane. obj]

Parameters

fil ename. obj
Object files to be processed.

Additional Information

SRCLI NES are debug information segments in linkable modules (.obj files). They
contain the full pathname to the source code file that the object code came from.
Normally, thereis one SRCLI NES entry for every line of code, which usesalot of
disk space and is not needed by iRM X debugging tools.

Removing this unneeded information improves binding speed while leaving in all
other debug information. Use this command on output from the PL/M compiler.

Rmextdbg processes the object files you enter on the command line, one a atime.
Memory isreserved to load the entire file. If there isn't enough memory for the entire
object file to be loaded, the program exits with an error. Otherwise, rmextdbg scans
for SRCLI NES debug segments, removes them, and thus shrinks the file.

When rmextdbg is finished, it writes the object file back out to disk.

See also: Example of a modified submit file using rmextdbg, in the PL/M
directory under /rmx386/demo
For C programs, use the nosour celines compiler switch
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rmxtsr
Provides the interface between DOS, ROM BIOS services, and the iRMX OS.

Syntax

r nxt sr

Additional Information

Invoke rmxtsr before using loadrmx. This utility performs all DOS and ROM BIOS
calls on behalf of theiRMX OS.

|:| Note

Rmxtsr runsat INT 85H; do not install other TSRs that chain
themselves to this interrupt level.

Rmxtsr isaDOS terminate and stay resident (TSR) program which runsin the
background, allowing other DOS programsto run. When theiRMX OS invokes
rmxtsr, the current DOS application program is halted and rmxtsr servicesthe
iRMX request.

Rmxtsr must load in conventional DOS memory, the first 640 Kbytes, so your
system must not use DOS extended memory managers. These memory managers put
the microprocessor into Protected Mode, which interferes with DOSRMX.

Thermxtsr program is divided into two parts:

Transient part
Executes when invoked. It reserves a portion of DOS conventional
memory for the resident part of the utility, sets up software interrupt
vectors to allow the iIRMX OS to invoke the resident part of the utility,
and then terminates and removes itself from memory.

Resident part
Provides the DOS and ROM BIOS extension to the iRM X OS by
interpreting iIRM X requests, issuing DOS or ROM BIOS calls and
sending the results back to the iIRMX OS.
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Rmxtsr handles requests as follows:
1. Anapplication program makes an rge_dos request system call.
2. Rge_dos request sendsthe request to the TSR.

3. The TSR performsthe appropriate DOS/ROM BIOS function and returns the
resultsto rqge_dos request.

When rmxtsr runs, and no errors occurred, this message is generated:

i RMX I nterface TSR Version x.x Installed

Error Messages
i RMX I nterface TSR requires DOS V3.0 or |ater

Unknown DOS version

Y ou are running the wrong version of DOS: rmxtsr will not work on systems
running DOS earlier than Version 3.3. Usever at the DOS prompt to determine the
DOS version.

Toreinstall alater version of DOS, first back up the DOS partition, and then reformat
the primary DOS partition. If you use the earlier version DOS backup utility to do
this, use the earlier version DOSrestore utility; the later version of restore will not
work.

Alternatively, you can boot from a DOS System diskette and then run rmxtsr. You
may have problems invoking some DOS utilities on your hard disk, as these utilities
are an earlier version than the DOS utilities provided with the DOS version you
booted.

i RMX Interface TSR is already installed
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Rmxtsr has already been invoked and cannot be invoked again. To reload the utility,
reboot the system.
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set

Displays or changes CL I environment values. Only one value may be set at atime.

Syntax

set [term nal | m nbackpool | maxbackpool | al i ast abl e| pr onpt
[= val ue| nmysl ot]]

Parameters

t er m nal
The terminal type for which CLI line-editing features are set.

nm nbackpool
The minimum memory pool size for background jobs.

maxbackpool
The maximum memory pool size for background jobs.

al i astabl e
The size of the table used to store aliases.

pr onpt The prompt displayed by the CLI.

= val ue
The corresponding string or numeric value for each keyword. Valuesfor
m nbackpool , maxbackpool , and al i ast abl e are adecimal number of Kbytes.
The prompt string can be up to 14 characters. If you omit the val ue parameter,
values are displayed rather than set.

mysl ot An option only for the prompt that sets the prompt to the slot number of the board in
aMultibus Il system.

Additional Information

If you enter this command with no parameters, the CLI displays the current values,
similar to:

CLI PARAMETERS are:
term nal = ANY

pronpt = -

m nbackpool = 6K
maxbackpool = 384K
alias table size = 2K

If you enter the command with a parameter name but no value, the current value for
that parameter is displayed.
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CLI command

Options

Set terminal

Your initial terminal name is defined in the :config:terminalsfile. The set terminal
command changes how the CLI| supports line-editing by specifying a new terminal
type. Theterminal command has the format:

set term nal =<term nal nane>

In the command above, <t er mi nal name> isthe name of aterminal defined in the
:config:termcap file. Thisfile contains several default terminal definitions. If the
nameis not defined in thisfile, the CLI displays this error message and sets the
terminal name to the default ANSI standard:

<term nal nanme> is not found in :config:ternctap
default ANSI standard assuned

Y ou can add terminal definitionsto the :config:termcap file. Thisfile also contains
additional configuration commands for AEDIT Version 2.2, Inamon Version 1.8, and
the Virtual Terminal Consumer V3.1 or later versions.

See also: termcap file, System Configuration and Administration

Assignments made with the set command are only valid for the current logon session.
To change the terminal definition permanently, change the terminal name in the
:config:terminalsfile.

See also: Terminal configuration files, System Configuration and Administration

Set minbackpool and set maxbackpool
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Theni nbackpool and maxbackpool parameters establish new default valuesfor
the minimum and maximum memory pool sizes used in background jobs. (The
default values can be overridden for a specific background job with an entry in the
background command.) Theinitial minimum default is 6 Kbytes. Theinitial
maximum default is 384 Kbytes, unless you have a maximum memory partition less
than 384 Kbytes; then the default is 0. The default values provide enough memory
for most ordinary jobs. The commands have the format:

set m nbackpool =<si ze>
set maxbackpool =<si ze>
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Enter a decimal number of Kbytes (do not enter the K). Use aminimum value large
enough to accommodate the background stack and a maximum value less than
(user_pool_max - 200 Kbytes). If the maximum valueis greater than
(user_pool_max - 200 Kbytes), you may not have enough memory to execute
foreground jobs. The values are set as you entered them, but you may want to set
different values. If thisoccurs, the CLI displays this warning:

WARNI NG nmaxbackpool attribute can avoid foreground
execution due to nenory limts

If the maximum value you enter is less than the minimum value, this messageis
displayed:
WARNI NG maxbackpool < mi nbackpool, value was assigned use

set command to set background nmenory pools

Set aliastable

The default size of the memory table used to store aliases is 2 Kbytes. The

al i ast abl e parameter establishes a new size, either smaller or larger. The format
of the command is as follows, where <si ze> isadecimal number of Kbytes (do not
enter the K).

set aliastable = <size>

Set prompt

The default CLI promptis- (ahyphen). In DOSRMX it iSRMX>. The pr onpt
parameter sets anew prompt string. The format of the command is as follows, where
<string>isastring of up to 14 characters:

set pronmpt = <string>

On aMultibus 11 system or on aMultibus | system using the Multibus Il Nucleus
communication system, you may set the prompt to the string ny sl ot . This causes
the CLI to include the Multibus Il host ID in the prompt. If the Multibus Il board is
in dot 2, the new prompt would be:

[2]-

Multibus | and PC bus boards are considered to bein ot O.
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Error Messages
termnal nane is not found in :config:terncap:

default ANSI standard assumed
The terminal name you entered is not defined in the terminal definition file. The
default ANSI standard is assumed to be the terminal name until you redefine it using
the set command.

<alias size> new alias table is not enough to hold user aliases
The new value you entered is too small to contain all the aliases you have assigned.
The actual table sizeis not changed. This message does not appear if you reduce the
size of the alias table and the new sizeis still large enough for the current aliases you
have assigned.

set, wrong syntax
Y ou entered the command incorrectly.
set illegal paraneter, paraneters are:

term nal pr onpt al i astabl e
nm nbackpool maxbackpool

Y ou entered the command with an illegal parameter.
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setconfig

Places the contents of the specified configuration file into a system memory segment
so that it is available to subsequently loaded applications .

Syntax

setconfig fil e_nane

Parameters
file_name Ful | pathname of a file containing configuration
i nfornation

Additional Information

The configuration information in the file passed to the setconfig command must be in
the same format as that of the RMX.INI file described in the System Configuration
and Administration on-line manual.

|:| Note

In DOSRMX and iRMX for PCs systems, the contents of the file
passed to the setconfig command overwrite the contents of the
system configuration segment that initially was filled with the
contents of the RMX.INI file by the boot process. The setconfig
command allows M SA booted Multibus |1 systems and standard
Multibus | systems to have dynamic configuration capabilities
similar to those provided by the RMX.INI file in PC-booted
systems.
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sethname

EntersiRMX-NET server names and addresses in the local Name Server object table.

Syntax

set name server_nane [ SNI Dx| net work_address] [nfs|hid|rls] [r1]

Parameters

server_nane

SNI Dx

The name of alocal or remote server system. The maximum length is 16 characters
and the name must be unique within the network. [f the network address is omitted,
the name is assigned to the local server.

The configured subnet in theiNA 960 job. The number x can be in the range 1-4.
The transport address is built using the xth subnet configured in the iNA 960 job.

net wor k_addr ess

hi d

ris

rl
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A transport address that includes the Ethernet address of the system specified by
server _name. Thisisthe same format as the 34-character transport address entries
in the :sd:net/data file.

See also: /net/data.ex file, Chapter 11, Network User’ s Guide and Reference, for
the other addresses you can set

The entry isto be made only under property type 3H, which specifies that this name
and address represent afile server. (This parameter has no relationship to the
TCP/IP-based NFS.)

The entry isto be made only under property type 5H, which specifies that the address
isthe host-unique ID. When you use this parameter, the Name Server catal ogs the
address for use by the gethame command. Specify this parameter for systems acting
only asclients.

The entry isto be made only under property type 6H, which specifies that the address
istheiRMX load server.

If neither nf s, rl s, nor hi d isspecified, the net wor k_addr ess iscataloged in
different forms under property types 3H (file server), 6H (iRMX load server), and 5H
(host-unique 1D).

The addressisto be entered in iINA Release 1.0 format rather than the current format.
Thisoption isnot available if asubnet ID is specified.
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Additional Information

If asystem is configured as an iIRMX-NET server only, or as both a server and client,
it must be given a server name before it can respond to client requests. If the nameis
not set during system initialization, the system manager must invoke the sethame
command at least once to catalog the local server name with the network Name
Server.

The first command shown below catalogs the local system under the property type
file server; the second catal ogs the host-unique ID, making the local system name
available to users who invoke the gethame command. The third command catal ogs
both entries.

set name server_nane nfs
setnane server_nane hid
set nane server_nane

If thelocal name and address exists in the : sd: net/data file, the name is automatically
cataloged when the system initializes, or if network initialization fails you can
catalog the file's contents with the loadname command. In this case, you do not need
to use sethame to catalog the local name. However, you may want to catalog the
name and address of a system that is not in the : sd: net/data file. To do this, specify
the remote system address in the sethame command.

The format of the transport address is shown above, where you insert a TSAP ID and
an Ethernet address. If you invoke sethame from aMultibus 11 system and catalog
the address under property type 5H (using the hi d parameter or using neither nf s
nor hi d), sethame catal ogs the Ethernet address and appends the slot number of the
board where it isinvoked.

An example Ethernet address has the form 00AA00025A70. A TSAPID indicates
the type of system and its purpose. Table 2-6 shows TSAP IDs for various types of

systems.
Table2-6. TSAP IDsUsed in Transport Addresses
TSAP ID Type of System
0001 Any MS-DOS system
1000 iIRMX-NET file server
1100 iIRMX-NET file consumer
8000 Unix (and other OS) file server
8100 Unix (and other OS) file consumer
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|:| Note

In Multibus 11 systems, use the ot number of the host board in the
last two digits of the TSAP ID. Thisallows multiple hostsin one
system to share a single network controller board.

Y ou can invoke the setname command multiple times, giving different names for
local and remote servers. Use the same name to catalog a server with the nf s and
hi d parameters. Use unique names to catalog different systems. The names are
cataloged with the Name Server only as long as the local system is running; if you
reboot the system, invoke sethame to catalog them again.

See also: deletename, getname, and listhame commands, in this chapter

The format of the transport address shown here isfor iINA 960 Release 3.0 or later.
The format is different if you specify the R1 parameter. This switch is used for
compatibility with systems running iNA Release 1.0 software.

See also: Network User's Guide and Reference

Error Messages

illegal option
The option specified for the command is not correct. Choosenf s, hi d, orr 1 asthe
command option.

<server>, name table full
Thelocal object tableisfull. Each server specified with sethame occupies two
entries in the object table. Y ou can increase the table size (it is configurable) or
delete some objects from the object table. Use the listname command to display
entriesin the table.

<server>, nane already exists
The specified server nameis already defined on the network. Select a different
server name.

illegal nane
The specified server name is more than 16 characterslong. Select a shorter name.

illegal value
The specified network addressisin the wrong format. Re-enter the address.
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shutdown

Shuts the system down in an orderly fashion; can only be invoked by the Super user.
All HI users are warned at fixed intervals of an impending shutdown, until the
shutdown takes place.

Syntax

shutdown [p] [w = nun] [sd=:device_nane:]
[b [d=Tlist]all]]

Parameters

p(artial)
Requests a partial shutdown. HI terminals are locked and all HI jobs except this
operator's are aborted.

w@it) = num
The delay period in minutes (0 to 30) before shutdown procedures begin. The default
valueis10. A value of Oindicates no delay.

sd = :devi ce_nane:
A logical name for the system device containing the system directory and the volume
master files. Colons are required. The device name must be a named volume that is
currently attached. The default valueis:sd:. Although the system device may be
different than the default, do not change it unless you have a specific reason to do so.

b(ackup)
The shutdown utility creates a backup of the system device volume master files and
any other devices specified inthe devi ces parameter.

d(evices) = list|all
Backs up the fnode files on the specified devices and marks the devices as shut down.
Li st isalist of logical device names surrounded by colons and separated by
commas. Al | specifiesall attached EIOS logical named devices.

Additional Information

This command indicates a 10 minute wait, a backup of the fnode file, and the
marking of :devl: and :dev2: as shut down on the volumes.

shut down WE10 B D=:devl:, :dev2:,:sd: <CR>

You may usetheparti al optionto delete only alimited number of HI users, such
aswhen backing up adisk. When the system is ready to return to general use, invoke
the unlock command to reinitiaize all users.

Thelogical operations defined in the shutdown utility are shown below:
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Operation Function

Terminal locking Locksall HI terminals.

Warnings Issues awarning every 5 minutes until 5 minutes before
shutdown, then issues a warning every minute.

Job deletion Deletes all HI user jobs, excluding the caller'sjob.

Time stamping Time-stamps the system directory.

Backup Backs up all fnode files.

Detaching Detaches all EIOS named and remote devices.

Marking Marks the volume as shutdown.

Delete jab tree Deletes the caller'sjob tree.

All HI terminals are locked and the associated HI User Job Tree is deleted.

The default delay period of 10 minutes allows time to complete any cleanup
procedures; you may specify a different delay. When you invoke shutdown, this
message is issued to all terminals except your own at 5 minute intervals. When less
than 5 minutes remain, this message isissued at one minute intervals:

*** system WLL BE shutdown I N nn M NUTE(S)

All terminals remain active during the delay period, except the terminal from which
shutdown isinvoked. Thisterminal becomeslocked and cannot be used. If the
partial optionisspecified, the terminal used to invoke shutdown unlocks after the
delay period and can be used.

If shutdown is unable to delete one of the HI usersfor a period of five minutes, it
displays this, specifying the user name as defined by the HI:

* ok kK unable to delete user, <H -user>
* ok K Continue? (Y/'N)

The user has the choice of proceeding with the shutdown or aborting it.

During the shutdown process, shutdown catalogs the r?shutdown object in the root
directory to ensure that first-level jobs are able to close down and exit in an orderly
fashion. If shutdown is aborted the r?shutdown object is uncatal oged.

The system directory on the system device volume is stamped, enabling HI
initialization to set the system clock the next time the system is booted. This ensures
that the system clock, which is used to time-stamp files, moves forward
chronologically.

Y ou can request that the system volume fnode file be copied to its duplicate file
r?save, by specifying the backup parameter. If thedevi ces parameter isalso
specified, the fnode files of those device are also backed up. When a successful
backup has been made, the HI displays this, where the first message indicates any
devices specified with the devi ces parameter :
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****hackup OF VOLUME files ON <l ogical _devi ce> COWLETED
****hackup OF VOLUME files ON (systemdevice> COVPLETED

Any errors detected while trying to back up the files are displayed immediately. For
instance:

*** error in device fnode <nunber>
***  shut dowmn COMPLETED

Shutdown detaches al target devices, including the system device, that have been
logically attached using the EIOS. This closes al file connections on the devices and
flushes all EIOS and BIOS buffers associated with the devices.

Regardless of whether you specify a backup of specific devices, all EIOS logical
named and remote devices are marked as shut down. If an error is detected while
detaching a device or while marking a volume as shut down, one of these messagesis

displayed:
*** error detaching device, <logical_nanme>
*** error marki ng shutdown device, <device>

When an error is detected during the backup and marking process of alogical named
device, as opposed to the system device, the processing continues. After named
volumes are marked as properly shut down, this message is displayed and the system
manager job treeis deleted:

:sd:, outstanding connections to device have been del eted
***shut down COVPLETED
Any errors detected during the shutdown process cause the utility to abort and
display:
***  shut down ABORTED

If asyntax error is encountered in the invocation of shutdown, the proper syntax is
displayed. The utility then aborts and returns control to the system command level.

Shutdown cannot be called from a program because shutdown removes logical
names, but cannot do so before the program terminates.

Aborting the Shutdown Utility

During operation of the shutdown utility, the system manager can enter <Ctrl-C> to
abort the procedure. Shutdown can be aborted only at the completion of alogical
operation; that is, only after all the terminals have been locked, but not during the
terminal-locking process. If you use <Ctrl-C> to abort shutdown, you must invoke
unlock to free each terminal.
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Failure to Issue Shutdown

If the system manager does not invoke shutdown before powering down or rebooting
the system, awarning message is displayed when the system is next powered on.
This isthe default warning message:

*** WARNI NG The System Devi ce was not shutdown properly.

Y ou may establish a different message in afile named : config: shutdown.msg. To
eliminate any message, create a 0 length : config: shutdown.msg file.

|:| Note

If you useiRMX-NET on asystem with alocal hard disk, any
previous shutdown message isremoved. Therefore, if there was a
problem with the previous shutdown procedure, the system cannot
detect it and notify the system manager.

Error Messages
Thislist contains only syntax errors not previously explained in the Additional
Information section.

<keywor d>, unknown keyword or switch
A keyword other than parti al , wai t, sd, backup or devi ces was encountered.

illegal keyword
A switch was used as a keyword.

illegal value
A keyword was assigned an illegal value.

<system devi ce>, not a |ogical device nane
The name you entered is not cataloged asalogical device.

<system devi ce>, not a nanmed device
Thelogical device name entered is not a named device.
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skim
Displays one or more text files one screenful at atime, enabling you to page up and
down within the file.

Syntax

ski m pathnane [g] [tabwi dth = nunj

Parameters

pat hnane
The path name of thefileto display. Specify more than one file by using wildcards.

q(uery) Prompts for permission to display each file. Respond to the prompt with:

Y Display thefile

R Display remaining files without further query
E Exit the command

N or other Don't display thisfile; query for the next

t abwi dt h = num
The number of spaces to display for each horizontal tab character.
Additional Information
As each page is displayed, this prompt appears at the bottom of the screen:
nore?

To scroll the text one line, press <CR>. To display the next screen, pressthe
spacebar. Press ?or H to see this display of other command characters used by skim:

A - repeat the last command
B - back one page

D - next half page
cr - display next line
E or Q - exit

N - next file

P - current path name
T - top of file

w - W ndow

Z - last page of file
? or H - this display
space - next page

When the end of the fileis reached, skim displays:
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--(ECF) - - nore?

At this point, pressing <CR> or the spacebar terminates skim (unless you specified

multiple files), but other commands may be used to continue displaying the current
file.

If terminal translation is not enabled, the screen commands for clear screen and clear

line are simulated. Long lines are wrapped to subsequent lines and unprintable
characters are displayed in hexadecimal .
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sleep

Suspends execution for a given number of seconds.

Syntax

sl eep seconds

Parameter

seconds
The number of seconds to suspend execution.
Additional Information
The time needed to load the sleep command is not counted in the delay.

sort
Sorts lines alphanumerically in atext file and displays the output or writesit to
another file.

Syntax

sort inpath list [to|over|after outpath list] [q]

Parameters

i npat h_li st
One or more pathnames, separated by commas, of text files to sort.
to|lover|after outpath_Iist
One or more output files where sorted data is to be written rather than to the screen.
Multiple pathnames must be separated with commas.

q(uery) Prompts for permission to sort each filein the list. Respond to the prompt with:

Y Sort thefile

R Sort remaining files without further query
E Exit the command

N or other Don't sort thisfile; query for the next

Additional Information

If the input file contains these lines:
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fieldl

Fl ELD1

Fl ELD2

field2

fieldlo

This is along line without a carriage return at the edge of
the screen, allowing the line to wap if possible.

New | i ne.

Thisisthe sorted output:

Fl ELD1

FI ELD2

New | i ne.

This is a long line without a carriage return at the edge of
the screen, allowing the line to wap if possible.

fieldl

fieldlo

field2
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submit

Reads and executes a set of commands from afile rather than from the keyboard.

Syntax

submt pathname [(paramlist)] [to|over|after outpath] [e]

Parameters

pat hnane
Name of the file from which the commands are executed. Thisfile may contain
nested submit commands. Typically the filename has the extension .csd, which you
do not include in the pathname. If no such fileisfound, the filename is assumed to
be exactly as entered here.

param | i st
Oneto ten actual parameters, separated by commas, that are to replace formal
parameters in the submit file. Y ou must surround this parameter list with
parentheses. To omit a parameter in the middle of the list, reserve its position by
entering acomma. If a parameter contains a comma, space, or parenthesis, enclose
the parameter in single or double quotes. The sum of all charactersin the parameter
list must not exceed 512 characters.

to| over|after outpath
Writes the output from each command in the submit file to the specified file rather
than to the screen. Commands in the submit file may redirect their own output, in
which case the output is not written to thisfile.

e(cho) Datawritten to an output fileis also echoed to the screen. Nested submit commands
do not have their contents echoed to the screen unless they are also invoked with the
echo parameter.

Additional Information

If you usethe CLI, thisisan internal CLI command. It isalso supplied asan Hl
command for systemsthat use a custom interface. Invoke: syst em submi t for the
HI version of the command. The HI command does not support CL I features; you
cannot include such commands as alias and backgr ound in the submit file, nor can
you use an dias for acommand.

To use the submit command, you must first create a datafile that defines the
command segquence and formal parameters (if any). Any program that reads its
commands from the console input (:ci:) can be executed from a submit file.
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If the submit fileitself contains a submit command, another submit fileis invoked.
Y ou can nest submit filesto any level until memory is exhausted. When a nested
submit file completes execution, it returns control to the next higher level of submit
file.

Indicate formal parametersin the submit file by specifying the characters %, where
n ranges from O through 9. When submit executes the file, it replaces the formal
parameters with the actual parameters listed on the invocation line. The first actual
parameter replaces all instances of %0, the second parameter replaces all instances of
%]1, and so forth. If the actual parameter is surrounded by quotes (to avoid
command-line interpretation of a comma, space, or parenthesisin the parameter),
submit removes the quotes before performing the substitution. If there is no actual
parameter that corresponds to a formal parameter, submit replaces the formal
parameter with anull string.

If you specify an output file and do not specify the echo parameter in the submit
command, only your submit command entry is echoed on the console screen;
command entries in the submit file are not displayed as they are loaded and executed.
Y ou own and have full access to output files created by the submit command and to
new files created by commands within the submit file.

If your command interfaceisthe CLI, you may invoke the submit command as a
background job to execute large tasks while you continue entering data from the
terminal. If you invoke submit as aforeground job and enter <Ctrl-C> to abort
processing, al submit processing ends (including any nested submit commands),
and control returnsto you.

When all commands in the submit file have been executed, this message is displayed:

END subnit <pat hname>

Examples

358

Following are two examples showing the use of submit files. Thefirst usesthe
BND386 utility; the second uses the MAP386 utility.

1. Thisexample of the submit file invokes the BND386 utility. This utility creates
abound object module (the & characters are syntax required by the Binder). The
example usesthefile, bind.csd. It islocated in the /intel/gen directory.

bnd386 &
/intel/lib/cstrnx3c. obj , & C startup nodul e
%0. obj , & User nodul e - include other

nodul es here
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lintel/lib/crmx3c.lib , & iRW Il Floating-point
Clibrary

/intel /ndp387/cl 387n.1lib , & Floating point support
libraries

/intel /ndp387/80387n.1ib , &

/rmx386/1ib/rmxifc32.1ib & iRWX Il System Call

Interface library &
bind control s

R0

renameseg (code32 to code)

segsi ze (stack(2400h))

nodebug & Change to 'debug' if debug
i nfo desired

R0

obj ect (9®) &
r c(dm( 4000h, OFFFFFh))

Execute the submit file by issuing this command:
- submit /intel/gen/bind file.c echo

Thefi | e variable isthe name of any C program which will be compiled under
the iC-386 compiler. The command executes as aforeground job. The submit
command substitutes the actual parameter of the file name in place of the formal
parameter %@ in the submit file. When the binding process starts, the CLI
displays the bind.csd file as it processes each line.

This system message shows that processing has begun:

i RMX 111 386(TM BINDER, <version>
Intel Corporation Proprietary Software

When the job is complete, the CLI displays:
- END SUBM T bi nd. CSD
See also: Using the 80386 Binder, Intel 386 Family Utilities User's Guide

2. Thisexample of the submit file, titled map.csd, invokes the MAP386 utility.
This utility generates informational maps, such astable, segment, and cross-
reference maps, about any input object module (the & characters are syntax
required by the Binder).

The map.csd submit file contains this command sequence:
nmap386 %O printcontrol s(tables) &

Execute the submit file by issuing this command:

- submit map (file.obj) printcontrol s(tables)
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Thefile variable is the name of any object file created by a compatible 32-bit
compiler, such asthe iC-386 compiler. The submit command substitutes the
actual parameter of the file name in place of the formal parameter %0 in the
submit file. The printcontrols option specifies Global Descriptor, Local
Descriptor, and Interrupt Descriptor tables.

This system message shows that the job has begun:

i RMX 111 386(TM MAPPER, <vers>
Copyright 1986, 1989, 1990 Intel Corporation

When the job is complete, the CLI displays:
- END SUBM T map. CSD
See also: Using the 80386 Mapper, Intel386 Family Utilities User's Guide

Error Messages

<pat hname>, end of file reached before end of command
The last command in the input file was not specified completely. For example, the
last line might contain a continuation character.

<paraneter>, incorrectly formed paraneter
Y ou separated parameters in the parameter list with a character other than a comma.

<pat hnanme>, output file sane as input file
Y ou attempted to place the output from submit into the input file.

<pat hname>, too nmany input files
Y ou specified more than one pathname as input to submit; only one file can be
processed per invocation.

<paraneter>, too many paraneters
Y ou specified more than ten actual parameters in the parameter list.

<condi ti on code: menoni ¢c>, during submt execution
The commands in the submit file produced the error indicated by this condition code.

360 Chapter 2 Command Descriptions



CLI or HI command super

super

Makes you the system manager (Super user), with user ID 0. Y ou must know the
password (the default is passme).

Syntax

super

Additional Information

If you usethe CLI, thisisan internal CLI command. It isalso supplied asan Hl
command for systems that use a custom interface, in the : system: super file. The HI
command does not recognize any of the CL1 features such as line-editing and
aliasing.

If you logged on as Super, you are already the system manager. Y ou only need to
invoke super if you want to issue the changeid command to take on another user ID.
In this case the super command doesn't require you to enter the password.

If you logged on as any user other than Super, invoke the super command to become
the system manager; your user ID ischanged to 0. In this case the super command
prompts you to enter the password. Although you have the privileges of the system
manager, the Super user logon files are not executed. For example, if Super has
different aliases defined than in your logon files, those aliases are not defined when
you invoke the super command.

After invoking the command, your prompt changesto super - . Y ou can enter any
commands and access any files available to the system manager. Y ou become a
verified user, which allows you to access any fileswith iRMX-NET. If you create
new files, they are listed as owned by user ID 0, unless you previously invoke
changeid to become another user.

The super command can be used only in the foreground. If you try toinvokeit asa
background job, you receive afailure message. To return to your logon user ID after
invoking super, use the exit command.

See also: changeid and exit commands, in this chapter
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Error Messages

<condi ti on code: menoni ¢c> cannot set default user
A problem prevented the CLI from changing your user ID. The user definition file
(UDF) may be corrupted.

<condi ti on code: menoni c>
Aninternal system problem occurred. For example, the CLI could not find the
default user.

<condi ti on code: menoni ¢c>, super is unavail able
The CLI encountered an error while reading the password you entered or while
accessing the UDF (to determine if the password is correct).

<par anet er >, unexpected paraneter
Y ou entered a parameter; the super command does not accept any parameters.
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sysinfo
Displays information about the boot system that is currently running.

Syntax
sysinfo [I]

Parameter

| (ong) DisplaysaniRMX Job Tree which lists the jobs currently running and their memory
usage.

Additional Information

The displayed information varies, depending on the boot system and the associated
CPU board. The output has the general format:

The System Device DU B Nane is <dui b_name>

The System Boot File Name is <boot_systenr

The System Performance I ndex is <del ay_constant>
The currently specified Tine Zone is <tinme_zone>
The System Bus is <bus_type>

The CPU Type is <cpu_type> <cpu_nodel >

The System Board Type is <board_type>

The System Comments are:
<contents of |CU Coment Screen >

Where:

<dui b_nane>
The DUIB name of the physical device that is currently attached as the
system device (:SD:).

<boot _syst enm>
The name of the boot device and file which was booted and is currently
executing.
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<del ay_const ant >

A value computed by the Nucleus during initialization which is used by
the OS for timing purposes. All iIRMX device drivers use this value for
timing loops so that the actual delay reflects the hardware's
requirements. This avoids having to increase the timing loop values
when faster hardwareis available. It also avoids penalizing slower
hardware so that sufficient delay is present for faster hardware. The
higher the number, the faster the hardware. For Intel 386 and Intel486
CPUs, the delay_constant is used for System Performance Index. In
Pentium systems, the System Performance Index is 2.5 times the

delay_constant.

<ti me_zone>

Always 0; thisfeatureis reserved for future Intel use.

<bus_t ype>

Indicates your system bus: Multibus I, Multibus 11, or PC Bus.

<board_t ype>
The value can be:

Value
OH
1H
3H
4H

5H
6H
H
8H
OFAH

OFBH
OFEH
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System Board Type
System unknown
SBC386/12, SBC386/12S
SBC 386/2x, SBC 386/3x

SBC 386/116, SBC 386/120,
SBC 386/133, SBC 386/258

SBC 486/125

SBC 486/12, SBC 486/12S
SBC 486/133SE

MIX 386/020

SBC PCP4DX?2, SBC PCP4X4,
SBC PCP4SX33

SBC P5090
SBC 4865X25, SBC 486D X33
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<comrent s>
The entry on the COMNT screen of the ICU. Thisletsyou refer to the
notes you placed in the definition file when you created the boot
system. InaniRMX for PCs system, the comments field identifies the
version of the OS aswell asthe licensed user and software serial
number.

Whenthel (ong) parameter is specified, this type of additional
information is given:

i RMX Job Tree

MEMORY JOB ID JOB NAME
USED  AVAI LABLE
5872K 7694K 0258 Root Job - Has Free System Menory
115K 0K 5E60 Application Starter Job
9K 0K 1108 Human | nterface Job
69K 442K 80B8 CLI
19K 15K A9BS8 sysi nfo
518K 0K 62A8 i RMX-Net File Server Job
274K 0K 5290 i RMX-Net File Client Job
307K 5K 4828 / rmx386/ j obs/i et hxpn.j ob
37K 10K 45D0 / rmx386/ j obs/ snw. j ob
78K 4017K 3E50 / rmx386/ j obs/ hi mem j ob
47K 2K 3578 / rmx386/ j obs/ keybd. j ob
101K 15K 2D10 / rmx386/ j obs/ sdb. j ob
120K 19K 2680 /rmx386/jobs/clib.job
6K oK 1050 El CS Job
20K 3K 1010 RTE Job
151K 0K 0F68 DOs
46K oK OED8 Bl GS Job

The sum of the Root Job Used and Available Memory is the total
amount of Free Space Memory available in the system when the boot
device was loaded. Also, the sum of the Used and Available Memory
in jobs other than the root job is equal to the Used Memory of the Root
Job.
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sysload

Loads a dynamically loadable device driver or user job asachild job of the HI. The
driver or job remains resident in memory until the job is unloaded or the systemis
reset.

Syntax

sysload [-i nane] [-o0 nane] [-w] [-r] [pool m n, pool max]
pat hname [target parans]

sysl oad -|

sysload -u job_namne|job_token

Parameters

-i nane
Used to specify afile, logical name, or logical device asthe :ci: for the loaded jab.
:Cl: isthe standard input for the job.

-0 nane

Used to specify afile, logical name, or logical device asthe :co: for the loaded job.
:CO: isthe standard output for the jab.

-w Instructs the sysload command to wait until the loaded driver/job indicates that its
initialization is complete before terminating.

-r Replaces an existing instance of the job to be loaded with the new job. If the job to
be loaded already exists, the previous job is deleted. This has the same effect as
deleting ajob with sysload -u and then loading a new version of the same job.

pool m n
A decimal number specifying the minimum allowable memory poal size for the job
being loaded, in Kbytes. The default is 296 Kbytes. Do not follow the number with
the character K, and do not use hexadecimal or octal numbers.

pool max
A decimal number specifying the maximum allowable memory pool size for the job
being loaded, in Kbytes. The default is 16 Mbytes (OFFFFFH). Do not follow the
number with the character K, and do not use hexadecimal or octal numbers. For use
with himem, pool max should be equal to pool ni n.

See also: himem.job, System Configuration and Administration

pat hnane
The pathname of the driver or job to be |oaded.
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target _parans
Parameters specific to the driver/job being loaded. These may be optional, depending
on the driver or job. The syntax of any parametersis defined by each driver and I/0
job; sysload passes the parameters without interpreting them.

-1 Used without parameters to display alist of current jobs and their job tokens |oaded
from a previous sysload command. For example:

sysl oad -1

Loaded Jobs: (6)
c470 clib.job
dbf 0  paging.job
54a0 renotefd.job
4ae8 netrdr.job
36a0 netat.job
2dc8 keybd. j ob
-u job_nane|job_t oken
Used to unload adriver or ajob. Use the job name or token returned by sysload -I.

A CAUTION
Most jobs and drivers provided with the OS are not unloadable.
Attempting to unload such a job may cause unpredictable results
such as a General Protection fault.

See also:Reference to L oadable Jobs and Device Drivers,
System Configuration and Administration, to
determine if a particular job or driver supports
unloading (- r and - u options)

Additional Information

If sydoad isinvoked without parameters, it displays a usage message and the list of
currently loaded jobs.

A loadable device driver is a device driver built as an HI command. Because you
load the driver while the system is running, rather than configuring it with the ICU,
you can dynamically change driver configuration. However, do not unload jobs with
interrupt handlers.

Loaded jobs are user applications that can be added to the OS in a semi-permanent
fashion. Once the job isloaded with the sysload command, the job remains part of
the OS until it explicitly exits or until the system isrebooted. Also, if the loaded job
supports the - u option, the job can be deleted by specifying that option with the
sysload command.
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Typically, you only load adriver or job once each time the system is started. The
loaded driver is not deleted even after you log off, since sysoad loads the driver as a
child job of the HI rather than the CLI. Y ou may use the sysload command in a
submit file, such as r?logon or loadinfo.

If adriver isalready loaded and you reload it without resetting the system, a new
instance of the driver isloaded. For example, you may load a RAM disk driver,
attach the device, and format it. If you then use sysload to reload the driver, and
attach to the same device, the attachdevice command reports an unformatted
volume, sinceitisanew RAM disk.

The loaded driver has access to standard :ci: and :co:. The default :ci:/:co:
connections are inherited from the user job that invoked the sysload command.
These defaults can be overridden by using the -i and/or -o command line options.

The OS provides loadable drivers for most uses. These are some of the drivers
provided:

+ aRAM disk driver

« aterminal driver for Multibus | serial controller boards
« adriver for the system debug monitor, SDB

« adriver for the network redirector, Netrdr

« adriver for iRMX-NET

See also: L oadable device drivers, Loadable jobs, System Configuration and
Administration and Driver Programming Concepts

Y ou may also write your own drivers or jobs to be loaded with sysload. OS drivers
follow a standard convention for log files. The driver writesto alog file in the same
directory asthe driver. Thelog file has the same name as the driver file, with the
extension .log. By convention, the load operation is successful if the log file contains
only the sign-on message from the driver. Otherwise, an appropriate error message is
written to the log file.

By convention, a sysloadable job or driver should have the following components:
* Initialization section
Initializes application variables

Creates a deletion mailbox and catalogsit in the job’ s object directory as
R?EXIT_MBOX

Creates one or more worker tasks
Falls through to cleanup section

e Useful work section
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Includes one or more tasks that perform the functions and services provided by
the job. Error conditions are either handled locally with the tasks continuing
their work, or by starting the termination process by signaling the cleanup
section.

Termination conditions that arise locally due to function completion or remotely
via some sort of message cause the cleanup section to be signaled.

e Cleanup section

Waits at the exit mailbox for termination instructions. Termination messageisa
byte of Oxff.

Cleans up any resources that require special attention such asinterrupt handlers,
regions, or alarms.

Does the appropriate job exitting function based on job type (rq_delete job or
rq_exit_io_job).

Y ou can also use sysload to add terminals defined by aloadable device driver to the
:config:terminals file, enabling those DUIB names to automatically become part of
the system during initialization.

See also: Loading and unlocking terminal devices, loading the PCX driver,
System Configuration and Administration
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Examples

This example loads the RAM disk driver. Pool ni n and pool max are not specified,
so the default values are used:

sysl oad /rnx386/drivers/randrv (64)

This example loads the XM S server, specifying apool ni n of 500K, and apool max
of 500K:

sysl oad (500, 500) /rmx386/j obs/hi nem job

See also: himem.job and terminals, System Configuration and Administration
terminals, Driver Programming Concepts

Error Messages
I nvalid Pool M n Val ue
I nval i d Pool Max Val ue
Pool mi n and pool max must be decimal numbers without a suffix.

Pool M n | arger than Pool Max
Pool mi n must be equal to or smaller than pool nax.

M ssing i nput paraneter
Y ou did not specify the driver's pathname.

Invalid Command Tai l
Y ou used a delimiter other than a space preceding the pathname parameter.

E_FI LE_NOT_EXI ST
Y ou must use a fully specified pathname.

Coul d not attach <nane> as Cl, using default C
Y ou specified <name> with the -i option, but an error occurred when an attempt was
made to attach to it. The default :ci: will be used.

Coul d not attach <nane> as CO using default CO
Y ou specified <name> with the -0 option, but an error occurred when an attempt was
made to attach to it. The default :co: will be used.
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telnet

Communicates with another host using the TELNET protocol.

A CAUTION
Do not use this command in an esubmit file or an
rq_c_send_command because queries for user input will not be
received.

Syntax

t el net

[-ec] [-8] [host[port]]

Parameters

-ec Changes the escape character to c for atelnet session.
-8 Enables the transmission of 8-bit data.

host  Theremote host name or its Internet address.

port  The service number or its name.

Additional Information

Usetelnet to connect to a remote host.

When invoked without the host and por t arguments, telnet enters command maode,
asindicated by its prompt, t el net >. Inthis mode, it accepts and executes the
commands discussed below.

When invoked with ahost (and/or port ), telnet performs an open command with
those arguments. If port isnot specified, telnet attempts to contact the server at the
default port. Once a connection has been opened, telnet entersinput mode. Inthis
mode, all text entered from the keyboard is sent to the remote host for processing.

See also: servicesfile, TCP/IP and NFSfor the iIRMX Operating System

To enter command mode from input mode, enter the telnet escape character. To
return to input mode, enter a<CR> at thet el net > prompt. To execute asingle
TELNET command from input mode, and return automatically to input mode, enter
the command preceded by the escape character (for example, ] | i nenode). The
default escape character is ] when TELNET isinvoked with thetelnet comm. Use
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the - e command line option or the escape command to change the escape character
for atelnet session.

The - 8 option lets you communicate with hosts that use an 8-bit character set, such
as the Asian and European character sets. If this option is not used, parity bits are
stripped from the data.

Logging out of the shell on the remote host terminates the telnet connection,
returning you to the local shell if the connection was opened from the telnet
command line or to thet el net > prompt if the connection was opened from
command mode. This can also be accomplished with the close command. The quit
command terminates both the open connection and the telnet session, always
returning you to the local shell.

Commands

These commands are recognized by the telnet command interpreter. They may be
abbreviated, as long as they remain unique. The normal terminal editing conventions
are available in command mode.

close Close an open telnet connection, returning to thet el net > prompt
(command mode) or to the local shell (input mode).

display Display the current operating parameters of telnet.

environ Change environment variables (type 'environ ? for more environment

options).

logout Forcibly logout aremote user and close the connection, returning you to
the local shell.

mode Try to enter line or character mode (type 'mode ? for more mode
options.

open [-ec] [-8] host [port]
Open a connection to the named host. The - e option specifiesan
alternate escape character and - 8 enables eight-bit mode. These
options apply only to the session being opened. Host can be a host
name or Internet address. Port can be a service name or number; if not
specified, telnet attempts to contact the server at the default port.

quit Close the open TELNET connection, if there is one, and exit to the
local shell.

send Transmit special characters to the remote host (type 'send ? for more
send options).

set Set the operating parameters of the TELNET connection (type 'set ? for

more set options).
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dc Change the state of the TELNET connection’s special characters (type
'slc ? for more slc options).

status Show the current status of the TELNET connection, modes, and
options.

telnet Open a connection to the named host

toggle Toggle the operating parameters of the TELNET connection (type
‘toggle ? for more toggle options).

unset Unset the operating parameters of the TELNET connection (type 'unset
? for more unset options).

? [command)]

Diagnostics

Display alist of telnet commands (no arguments), or a description of
the specified command.

Invoke a new shell.

Note

The TELNET specifications specify defaults for line mode
transmission with the local tty driver echoing. This
implementation, by default, provides character mode transmission
with the local tty driver echoing.

Exit statusis O for normal termination or a positive number for error termination.
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term

Displays attributes of a connection or terminal, or modifies terminal attributes.

Syntax

term [l ogical _nane] [query] [display] [halfduplex]|fullduplex]
[ vdt | hardcopy] [ nmodenm nonoden] [transl ate| notransl at e]
[ xy]yx] [inputrate=nun] [outputrate=num [w dth=nuni
[ hei ght =nun] [of fset=nun] [overfl ow=num [scroll=num
[rpc= zero|ignore| even| odd| nuni
[ wpc= zero| one| even| odd| pass| nunj
[flowcontrol | nofl owcontrol] [highwater=nuni
[l owmnat er =num [fcon=nun] [fcoff=num
[linkparity= noparity|even|odd] [linklength= 6|7]8]
[linkstop= 1| 1.5]|2] [spchighwater=nuni
[ nospeci al char act er | speci al character (num[,num..])]

Parameters
| ogi cal _nane
Thelogical name of theterminal. Colons are not required.
query Prompts you whether the changes are correct before applying them.

di spl ay
After setting terminal attributes, displays the new settings.

hal f dupl ex| ful | dupl ex
Setsthe terminal to full- or half-duplex transmission.

vdt | har dcopy
Specifies whether the terminal is actually avideo display terminal or a printer (hard
copy) device.

noden| norodem
Specifies whether the terminal is connected to a modem.

transl ate| notransl ate
Specifies whether the iIRMX Terminal Support Code (TSC) should trandate between
ANSI standard X 3.64 escape sequences and unique terminal character sequences.
xy| yx Specifies whether horizontal (xy) or vertical (yx) screen coordinates are sent first.

i nputrat e=num out putrat e=num
A decimal input and output baud rate.
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wi dt h=num  hei ght =num
The number of charactersin the screen width and the number of linesin the screen
height.

of fset=num overfl ow=num
The cursor offset that starts the numbering sequence on X and Y axes, and the
overflow value that axis numbering falls back to after reaching 127.

scrol | =num
The number of lines to send to the terminal when the operator enters the scrolling
control character (default: <Ctrl-W>).

rpc=zero|ignore| even| odd| num wpc=zero| one| even| odd| pass| num
Input (r pc) and output (wpc) parity control settings that indicate how the TSC treats
the high bit of each character. Input refers to data entered at the terminal; output
refersto data sent to theterminal.  Zer o means the parity bit is always set to O,
yielding 128 8-bit characters; you may aso set the value to 1, which has the same
effect. | gnor e meansthe parity bit is unchanged by the TSC, enabling 256 8-bit
characters. Even or odd means the parity bit is used to validate the parity; these
must be set the same, and yield 7-bit data.

fl owmcont rol | nof | omcontr ol
For buffered devices, enables or disables use of output flow control characters (<Ctrl-
S> and <Ctrl-Q> by default, or as defined by f con and f cof f).

hi ghwat er =num | ownat er =num
For buffered devices, specifies the number of bytes in the buffer at which controller
board firmware sends an off flow control character to stop receiving input data
(highwater) or an on flow control character to begin receiving data (lowwater).

fcon=num fcof f =num
For buffered devices, the decimal value of the ASCII character to use for on and off
flow control characters. The recommended value for f con is 17 (<Ctrl-Q>) and for
fcof f is19 (<Ctrl-S>).

l'i nkparity=noparity|even|odd |inklength=6]78 Iinkstop=1]1.5|2
For buffered devices, these specify how data is handled by the physical link between
the terminal and the controller device. Li nkl engt h isthe number of bits per
character and | i nkst op isthe number of stop bits.

spchi ghwat er =num
For buffered devices, if speci al char act er isset thisisthe number of bytesin the
input buffer above which Special Character Mode is enabled and below which this
mode isdisabled. Entering Special Character Mode means that the terminal driver
and the TSC use special characters (defined below) as interrupts for signaling
purposes.
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nospeci al char act er | speci al character (num[,num..])]
For buffered devices, this specifies whether Special Character Mode can be enabled
and defines up to four ASCII characters as special characters. Surround the values
with parentheses and separate them with commas.

Additional Information

To display terminal attributes, enter only the logical name of the terminal or
connection. If the logical name is omitted, the attributes of the current terminal are
displayed. When setting terminal attributes, the control names need not be typed in
completely. Enter only enough characters of the keyword to make it unique from the
other parameters. All values are decimal by default.

Buffered devices are controllers that buffer input and output for the terminal. The
parameters that apply to buffered devices do not apply to the SBC 544A controller.

The term command cannot change connection attributes, since the changed attributes
would only be valid for the connection held by the term job and would disappear
whenever term exited. The command does not support tranglation specifications.
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time

Displays the current time or sets the time of the local (OS) or global (battery-backed)
time-of-day clock.

|:| Note

Y ou can use this command in an esubmit file or
rq_c_send_command system call if the form of the command
does not require user input. If the command requires user input in
anrqg_c send_command system call, it will fail. However, you
can use aform of the command that requires user input in an
esubmit file if you use the eor esponse and cor esponse
subcommands.

See also: esubmit command, in this chapter

Syntax
time [hh:mm ss|qg] [|ocal|global]
time synchronize

Parameters

hh:mmss
Numerical designation for the hour, minute, and second. Specify only as many digits
as needed: hoursin the range 0-23 and minutes and seconds in the range 0-59. You
may specify the hour only, the hour and minute, or all three. Any field not specified
isassumed to be 0.

g(uer y) Displays the current date, time and clock type, then prompts you to enter the new
time. Enter avalid time as described above or the |etter E to exit.

| ocal Displaysor setsthe time portion of the local time-of-day clock maintained by the OS.
Thisisthe default if | ocal or gl obal isnot specified. Any user may set the time.

gl obal Appliesonly to systems with hardware clock/calendar components, typically backed
up by battery power. Specifying gl obal displays or setsthe time portion of this
clock. Any user may display the time, but only the Super user can set it. If you set
the global clock, the local clock automatically takes on the same value.

synchroni ze
For systems with a global clock/calendar, this sets the time portion of the local clock
to the current time of the global clock. If you set the global clock, this parameter is
unnecessary.
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Additional Information

Y ou must separate the individual time parameters with colons. If you omit the time
parameters, time displays the current date and time in this format:

dd mmm yyyy, hh:mmss <local or global clock type>

If you have a system without a global clock/calendar, whenever you start up or reset
the OS the time is automatically set to the time you last accessed the :system:
directory plus the time that elapsed since the system was started. Y ou can reset the
time to any acceptable value.

If your system has aglobal clock/calendar and the OS is configured to recognize it,
the local clock is automatically set to the time maintained in the global clock when
you turn on or reset your system.

Error Messages

<time> invalid tine
Y ou specified an invalid or out-of-range entry for one or more of the time
parameters.

<paraneter>, invalid syntax
Y ou specified anillegal combination of parameters, such as both atime and the
query parameter.

only the system manager nay set the gl obal clock
Y ou specified the gl obal parameter, but you are not the system manager.

E _SHARE, gl obal cl ock busy
Y ou attempted to access the global clock while another job was accessing it. Try the

command again.

<condi ti on code: menoni c>, while getting systemtine
This condition code occurred while the time command was getting the time from the
global clock. Possibly you specified the gl obal or synchr oni ze parameter, but
thereisno global clock in the system.

E | NVALI D_DATE, gl obal date read was invalid
The date returned from the global clock wasinvalid. This condition usually occurs
when the global clock has never been initialized or when power to the clock has been
interrupted. The BIOS system call get_global_time gets the date from the global
clock, which the time command then displays.
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E INVALID TIME, global time read was invalid
The time returned from the global clock wasinvalid. This condition usually occurs
when the global clock has never been initialized or when power to the clock has been
interrupted. The BIOS system call get_global _time gets the time from the global
system clock, which the time command then displays.

E_SUPPORT, no gl obal clock
Thereisno global clock in the system.
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timer

Times the execution of a given command and displays the elapsed time in seconds.

Syntax

timer conmmand

Parameter

conmand
Any valid command line; continuation lines are allowed, using the & character.
Additional Information

The elapsed time cannot be measured in fractions of a second. The time needed to
load the command isincluded in the result. The reported timeis only as accurate as
the system time.
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touch

Changes file time stamps.

Syntax

touch inpath_list [date=date] [tinme=tine]
[al | | access]| create| nodi fy] [query]

Parameters

i npat h_Ii st
One or more pathnames of filesto be touched. Multiple pathnames must be
separated by commas. Wildcards are permitted.

dat e=dat e
A fully specified date of the form: nmi dd/ yyyy. If you omit this parameter, the
current date is used.

time=tinme
Timeintheform: hh: nm ss. Both nmand ss areoptional. If you omit this
parameter, the current time is used.

al Modifies all available time stamps. Some file systems support full
create/access/modify time stamps (named file driver) and others only support last
modification time stamps (DOS file driver).

access (acc, a)
This parameter modifies only the last accessed time stamp, if supported by the file
system.

modi fy (nodi fied, nod, m
This parameter modifies only the last modification time stamp, if supported by the
file system.

create (cr, c)
This parameter modifies only the file creation time stamp, if supported by the file

system.
query (q)
Prompts for permission to touch each file. Respond to the prompt with:
Y Touch thefile.
E Exit the command.
R Touch the remaining files without further query.
N or other Do not touch thisfile; go on to the next file in the inpath-list.

Command Reference Chapter 2 381



touch HI command

Additional Information

If you do not specify any time stamps, the default action of the touch command isto
modify the last accessed and last modified time stamps. If you invoke touch without
any parameters, a help message listing the correct syntax and parameter descriptions
is displayed.

When you invoke touch, your user ID must have write permission for the filesto be
modified by touch.

Error Messages

Invalid tinme specified
Thet i me parameter was entered in an invalid format.

Invalid date specified
The dat e parameter was entered in an invalid format.

M ssi ng paraneter(s)
Either thet i ne or the dat e parameter was specified without a corresponding t i ne
or dat e value.

Request is not supported by the file driver
Thefile driver associated with one of the filesin the inpath-list does not support the
s set_file status system call.
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translate

Copies afile to the screen or to another file, converting the case of upper- or lower-
case characters as specified.

Syntax

translate inpath_list [to|over|after outpath_list] [q] [u] [!]
[n [=val ue]]

Parameters

inpath_list
One or more pathnames, separated by commas, of filesto betrandated. Wildcards
are permitted.

to| over|after outpath_list
Writes the output to the specified file(s) rather than to the screen.

q(uery)
Prompts for permission to process each file. Respond to the prompt with:
Y Trandate thefile
R Trandate remaining files without further query
E Exit the command
N or other Don't trandate thisfile; query for the next
u( pper)

All lower-case characters are forced to upper-case.

| (ower)
All upper-case characters are forced to lower-case.

n(onprinting)
If no value is specified, nonprinting characters are displayed as question marks. If a
value is specified, nonprinting characters are displayed asthe ASCII character
represented by the numeric value. The value isdecimal by default, but may be
specified in octal or hexadecimal by appending an O or H.

Additional Information

If no parameters are given, the translate command performs a dlightly slower copy
function. If you specify both upper and | ower inthe sameinvocation, all characters
are changed to the opposite case. Y ou cannot specify what characters are considered
non-printable.
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traverse

Recursively travels a directory hierarchy, executing the specified command in each
directory in thetree. The command line may usethe :$: logicadl file; :$: isset to
indicate whatever directory is being traversed at the moment.

Syntax

traverse directory comand

Parameters

directory
Pathname of the topmost directory in the hierarchy to be traversed.

command
The command, along with arguments and parameters, to be executed in each
directory.

Example

To change the accessrights for al files under the /helps directory to have read
permission, and for all subdirectoriesto have list permission, enter:

traverse /helps permit * R U=world

Error Messages

<file>is not a directory
The starting path is not a directory.

rg_c_send_conmand, exception 0021: E_FILE NOT_EXI ST
The HI rg_c_send_command system call cannot process the specified command.
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tree

Displays the name (and optionally, size) of each data file and/or subdirectory in a
directory tree.

Syntax

tree pathnane [to|over|after outpath] [s] [i] [noda] nodi]

Parameters

pat hnane
The topmost directory of the tree to be displayed. Wildcards may be used to indicate
more than one directory. However, if awildcard pattern matches a filename in the
tree, the name is displayed regardless of anodat a or nodi r ect or y parameter.

to|l over|after outpath
Writes the output to the specified file rather than to the screen.

s(i ze) Displayssizesof filesand directories.

i (ndent)
Displays filenames using indentation.

noda(t a)
Datafiles are not displayed.

nodi (r ect ory)
Directory files are not displayed.

Additional Information

By default, the tree command lists al files and subdirectories. If you enter the
command with no parameters, the tree beginsin the current working directory. If
you specify the si ze parameter, the number of bytes and blocksis displayed for
files, aswell asthe number of filesin directories. When you usesi ze, directories
are denoted by an asterisk in the first column. The sizes of directories reflect the sum
of al files contained in the directory.

To display the size of all directories beginning at the root directory, enter:
tree / s noda

The size displayed for the / directory (which isthe final entry) isthe size of the entire
file system.
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uniq

Finds duplicated linesin afile and displays either the duplicated lines or non-
duplicated lines, or acombination. A lineisonly considered a duplicate if the second
line immediately follows the first.

Syntax
uni g pathname [to|over|after outpath] [s] [mM [d]

Parameters

pat hname
Thetext fileto be processed.